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documentation. No license of such patents, trademarks, copyrights, or other intellectual property
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Preface

This section lists various resources that are available for help with using SIMULIA software,
including technical engineering and systems support, training seminars, and documentation.

Platform Information

SIMULIA applications are supported on a variety of platforms.
For complete details on supported platforms, refer to
http: //Amwww.3ds.convsuppor t/cer tified-hardware/simulia-system-infor mation/

Support

Both technical engineering support (for problems with creating a model or performing an
analysis) and systems support (for installation, licensing, and hardware-related problems) for
Isight are offered through a network of local SIMULIA support offices.

SIMULIA Online Support System

SIMULIA Execution Engine Express is easier to install than the standard SIMULIA Execution
Engine. The server and database are installed with the software and are pre-configured and
ready to execute. SIMULIA provides a knowledge database of answers and solutions to
questions that we have answered, as well as guidelines on how to use Abaqus, SIMULIA
Scenario Definition, Isight, SIMULIA Execution Engine, and other SIMULIA products. You
can also submit new requests for support. All support incidents are tracked. If you contact us
by means outside the system to discuss an existing support problem and you know the incident
or support request number, please mention it so that we can query the database to see what
the latest action has been.

Many questions can also be answered by visiting http://www.3ds.com/products/simulia. The
information available online includes:

» Systems information and computer requirements
* Performance data
e Status reports
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e Training seminar schedule

* INSIGHTS Magazine/Realistic Simulation News Magazine
» Technology briefs

» Customer conference papers

Technical Engineering Support

Technical support engineers are available to assist in clarifying product features and checking
errors by giving both general information on using the product and information on its application
to specific analyses. If you have concerns about an analysis, we suggest that you contact us at
an early stage, since it is usually easier to solve problems at the beginning of a project rather
than trying to correct an analysis at the end.

Please have the following information ready before contacting the technical engineering support
hotline, and include it in any written contacts:

» Therelease of Isight that are you using, which can be obtained by accessing the VERSTON
file in the following directory:

<install directory>\<operating system>\reffiles\SMAFIPconfig

e The type of computer on which you are running Isight.

» The symptoms of any problems, including the exact error messages, if any.
* Any log files associated with the error.

» Workarounds or tests that you have already tried.

When contacting support about a specific problem, any available product output files may be
helpful in answering questions that the support engineer may ask you.

The support engineer will try to diagnose your problem from the model description and a
description of the difficulties you are having. The more detailed information you provide, the
easier it will be for the support engineer to understand and solve your problem.

If the support engineer cannot diagnose your problem from this information, you may be asked
to supply a model file. The data can be attached to a support incident in the online system. It
can also be sent by means of e-mail, disk, or ftp. Please check the Support page at

http: //mww.3ds.com/products/simulia for the media formats that are currently accepted.

If you are contacting us via telephone to discuss an existing problem, please give the receptionist
the support engineer’s name. If you are contacting us via e-mail, please include the support
engineer’s name at the top of any e-mail correspondence. If you are contacting us online
(preferred for written communication), update the existing incident/support request for the
problem.
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Systems Support

Systems support engineers can help you resolve issues related to the installation and running
of the product, including licensing difficulties, that are not covered by technical engineering
support.

You should install the product by carefully following the instructions in the installation guide.
If you encounter problems with the installation or licensing, first review the instructions in the
installation guide to ensure that they have been followed correctly. If this does not resolve the
problems, consult the knowledge database for information about known installation problems.
If this does not address your situation, please create an incident/support request in the online
system and describe your problem.

Anonymous FTP Site

To facilitate data transfer with SIMULIA, an anonymous ftp account is available on the
computer ftp.simulia.com. Login as user anonymous, and type your e-mail address
as your password. Contact support before placing files on the site.

Contacting Technical Support

Use the Support page at http://www.3ds.com/products/simulia, or obtain local support office
contact information from the L ocations page at http://mww.3ds.com/products/simulia.

In addition, contact information for offices and representatives is listed in the preface.

Support for Academic Institutions

Under the terms of the Academic License Agreement we do not provide support to users at
academic institutions.

Academic users can purchase technical support on an hourly basis. For more information,
please see http://mmww.3ds.com/products/simulia or contact your local support office.

Training

SIMULLIA offices offer regularly scheduled public training classes, including classes on Isight.
SIMULIA offices also provide training seminars at customer sites. All training classes and
seminars include workshops to provide practical experience with our products. For a schedule
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and description of available classes, see the Services page at
http: //mwww.3ds.com/products/simulia or call your local representative.

Feedback

SIMULIA welcomes any suggestions for improvements to Isight software, the support program,
or documentation.

If you wish to make a suggestion about the service or products, refer to

http: //mwww.3ds.com/products/simulia. Complaints should be addressed by contacting your
local office or through http://mww.3ds.conV/products/simulia.
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What You Need to Know Before Installing the SIMULIA Execution Engine

What You Need to Know Before
Installing the SIMULIA Execution
Engine

This section describes information that you should review prior to installing the SIMULIA
Execution Engine.

About the SIMULIA Execution Engine Environment

The SIMULIA Execution Engine environment contains several components and interfaces,
including a database, J2EE application server, and web browser.

Anoverview of the SIMULIA Execution Engine environment isshown inthefollowing figure.

Databasa JZEE Application Server Clients

- Derby - TomEE -Station
-DB2 - WebSphera -Command Line Client
- Oracle - WebLogic o
SIMULIA
Exacution
Enlging

SEE

Web Top
SEE Web Browser
Dashboard

Figure 1: SIMULIA Execution Engine Architecture

The itemsin the environment are described below.

SIMULIA Execution Engine

The SIMULIA Execution Engine isthe nerve center that manages simulation process flow,
job dispatching, distributed and parallel computing, results processing and archiving, library
activity, and collaboration activities. The SIMULIA Execution Engine uses a commercial
middleware layer consisting of astandard J2EE application server and relational database, and

SIMULIA Execution Engine Installation and Configuration Guide - WebSphere and 1
Oracle/DB2
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it exploits EJB, IMS, JTA, JDBC, Servlet, JSP, and other J2EE technologies. The database is
tightly coupled to the application server and provides underlying storage of all data.

Clients

Clientsinclude any applications that work with the SIMULIA Execution Enginein a
client-server model. The client-server model of computing isadistributed application structure
that partitions tasks or workloads between the providers of aresource or service, called servers,
and service requesters, called clients.

SIMULIA Execution Engine Stations

SIMULIA Execution Engine stations are computers on the network that have been registered
with the SIMULIA Execution Engine to provide services to the system and to handle the
execution of work items. They consist of aframework for receiving work items, communicating
with the library, executing components, and returning results.

WebTop

The SIMULIA Execution Engine WebTop is aWeb browser-based interface that provides
accesstothe SIMULIA Execution Engine system from across anetwork without any additional
software installation on the client computer. It isideal for users who want to perform only
basic operations, to run models, and to see the resultswith minimal configuration on their part.
For more information, see the SIMULIA Execution Engine WebTop Guide.

Dashboard

The SIMULIA Execution Engine Dashboard displays the current status of the SIMULIA
Execution Engine. The dashboard shows alist of running stations, the number of running jobs,
thework items on each station, and the licenses being used by the SIMULIA Execution Engine.
For more information, see Using the Dashboard.

WebDashboard

The SIMULIA Execution Engine WebDashboard isaWeb browser-based interface that displays
the current status of the SIMULIA Execution Engine. It is similar to the Dashboard interface,
except that it runsin abrowser and does not require you to install any Isight software. The
WebDashboard shows alist of running stations, the number of running jobs, the work items
on each station, and the licenses being used by the SIMULIA Execution Engine. It also alows
you to search for a particular job using specific search criteria. For more information, see
Using the WebDashboard.

2 SIMULIA Execution Engine Installation and Configuration Guide - WebSphere and
Oracle/DB2
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Command Line Client

The Command Line Client is a console (character mode) program that provides simple
text-based accessto most functions of the SIMULIA Execution Engine. For moreinformation,
see Using the Command Line Client.

Basic Installation Steps for the SIMULIA Execution Engine
Thissection highlightsthe basic steps necessary for installing the SIMULIA Execution Engine.

> . . . . :

/" Note: If you areinstalling only a SIMULIA Execution Engine station, these steps do

not apply. For more information, see Installing a SSMULIA Execution Engine Sation
onWndows or Installing a SMULIA Execution Engine Sation on Linux.

1. Install the SIMULIA Execution Engine software.

For details, see Installing the SIMULIA Execution Engine Server.

2. Install and upgrade (if necessary) an application server and database combination to run
the SIMULIA Execution Engine on.

3. Configure the SIMULIA Execution Engine.

For details, see Configuration, Configuring WebSphere, and Configuring Security.
4. Start the SIMULIA Execution Engine in the application server.
See Restarting the SMULIA Execution Engine in WebSphere.

Installing as an Administrator (Windows) or Non-Root User
(Linux)

You must be an Administrator user on Windows to install the SIMULIA Execution Engine.
On Linux, however, root privileges are not required.

Windows
You must use an Administrator user account on Windowsto install the SIMULIA Execution
Engine.
Installing the license server for the SIMULIA Execution Engine also requires Administrator
privileges.
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Linux

Root (superuser) privileges are not required to install the SIMULIA Execution Engine on
Linux, and it is recommended that you install the SIMULIA Execution Engine as a non-root
user. However, root permissions are usually needed beforehand to grant the installing user
write access to the installation directory; for example, in /opt /SIMULIA/SEE/.

Asanon-root user, you can install the SIMULIA Execution Engine in any directory to which
you have write access. If an administrator creates adirectory called /opt /SIMULIA/SEE/
and makes it writable, a non-root user can also install in /opt.
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What's New?

This section describesthe new and enhanced functionality in the SIMULIA Execution Engine.

New Functionality

Supported Versions of SIMULIA Execution Engine now supports WebSphere
Middleware 8.5.0 with Oracle 11gR2 or DB2 9.5.
DS Standard Installer The Dassault Systemes standard installer is now used to

install Isight and the SIMULIA Execution Engine.
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Prerequisites

This section describes the prerequisites for installing the SIMULIA Execution Engine.

Software Requirements

The SIMULIA Execution Engine can only be run on certain platforms, databases, and Java
application servers.

Operating System
The SIMULIA Execution Engine must be run on one of the supported operating systems.

The latest system configuration information, including supported platforms for SIMULIA
Execution Engine stations, can be found under the SIMULIA Platforms & Configuration
Support section at http://mwmw.3ds.comysupport/certified-hardware/s mulia-system-infor mation/.

Database and Java EE Application Server

The SIMULIA Execution Engine must be run on one of the supported database and application
server combinations.

For the list of the supported databases and application servers, seethe SIMUL A Platforms
& Configuration Support section at http://mwww.3ds.convproducts/simulia/support/.

The SIMULIA Execution Engine software and WebSphere must be installed on the same
computer for the SIMULIA Execution Engineto function properly. The recommended hardware
configuration isto install the WebSphere application server and the Oracle or DB2 database
on separate server computers, with ahigh-speed, low-latency network connection between the
two machines. Installing and running the database and application server on the same machine
is not recommended but is allowed.

Configuring WebSphere to Use Java 7

WebSphere 8.5.0.0 works on bundled IBM WebSphere SDK Java Technology Version 6.0.
However, SIMULIA Execution Engine5.9 requires 64-bit Java 7. You must manually configure
WebSphere 8.5.0.0 to use WebSphere SDK Java Technology Edition Version 7.0.
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Navigateto the <WAS Installations>\AppServer\bin directory and runthe
following command to obtain alist of the available Java SDKs:

managesdk -listAvailable

Ensure that the SDK name 1.7_64 is available. If you do not have IBM WebSphere SDK
Java Technology Edition Version 7.0, you can download it at the following URL:

Hphaddmmoinoereiaar o8 Sirobigiagic=Y e imdtearedaionroohd/sred/ehirs inilidian (07 g ihim
Run the following command to change the default SDK to version 7.0 SDK:
managesdk -setCommandDefault -sdkname 1.7 64

Run the following command to set the new profile default to version 7.0 SDK:
managesdk -setNewProfileDefault -sdkname 1.7_64

Run the following command to set the existing profile default to version 7.0 SDK:

managesdk -enableProfileAll -sdkname 1.7 64 -enableServers

Web Browser and PDF Viewer Software

The following software is needed for installing the software and viewing the SIMULIA
Execution Engine documentation.

Web browser. You need aweb browser installed on your system to access and configure
WebSphere and Oracle. For alist of supported web browsers and versions, see the
SIMULIA Platforms & Configuration Support section at

http: //www.3ds.com/support/certified-hardware/simulia-system-information/.

PDF Viewer. You must have Adobe Acrobat Reader or some other PDF viewer installed
to access the PDF format documentation.

The documentation is provided in both PDF and HTML formats.

The PDF files are located in the following directory:

<SEE install directory>/docs/

You can also access the documentation directly from the installation disk (prior to an
installation).

Hardware Requirements
A DVD ROM driveis needed to install the SIMULIA Execution Engine software. If the
installation system does not have a DV D drive, the entire contents of the install DVD can be
copied to anetwork file system from a system that does have aDV D drive, and the installation
can then be run from the network file system.
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Another option isto mount the DVD on a Linux computer, export the /mnt directory as an
NFS file system, and then mount that file system on the installation computer. This option is
complicated. For further assistance, contact your local system administrator.

Updating the Windows Firewall

To ensure that your SIMULIA Execution Engine will function correctly and be able to

communicate with other computers on your network, you need to update the settings of the
Windows firewall.

For more information, see Configuring the Windows Firewall.

Disabling Real-Time Virus Scanning

You should disable virus scanning software on the computer that is running the SIMULIA
Execution Engine.

To ensure that the SIMULIA Execution Engine is running at an optimum level, it is
recommended that you disable any real-time virus scanning that is executing on the system

running the SIMULIA Execution Engine. For more information, contact your local system
administrator.

Migrating to SIMULIA Execution Engine 5.9

You do not haveto uninstall SIMULIA Execution Engine 5.8 or a5.8 station beforeyou install
SIMULIA Execution Engine 5.9 or a5.9 station. However, you must follow a specific procedure
to ensure that your upgrade is successful.

For the latest support information and tips on upgrading to the new release of the SIMULIA
Execution Engine, search for “SIMULIA Execution Engine Migration Procedure” in the
Dassault Systemes DSX.ClientCare Knowledge Base at

http: //www.3ds.com/support/knowl edge-base.
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Installing the SIMULIA Execution
Engine Server

This section describes how to install and uninstall the SIMULIA Execution Engine.

Installing the SIMULIA Execution Engine

Toinstall the SSIMULIA Execution Engine on either Windows or Linux, you run theinstallation
wizard.

You must be an Administrator user to install the SIMULIA Execution Engine on Windows.

Root (superuser) privileges are not required to install the SIMULIA Execution Engine on
Linux. However, root permissions may be needed beforehand to grant the installing user write
access to the installation directory; for example, in /opt.

Installing on Linux requires an X-Windows display, either local or remote over a network. If
the DISPLAY environment variableis not set, the installer will not execute.

Before you begin: If necessary, start the license server software before starting the SIMULIA
Execution Engine. Typically, this processis performed automatically by the license server
installer. However, there are some cases when it must be done manually, including if you
decideto provide alicense at alater time. Be sure that you have acquired alicense file before
starting the license server.

1. Insert the SIMULIA Execution Engine installation DVD, or extract the archive file of the
installation media

2. Start theinstaller.

On Windows, execute the following file:
<dvd media dir>\IsightSEE5.9-1-Windows\setup.exe

On Linux, execute the following file:
<dvd media dir>/IsightSEE5.9-1-Linux/StartGUI.sh

3. (Windowsonly) If necessary, click Allow on the User Account Control dialog to confirm
the execution of the installation program.
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4. Click Next to advance through each panel of the installer, responding to the prompts as

needed.

* Inthefirst panel, choose the destination directory into which the software will be
installed.

* Inthe second panel, select the products you want to install:

Isight Desktop
SIMULIA Execution Engine
SIMULIA Execution Engine Station

You can choose any combination of these componentsto install on different desktop
computers and servers.

Optional: If desired, you can create a . cpr connection profile file to connect stationsto
the SIMULIA Execution Engine server. Select the application server, and click Next to
enter the server host name and port number.

After theinstallationisfinished, you can usethe Edit L ogon Profiletool to create addtional
. cpr connection profiles. See" CreatingaSIMULIA Execution Engine Connection Profile”
in the Isight User’s Guide.

Uninstalling the SIMULIA Execution Engine

10

You can permanently remove the SIMULIA Execution Engine and the license service at any
time, as conditions warrant. This processinvolves stopping any running SIMULIA Execution
Engine interfaces and the license server, removing the SIMULIA Execution Engine software,
and deleting any temporary directories and files that are left behind.

If you have multiple releases of the SIMULIA Execution Engineinstalled on asingle computer
using local licensefiles, uninstalling onerel ease of the SIMULIA Execution Engine may delete
the license server used by the other installations.

The procedurefor uninstalling the SIMULIA Execution Engine consists of thefollowing steps:

1
2.

3.

Verifying that no jobs are running and that all attached interfaces are closed.

If you are running alicense server on the same computer asthe SIMULIA Execution
Engine, stop the license server program.

Removing the SIMULIA Execution Engine software.
Removing the temporary directories and files created by the SIMULIA Execution Engine.
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Closing the SIMULIA Execution Engine Client Applications

Before you can uninstall the SIMULIA Execution Engine, you need to verify that no jobs are
running and that all attached interfaces (from both Isight and the SIMULIA Execution Engine)
are closed.

1.

Login as the user that installed the SIMULIA Execution Engine. This user should be an
Administrator or have administrative privileges on Windows.
Close all Isight Design Gateways, Isight Runtime Gateways, and SIMULIA Execution
Engine WebTops attached to the SIMULIA Execution Engine, which should stop all
running jobs.
Close all SIMULIA Execution Engine Stations, including any stations that are running as
aservice.
A,
Important: If youinstalledaSIMULIA Execution Engine Station asaservice, you
must uninstall it manually before removing the SIMULIA Execution Engine.

Open the SIMULIA Execution Engine Dashboard or WebDashboard and log in to the
SIMULIA Execution Engine.

Verify that all SIMULIA Execution Engine Stations are closed and that no jobs are running.
If necessary, you can use the Dashboard or WebDashboard to close SIMULIA Execution
Engine Stations and stop running jobs. For more information on using the SIMULIA
Execution Engine Dashboard, see Using the Dashboard. For more information on using
the SIMULIA Execution Engine WebDashboard, see Using the WebDashboard.

Close the SIMULIA Execution Engine Dashboard or WebDashboard.

Removing the SIMULIA Execution Engine Software

You remove the SIMULIA Execution Engine by using the Windows control panel or by
running a script.

1.

If necessary, stop and remove the license server software as described in the Isight
Installation Guide.

Uninstall/remove Dassault Systemes Simulia I sight 5.x using the Windows control panel
Uninstall a program.

Close the control panel.
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4,

5.

& X . .

7 Note: If amessage appears informing you that Isight has been removed and that
you must restart your system to complete the uninstallation process, be sure to
perform the restart before continuing to the next section.

Remove any temporary files or directories created by the SIMULIA Execution Engine
station. See Deleting Sation Temporary Directories and Files on Windows.

Optional: Instead of the Windows control panel, you can use the following batch file to
uninstall the SIMULIA Execution Engine:

<see install dir>\Uninstall.bat

OnLinux, navigatetothe<see install dirs directory and deletedll of theinstalled
files with the following command:

./rm -rf *

Deleting Temporary Directories and Files on Windows

Once you have removed the SIMULIA Execution Engine software, you need to remove the
temporary directories and files created by the SIMULIA Execution Engine.

12

1.

Navigate to the directory that contains the top level of your SIMULIA Execution Engine
installation directory.

For example, if youinstalled SIMULIA Execution EngineinC: \SIMULIA\Execution
Engine\5.9, navigateto the C: \SIMULIA\Execution Engine directory.

Deletethe 5. 9 directory and al of its contents.

Navigate to the following directory, where <user_name> is the name of the user who
installed and uninstalled the SIMULIA Execution Engine:

C:\Users\<user namex>\
Delete the following items:

e the fiper directory

 fiper.preferencesfile

Navigate to the following directory, where <user_name> is the name of the user who
installed and uninstalled the SIMULIA Execution Engine:

C:\Users\<user name>\AppData\Local\Temp\

Delete the £iper directory.
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10.

Navigate to the location of the SIMULIA Execution Engine file manager directory. This
directory location is specified by the property
fiper.system.filemgr.rootFilePathintheacs.properties file.
Delete the entire SIMULIA Execution Engine file manager directory.

Navigate to the SIMULIA Execution Engine temporary directory. This directory location
is specified by the property fiper.system. temp intheacs.properties file.

Delete the following items:

e the fiper*.mmjarcache directory (there may be more than one directory that
matches this format)

e the fiper directory (if present)

. If youran a SIMULIA Execution Engine Station on the SIMULIA Execution Engine

system, navigate to the location of the station directory.

. Delete the entire SIMULIA Execution Engine Station directory (typically the same asthe

computer name running that station).

Be sure to uninstall any SIMULIA Execution Engine Stations on different systems that
were using the deleted SIMULIA Execution Engine and that you do not plan to use with
adifferent SIMULIA Execution Engine.

The SIMULIA Execution Engine removal process is complete.

Deleting Temporary Directories and Files on Linux

Once you have removed the SIMULIA Execution Engine software, you need to remove the
temporary directories and files created by the SIMULIA Execution Engine.

1.

Login asroot (obtain root permissions). Although it is not necessary to be root to delete
all the temporary files, it is necessary for some of thefiles.

Navigate to the directory that contains the top level of your SIMULIA Execution Engine
installation. For example, if you installed the SIMULIA Execution Enginein /opt /
SIMULIA/Execution Engine/5.9,navigatetothe /opt /SIMULIA/Execution
Engine directory.

Delete the 5.9 directory and al of its contents.

Navigate to the location of the SIMULIA Execution Engine file manager directory. This
directory location is specified by the property
fiper.system.filemgr.rootFilePathintheacs.properties file
Delete the entire SIMULIA Execution Engine file manager directory.
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6.

10.

B E
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Navigate to the SIMULIA Execution Engine temporary directory. This directory location
is specified by the property fiper.system. temp intheacs.properties file. By
default, thisdirectory is / tmp.

Delete any directories that use the following naming convention:

fiper* .mmjarcache

Navigateto the $SHOME directory for the user that installed the SIMUL I A Execution Engine.
Delete the following items (if they are present):

 .fiper.preferences file(noticetheleading“.” in the file name)

e dashboard.logfile

e Fiperinstall.logfile

e Fiperuninstall.logfile

e gateway.logfile

Navigate to the following directory:
/var/tmp

. Deletethe f1lex1m. 1og file (if it is present).
. If youranaSIMULIA Execution Engine station on the SSIMUL I A Execution Engine system,

navigate to the location of the station directory. This directory location was specified during
the SIMULIA Execution Engine installation.

. Delete the entire SIMULIA Execution Engine station directory (typically the same asthe

computer name running that SIMULIA Execution Engine station).

Be sureto uninstall any SIMULIA Execution Engine stations on different systems that
were using the deleted SIMULIA Execution Engine and that you do not plan to use with
adifferent SIMULIA Execution Engine.

The SIMULIA Execution Engine removal process is complete.
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Installing a SIMULIA Execution
Engine Station on Windows

Several steps are required to successfully install the SIMULIA Execution Engine Station
software.

1.

Start the SIMULIA Execution Engine Installation Wizard on the system that will be running
the SIMULIA Execution Engine. Thiswizardisused toinstall both the SIMULIA Execution
Engine and the station software.

Manually install the station asaservice. If youinstall the station as an application and later
want to run it as a service, you can make this switch manually.

To remove the SIMULIA Execution Engine Station software, use the uninstaller wizard.

Installing the Station Software on Windows

The SIMULIA Execution Engineinstallation wizard guidesyou through the process of installing
aSIMULIA Execution Engine station on any computer.

Thiswizard is used for both standard SIMULIA Execution Engine install ations and when
instaling only a SIMULIA Execution Engine station.

1.

Log in asthe Administrator that will install the station.
You must be an Administrator user to install the SIMULIA Execution Engine station.

Insert the SIMULIA Execution Engine installation DV D, or extract the archive file of the
installation media.

Start the installer.

On Windows, execute the following file:
<dvd _media dir>\IsightSEE5.9-1-Windows\setup.exe

If necessary, click Allow on the User Account Control dialog to confirm the execution
of the installation program.

Click Next to advance through each panel of the installer, responding to the prompts as
needed.
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« Inthefirst panel, choose the destination directory into which the software will be
installed.

* Inthe second panel, select the product you want to install:
SIMULIA Execution Engine Station

. Select the type of license server software you will use, or skip the licensing selection for

now:

Dassault Systemes License Server
FLEXnet License Server
Skip this for now

If you (or your system administrator) already have the FLEXnet or Dassault Systémes
license server installed and running, specify the server computer's host name and port
number. Thisinformation is used to contact the license server and create alicensing client
filethat references the server. If you have installed a redundant license server triad, enter
the host name and port for all three machines.

. Click Finish to allow the installer to complete.
. Afterinstallation, you can use the Edit L ogon Profiletool to createanew . cpr connection

profile. See "Creating a SIMULIA Execution Engine Connection Profile” in the Isight
User'sGuide. The £ilename . cpr connection profile must point the station to the
SIMULIA Execution Engine server.

The . cpr file must specify the following:

» Server Name. The host name of the computer running the SSIMULIA Execution Engine
server application.

4 Note: If thisSIMULIA Execution Engine will be accessed from computersin
multiple network domains (for example, domainl . xxx . com and
domain2 .xxx.com), you must specify the fully qualified host name (for
example, host .domainl.xxx.com).

e Server Type. WebSphere, WebL ogic, or TomEE.
e Port Number

. After theinstaller completes, you can edit thevaluesinthe station.properties file

to customize the behavior of the station. For more information, see Configuring SMULIA
Execution Engine Sation Properties.

Thestation.properties fileisinstaled into the \config\ subdirectory:

<station install dir>\config\
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In particular, you should decide whether you want to change the following properties:

« Station Affinities. Any affinity setting in addition to the default of station name and
platform. For more information on affinities, see About Station Affinities.

« Default log level. The default setting is I nfo. For more information on these settings,
see About Log Message Detail Levels.

» Temp directory. The default isthe current user’s temporary directory. If you want to
change this setting, be sure to select adirectory that has the following characteristics:

» Isnot atemporary file system. This disk space must never be reclaimed
automatically. This rules out any directories that are cleared during a reboot or
during an automatic disk space cleanup.

» Preferably on alocal disk on the station host system. If thereisinsufficient local
storage space, a NA S device can be used; however, this setup is not recommended.

Important: You must change this setting if you plan on using the SIMULIA
Execution Engine station security (Run-As) feature. You must use a directory
that can be accessed by all users (for example, ¢ : \ temp). For moreinformation
on Run-As specifications, including how to change the station temporary directory
after an installation, see About File System Security With Run-As. For more
information on determining or changing directory permissions, contact your local
system administrator.

Installing a SIMULIA Execution Engine Station as a Service

You can set up the SIMULIA Execution Engine station to run as a service.

Only one station can be run as a service on any given computer.

Installing a SIMULIA Execution Engine Station as a Service

Manually installing a SIMULIA Execution Engine as a service involves running a command,
which isincluded with your station installation, and specifying aSIMULIA Execution Engine
connection when prompted.

1. LoginasanAdministrator or a user with administrative privileges.
2. Open a Command Prompt dialog box.
3. Typethe following command:
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For Windows 64-hit:
<isight install dir>\win bé4\code\command\installstation.bat

A short message appearsin the console, and the SIMULIA Execution Engine Logon dialog
box appears.

Select the connection profile for the SIMULIA Execution Engine you want this SIMULIA
Execution Engine station to use, and enter the logon 1D and password to be used.

You will not log in to the SIMULIA Execution Engine at thistime; the informationis
stored for later use when the service is started.

Click OK.

A SIMULIA Execution Engine station has now been configured and installed as a service.
Now you need to access the Windows Services interface and start the station’s service.

Starting a SIMULIA Execution Engine Station as a Service

Onceyou install the station’s service, you need to start the service from your computer’'s
Services dialog box. The process for accessing this dialog box varies based on the operating
system you are using.

18

1

2.

3.

Access the Services dialog box.
» If your station is running on Windows Server 2008:

a) Click the Start button, point to Administrative Tools and click Services.
b) Click Continue.

» If your station is running on Windows 7:

a) Click the Start button, and click Control Panel.
b) Click System and Security, and click Administrative Tools.
¢) Double-click Services.

From the Services dialog box, locate the servicenamed Fiper Station, andclick it
to select it.

Click Start Service on the Services dialog box toolbar, and wait for the service to start.

If thereare any problems, alog file (station.log) can bereviewed. Thisfileislocated
in the following directory:

<station temporary directorys\<hostnames\
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The SIMULIA Execution Engine station should now be running, and it will appear in the
stations list of the SIMULIA Execution Engine (you can seeit using the Dashboard,
WebDashboard, or the Command Line Client stat ionstatus command).

Stopping a SIMULIA Execution Engine Station Service

If at any point you need to shut down a station running as a service (including prior to
uninstalling the station), you need to do so from the Services dialog box.

1. Accessthe Services dialog box as described in Starting a SSIMULIA Execution Engine
Sation asa Service.

2. Locatetheservicenamed Fiper Station, andclick itto select it.

3. Click Stop Service on the Services dialog box toolbar, and wait for the service to stop
(this processwill take abit longer than starting the service because the SIMULIA Execution
Engine station must first wait for running work items to finish.

Uninstalling a SIMULIA Execution Engine Station Service

Uninstalling a SIMULIA Execution Engine that is running as a service involves running a
command, which isincluded with your station installation.

1. Verify that the station service is stopped as described in Stopping a SMULIA Execution
Engine Sation Service.

2. Open a Command Prompt dialog box.
3. Typethe following command:
For Windows 64-hit:

<isight install dir>\win bé4\code\command\uninstallstation.bat

The SIMULIA Execution Engine station has now been removed as a service.

4, If desired, confirm the removal of the station service by refreshing the Ser vices dial og box
and verifying that the service called Fiper Station isno longer listed.

Uninstalling a SIMULIA Execution Engine Station

You can permanently removethe SIMULIA Execution Engine station at any time, as conditions
warrant. This process involves stopping the station and the license server, removing the
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SIMULIA Execution Engine station software, and del eting any temporary directoriesand files
that are left behind.

The procedure for uninstalling the SIMULIA Execution Engine station consists of the following

steps:

1. If youarerunning alicense server on the same computer asthe SIMULIA Execution Engine
station, stop the license server program.

2. Removing the SIMULIA Execution Engine station software.

3. Removing the temporary directories and files created by the SSIMULIA Execution Engine
station.

Stopping the Station

Before you can remove the station software, you need to verify that the station is no longer
running.

1. Login asAdministrator or a user with administrative privileges.

2. Verify that the SIMULIA Execution Engine station you are removing is stopped (if the
station was installed as a service, verify that the associated service has been stopped).

3. If you are running the SIMULIA Execution Engine license server on the same computer
asthe SIMULIA Execution Engine station, stop the license server before uninstalling the
station.

4. You now need to remove the SIMULIA Execution Engine software as described in
Removing the SMULIA Execution Engine Station Software.

Removing the SIMULIA Execution Engine Station Software

The process of removing the SIMULIA Execution Engine station software differs based on
the operating system of the computer running the station. In general, you will launch the
uninstallation wizard to remove the station software.

1. Uninstall/remove Dassault Systemes Simulia |l sight 5.x using the Windows control panel
Uninstall a program.

2. Closethe control panel.

& X . .

7 Note: If amessage appears informing you that Isight has been removed and that
you must restart your system to complete the uninstallation process, be sure to
perform the restart before continuing to the next section.
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3.

4.

Remove any temporary files or directories created by the SIMULIA Execution Engine
station. See Deleting Sation Temporary Directories and Files on Windows.

Optional: Instead of the Windows control panel, you can use the following batch file to
uninstall the SIMULIA Execution Engine;

<station install dir>\Uninstall.bat

You now need to remove any temporary directories or files that the SIMULIA Execution
Engine station created as described in Deleting Station Temporary Directories and Files
on Windows.

Deleting Station Temporary Directories and Files on Windows

Once you have removed the SIMUL I A Execution Engine station software, you need to delete
the temporary directories and files created by the SIMULIA Execution Engine station.

1.

Navigate to the directory that contains the top level of your SIMULIA Execution Engine
installation directory.

For example, if you installed the SIMULIA Execution Enginein C: \SIMULIA\
Execution Engine\5.9, navigatetothe C:\SIMULIA\Execution Engine
directory.

Deletethe 5. 9 directory and al of its contents.

Navigate to the following directory, where <user_name> is the name of the user who
installed and uninstalled the SIMULIA Execution Engine station:

e Windows Server 2008/7; C: \Users\<username>

Delete the following items:

e thefiper.preferencesfile

e the fiper directory

Navigate to the following directory, where <user_name> is the name of the user who
installed and uninstalled the SIMULIA Execution Engine station:

*  Windows Server 2008/7: C: \Users\<username>\AppData\Local\Temp

Delete the £iper directory.
Navigate to the location of the station temporary directory.

Delete the entire SIMULIA Execution Engine station directory (typically the same as the
computer name running that station).
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The SIMULIA Execution Engine station removal process is complete.
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Installing a SIMULIA Execution
Engine Station on LinuxX

This section describeshow toinstall aSIMULIA Execution Engine station on Linux platforms.

Before You Begin

This section describes information you should know before you install a SIMULIA Execution
Engine station on Linux.

Shared Network Install

The SIMULIA Execution Engine station may be installed once on a network file system and
then run on many different computers.

Once the SIMULIA Execution Engine station has started, it places asmall load on the file
server. Because a SIMULIA Execution Engine station must reliably run for large periods of
time, the file system it is using should be mounted with the NFS option hard (not soft).

If ashared disk isused to run SIMULIA Execution Engine stations with the Run-As option
enabled, the file system must be mounted with the NFS option suid. This action allows the
set-user-1id permission on program SMAFIPplaunch to be effective.

Root Privileges
You caninstall the SIMULIA Execution Engine station as aroot user or a non-root user.

The SIMULIA Execution Engine station is typically installed from an account with root
privileges. The SIMULIA Execution Engine station can a so be installed from anonprivileged
account, but there are certain restrictions you need to be aware of when doing so:

» Thedefault install location can be written only by a privileged user. If you are installing
asanonprivileged user, you will haveto changetheinstall directory to adirectory to which
you can write.

e Installing a SIMULIA Execution Engine station as a service requires root privileges. If
you install from an unprivileged account, the SIMULIA Execution Engine station will
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have to be started manually, and you cannot log out whilethe SIMULIA Execution Engine
station is running.

The station Security Feature (called run-as-user) requiresthe program SMAFIPplaunch
tobeinstalled with set -user-idroot privileges. A SIMULIA Execution Engine station
installed as an unprivileged user cannot connect to a SIMULIA Execution Engine that has
the SIMULIA Execution Engine station security feature enabled unless the file
SMAFIPplaunch is manually changed to have set -user-id root privileges.
Instructions for performing this step are displayed during the install ation. For more
information, see Configuring SIMULIA Execution Engine Sations for Run-As on Linux.

Installing the Station Software on Linux
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Follow the steps below to install a SIMULIA Execution Engine station on Linux.

1.

Log in as the user that will install the software.

If you are not installing asroot, it is recommended that you review the information in
Installing asan Administrator (Windows) or Non-Root User (Linux) before beginning your
installation.

If you log in as anormal, non-root user and enable root/superuser privileges with the su
command, you must usethe“su -" command (su space dash) to read the root profile.
Otherwise, the installer may fail because required administrator utilities will not bein the
executable path (PATH).

Insert the SIMULIA Execution Engine installation DV D, or extract the archive file of the
installation media
Start the installer.

On Linux, execute the following file:
<dvd media dir>/IsightSEE5.9-1-Linux/StartGUI.sh

Click Next to advance through each panel of the installer, responding to the prompts as
needed.

« Inthefirst panel, choose the destination directory into which the software will be
installed.

* Inthe second panel, select the product you want to install:
SIMULIA Execution Engine Station
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5. Select the type of license server software you will use, or skip the licensing selection for
Now:
Dassault Systemes License Server

FLEXnet License Server
Skip this for now

If you (or your system administrator) aready have the FLEXnet or Dassault Systémes
license server installed and running, specify the server computer's host name and port
number. Thisinformation is used to contact the license server and create alicensing client
filethat references the server. If you have installed a redundant license server triad, enter
the host name and port for all three machines.

6. Click Finish to allow theinstaller to complete.

7. Afterinstallation, you can usethe Edit L ogon Profiletool to createanew . cpr connection
profile. See "Creating a SIMULIA Execution Engine Connection Profile” in the Isight
User’'s Guide. The £ilename . cpr connection profile must point the station to the
SIMULIA Execution Engine server.

The . cpr file must specify the following:
e Server Name. The host name of the computer running the SSIMULIA Execution Engine
server application.
& . . . . .
" Note: If this SIMULIA Execution Engine will be accessed from computersin
multiple network domains (for example, domainl . xxx . com and

domain2 .xxx.com), you must specify the fully qualified host name (for
example, host .domainl .xxx.com).

e Server Type. WebSphere, WebL ogic, or TomEE.
e Port Number

8. After theinstaller completes, you can edit thevaluesinthestation.properties file
to customize the behavior of the station. For more information, see Configuring SMULIA
Execution Engine Station Properties.

Thestation.properties fileisinstaled into the /config/ subdirectory:

<station install dir>/config/
In particular, you should decide whether you want to change the following properties:

» Station Affinities. Any affinity setting in addition to the default of station name and
platform. For more information on affinities, see About Station Affinities.
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« Default log level. The default setting is I nfo. For more information on these settings,
see About Log Message Detail Levels.

» Temp directory. The default isthe current user's temporary directory. If you want to
change this setting, be sure to select adirectory that has the following characteristics:

e Isnot atemporary file system. This disk space must never be reclaimed
automatically. This rules out any directories that are cleared during a reboot or
during an automatic disk space cleanup.

» Preferably on alocal disk on the station host system. If thereis insufficient local
storage space, aNAS device can be used; however, this setup is not recommended.

Important: You must change this setting if you plan on using the SIMULIA
Execution Engine station security (Run-As) feature. You must use a directory
that can be accessed by all users. For moreinformation on Run-As specifications,
including how to change the station temporary directory after aninstallation, see
About File System Security With Run-As. For more information on determining
or changing directory permissions, contact your local system administrator.

Enabling the SIMULIA Execution Engine Station Security Feature (Run-As)
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If the SIMULIA Execution Engine station software isinstalled by a non-root user, you must
issue two commands as root to allow the station security feature to work properly.

If the SIMULIA Execution Engine station software isinstalled by a non-root user on Linux,
follow the steps below to change permissions on the SMAFIPplaunch file.

1. Log on to the system running the SIMULIA Execution Engine as root.
2. Change directory (cd) to the following directory:
<see install dir>/<os _dir>/code/bin/
wherethe <os_dir> subdirectory isthe operating system on which the station isrunning:

linux a64 for 64-bit Linux

3. Givethe following commands:

chown root SMAFIPplaunch
chmod 4711 SMAFIPplaunch

For other configuration steps required, see Configuring SSIMULIA Execution Engine Stations
for Run-As on Linux.
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Installing a SIMULIA Execution Engine Station as a Service
Manually

The SIMULIA Execution Engine station can be set up to run as a service (daemon process)
on Linux.

To install the SIMULIA Execution Engine station as a service manually, run the following
command (as aroot user):

<SEE _install dir>/<os _dir>/code/command/station.service install
For example:

/opt/SIMULIA/ExecutionEngine/5.x/linux a64/code/command/station.service
install

Thenormal SIMULIA Execution Engine logon dialog will display, allowing you to select the
SIMULIA Execution Engine to which you want to connect and the SIMULIA Execution
Engine logon and password. A startup fileisinstalledin /etc/rc3.d/S95station.

The following information should also be noted when installing a station as a service using
this command:
* Touninstall the station, run the following command (as aroot user):
<SEE install dir>/<os dir>/code/command/station.service
uninstall

e Theinitial installation of the SIMULIA Execution Engine station as a service does not
start the station. You must start it manually immediately following the installation using
the following command (after this manual station start, the station will start automatically
after subsequent system reboots):

<SEE install dir>/<os _dir>/code/command/station.service start

* You can stop a station as a service with the following command:
<SEE install dir>/<os _dir>/code/command/station.service stop
e If youwant thestationtorun asanon-root user, editthestation.service.template
file before installing the station as a service and change the following line:
STATION USER=

to have the name of the user you want the station to run. This does not have to be the same
user name used to log on to the SIMULIA Execution Engine.
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Uninstalling a SIMIULIA Execution Engine Station

You can permanently remove the SIMULIA Execution Engine station. This process involves
stopping any running SIMULIA Execution Engineinterfaces and the license server, removing
the SIMULIA Execution Engine software, and deleting any temporary directories and files
that are left behind.

The procedurefor uninstalling the SIMULIA Execution Engine station consists of thefollowing
steps:

1.

If you arerunning alicense server on the same computer asthe SIMULIA Execution Engine
station, stop the license server process.
Removing the SIMULIA Execution Engine station software.

Removing the temporary directories and files created by the SIMULIA Execution Engine
station.

Stopping the SIMULIA Execution Engine Station

Before you can remove the station software, you need to verify that the station is no longer
running.

1.

Verify that you arelogged in asthe same user that installed the SIMULIA Execution Engine
station.

Stop any interactive stations.
e . . . . .
" Note: If youinstalled a SIMULIA Execution Engine station as a service, you must
stop and uninstall it manually before removing the SIMULIA Execution Engine.
For more information, see Installing a SMULIA Execution Engine Station as a
Service Manually.

Log in asroot (obtain root permissions).

If the license server is running on the same computer as the SIMULIA Execution Engine
station, you need to remove the license server.

You now need to remove the SIMULIA Execution Engine station software as described
in Removing the SSIMULIA Execution Engine Station Software.

Removing the SIMULIA Execution Engine Station Software
You can now remove the SIMULIA Execution Engine station software.

28
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1. Navigateto the following directory:

<station install dirs>/

2. Execute the following command:

./rm -rf *

A

7 Important: You must be logged in as the same user that installed the SIMULIA
Execution Engine station or the uninstaller will not be able to completely remove
the software.

3. Log out of your system, and log back into your system.

4. You now need to remove any temporary directories or files that the SIMULIA Execution
Engine created as described in Deleting Temporary Files and Other Files.

Deleting Temporary Files and Other Files

Onceyou have removed the SIMULIA Execution Engine station software, you need to remove
the temporary directories and files created by the SIMULIA Execution Engine station.

1. Loginasroot (obtain root permissions). Although it is not necessary to be root to delete
all the temporary files, it is necessary for some of thefiles.

2. Navigate to the directory that contains the top level of your SIMULIA Execution Engine
installation. For example, if youinstalled SIMULIA Execution Enginein /opt /SIMULIA/
Execution Engine/5.9,navigatetothe /opt /SIMULIA/Execution Engine
directory.

3. Deletethe 5.9directory and al of its contents.
4. Navigatetothe SHOME directory for the user that installed the SIMULIA Execution Engine.
5. Deletethe following items (if they are present):

 .fiper.preferences file (noticetheleading “.” in the file name)
* dashboard.log file

* Fiperinstall.logfile

e Fiperuninstall.logfile

* gateway.logfile

6. Navigate to the following directory:
/var/tmp

7. Deletethe flexlm. log file (if it is present).
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8. Navigate to the location of the station temporary directory.

9. Deletethe entire SIMULIA Execution Engine station directory (typically the same asthe
computer name running that SIMULIA Execution Engine station).

The SIMULIA Execution Engine station removal process is complete.
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Initializing the SIMULIA Execution
Engine Database

This section describes how to create and prepare an Oracle or DB2 database for use with the
SIMULIA Execution Engine.

Initializing an Oracle Database

Beforethe SIMULIA Execution Engineis configured, an Oracle database tablespace and user
name must be defined, the database must be updated, and the appropriate tables must be created
within the database.

Theinstructionsin this section assume that you have created a user called seeadmin in the
operating system on your server computer. This user account will be used to control the
configuration of the SIMULIA Execution Engine. For information about configuring this user
account on Windows, see Creating the seeadmin User on Windows.

These instructions apply to Oracle 11gR2.

About Oracle URLs and Port Numbers

If you are accessing the Oracle web-based interface on Linux, you must manually specify the
URL and the port number for the correct database.

The URL address for connecting to the database uses the following general format:

http://hostname.yourcompany.com:portnumber/em
In Oracle 11gR2, use ht tps instead of http inthisURL.

To determine the port number for your Oracle database, navigate to the

<oracle install_directory>/cfgtoollogs/dbca/<database name> directory, and open
theemConfig. logfile. To obtain the full URL for the database, including the port number,
enter the following as the search criteriain your text editor:

The Database Control URL is
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Creating Tablespaces and Defining User Information

Using the Oracle Enterprise Manager web-based console, you need to create a tablespace for
the SIMULIA Execution Engine data and define the user that will access the database.

32

1.

Log on to the computer that contains the Oracle software.

Although you can access the database from any computer on your network using aweb
browser, this procedure is written assuming that you are directly accessing the system
running Oracle.

Verify that you have created the SIMULIA Execution Engine-specific database using the
procedure described in Creating an Oracle Database for the SMULIA Execution Engine.

You must create a database following these steps to ensure that the database contains the
correct internal settings.

Access the database with the Oracle Enterprise Manager, using one of the following
methods, based on your operating system:

» Windows: Click Start, point to All Programs, Oracle- OraDb11g homel, and click
Database Control - SEE. (In this example, SEE isthe name of the database you are
accessing.)

e Linux: Use abrowser to open the following page:

http://hostname.yourcompany.com:portnumber/em

Uuse ht tps instead of ht tp inthis URL. For more information about determining the
port number for your database, see About Oracle URLs and Port Numbers.

Type SYS asthe user name in the corresponding text box, and enter the password you
specified when you created the database.

From the Connect Aslist, select SY SDBA.

Click Login.

Verify that you have accessed the correct database.

The screen that appears after you log in shows the database name next to the Database
Instance string (in the upper left corner of the screen).

At thetop of the console, accessthe Server information (Oracle 11gR?2), and click Server.
In the Storage list, click Tablespaces.

The Tablespaces page opens.
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10. On the right side of the console, click Create.

The Create Tablespace page appears.

11. In the Name text box, type the following:
FIPERTS1

12. Click Set asdefault permanent tablespace.
13. In the Datafiles area, click Add.

The Add Datafile page appears.

14. In the File Name text box, type the following entry:
FIPERDF1.DBF

15. IntheFile Sizetext box, type 204 8, and verify that M B is selected from the corresponding
list.

16. Click Automatically extend datafile when full (AUTOEXTEND).

17. In the I ncrement text box, type 100, and select M B from the corresponding list.

18. Inthe Maximum File Size area, verify that Unlimited is selected.

19. Click Continue.

The Create Tablespace page appears.
20. Click OK.
A message appears indicating that the object was created successfully.
21. At the top of the |eft side of the console, click Database | nstance.
The Server page appears.
22. In the Security list, click Users.
The User s page appears.
23. Click Create.
The Create User page appears.

24. In the Name text box, type seeadmin.
25. From the Profile list, verify that DEFAULT is selected.

26. In both the Enter Passwor d and Confirm Password text boxes, type the password for
the seeadmin user (you can use seeadmin for simplicity, if desired).
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27. Click the @ icon adjacent to the Default Tablespace text box.
The Search and Select window appears.

28. Verify that FIPERTSL is selected.

20. Click Select.
You are returned to the Create User page.

30. Click Roles.

31 Ontheright side of the console, click Edit List.
The Modify Roles screen appears.

32 From the Available Roleslist, select Resour ce.

33. Click M ove to move the role to the Selected Roles list.
34. Click OK.

You are returned to the Create User page.

35. Click Object Privileges.
36. From the Select Object Type list, select View, and click Add.

37. Click the @ icon adjacent to the Select View Objects text box.

The Select View Objects window appears.

38. From the Schema list, select SYS.

39. In the Search View Name text box, type the following entry:
DBA PENDING TRANSACTIONS

40. Click Go.

The object is now listed at the bottom of the window.
41. Click DBA_PENDING_TRANSACTIONS, and click Select.
The Add View Objects Privileges page appears.

42. In the Available Privileges list, click Select.
43. Click Move to move the item to the Selected Privileges list.
44. Click OK.

You are returned to the Create User page.
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45. Click OK.
A message appears indicating the object was created successfully.

46. In the top right corner of the console, click L ogout to exit the Enterprise Manager.
47. Proceed to Updating the Database.

Updating the Database

You must update your database to verify that it will run correctly with the SIMULIA Execution
Engine. To update the database, you need to log in asa“ sysdba’ and execute several grant
commands.

1. Open aCommand Prompt dialog box (terminal window on Linux).

2. If you are updating a database that is running on a Linux system, verify that the
ORACLE_SID environment varisbleis set to the correct database.

3. Execute the following command to connect to Oracle’'s SQL Plus utility, where
<passwords> isthe sys user password specified during database creation:

sqglplus sys/<password> as sysdba

If you followed theinstructionsin Creating an Oracle Database for the SMULIA Execution
Engine to create the database, this password is probably seeadmin.

>

" Note: If Oracleis not defined in your path or your ORACLE HOME environment
variable is not set, you will have trouble executing the command. Set the necessary
systeminformation, or navigatetothe<oracle install directorys\bin
directory, and execute the command from the directory. If you have more than one
database running on your system, it may be necessary to set the ORACLE SID
environment variable to ensure that you are connecting to the correct database.

You are connected to the SQLPlus utility.

4. Execute the following commands by typing each command individually and pressing the
Enter key:

grant select on pending trans$ to public;
grant select on dba 2pc pending to public;
grant select on dba pending transactions to public;
grant execute on dbms system to seeadmin;
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%
Note: The seeadmin user namein the last command refers to the Oracle user
account that was defined when the database was created. Be sure that your database
uses the same user name or substitute the appropriate user name in this command.

5. Typeexit to closethe SQLPlus utility.
The database update is compl ete.

6. Continueto Creating the Database Tables.

Creating the Database Tables
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Thefina step ininitializing the database is to create the database tables. These tables are
created by executing the createtables command that isincluded with your SIMULIA
Execution Engine installation.

Be sure to execute the command in the following procedure on the computer containing the
database (the computer running Oracle).

1. Open aCommand Prompt dialog box (termina window on Linux).
2. Navigate to the following directory:

<SEE install dir>/<os dir>/reffiles/SMAFIPserver/db/oracle/
Where <os_dirs> isone of the following:

* /win_ beé4/ for Windows 64-bit
e /linux_ aé64/ for Linux 64-bit

3. Typeoneof thefollowing commands, based on your operating system (whereuser name
isthe name of the user account created for the database (usually seeadmin), password
isthis user’s password, and dat abasename isthe name of the database that will hold
the tables):

* Windows. createtables user name password databasename

* Linux: . /createtables user name password databasename

When using the createtables script, you should note the following:

» |If you created a database whose name is greater than eight characters, only type the
first eight characters of the database name when using the script. For example, if your
databaseis called seedatabase, you should only type seedatab when using the
createtables command.
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» If your database is running on a Linux system, be sure that your ORACLE_HOME
environment variable is set to your Oracle installation directory and that the path to the
Oraclebin/ directory isinyour path. If these variables are not set properly, the script
will not function correctly.

4. Verify correct script operation by examining the createtables. log file, whichis
located in the same directory asthe createtables command itself.

Initializing a DB2 Database

Before the SIMULIA Execution Engine is configured, a DB2 database must be initialized,
which createsthe database name and the database's user name, and the appropriate tables must
be created within the database.

About the DB2 User

Before initializing a DB2 database, you need to verify that the database user has been created
and that the user has been placed into the correct DB2 group.

The process for verifying these settings varies based on the operating system that is running
the database.

Windows DB2

If you are using aWindows-based DB2 database with your SIMULIA Execution Engine, you
need to add the database user (seeadmin) to a specific Windows group. These steps are not
necessary if you are using an Oracle database.

1. Create anew Windows user called seeadmin.

2. Add the user to the local group DB2ADMNS. This step is necessary to allow the user to
create and alter the DB2 database.

& L. . . .

" Note: Theremaining procedures in this section assume that you have created a new
user called seeadmin. If you create a user with a different name or use an existing
user with a different name, be sureto use that user during all of the configuration steps.

For detailed information on the steps necessary to set up auser and set these permissions, see
Creating the seeadmin User on Windows.
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Linux DB2

If you are using a Linux-based DB2 database with your SIMULIA Execution Engine, the
designated user (usually seeadmin) needsto bein the DB2 administration group to be able
to create a database. In addition, the home directory of the SIMULIA Execution Engine
designated user (seeadmin) needsto be “world writable” at database creation time for one
of the DB2 administrative usersto write afile. This arrangement is not secure and should be
atemporary setting only. For more information, contact your local system administrator.

About DB2 Database Scripts

Several DB2 scripts are included with your SIMULIA Execution Engine installation. These
scripts can be used to create your SIMULIA Execution Engine database, create the tables
within the database, remove the contents of the database tables, or remove the tables entirely
from the database.

S i . :
/7" Note: OnWindows, each of these scripts usesthe . bat extension.

The following scripts are included:

initdb This script creates the SIMULIA Execution Engine database. For more
information on the settingswithin this script, see Updating the Initialization
File. For moreinformation on using this script, see Executing the Database
ripts.

createtables Thisscript creates the SIMULIA Execution Engine tablesin an existing
database. For more information on using this script, see Executing the
Database Scripts.

cleartables Thisscript cleansthe tables of their contents, but it leaves them in place.
You must reexecute the publishall command after running this script.
All jobs, results, and library content are removed.

droptables Thisscript removesthe SIMULIA Execution Engine tablesin an existing
database. It should be used when your table structure is modified because
of achange in the SIMULIA Execution Engine infrastructure. It will be
used rarely, if ever. Thecreatetables script should berun after running
this script.

Updating the Initialization File

Before running the database creation script, you need to verify that the default information
provided in the database initialization file is correct for your environment.
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1. Verify that you are logged in as the same user that installed the DB2 software. Contact
your database or system administrator to determine database user information.

2. Navigateto the following directory:
<SEE install dir>/<os _dir>/reffiles/SMAFIPserver/db/db2/

Where <os_dir> isone of the following:

* /win bé4/ for Windows 64-bit
* /linux_a64/ for Linux 64-bit

3. Open one of the following filesin the text editor of your choice:

e Windows, initdb.bat

e Linux: initdb

4. Review the following settings and, if necessary, update them appropriately:

FIP_ DB. Thename of the SIMULIA Execution Engine database. The default setting is
fiper.

FIP USER. Theuser with DB2 administrative privileges. Thedefault settingisfiperacs.

FIP SERVERSIZE. Thesize of the system running the database. One of the following
options should be used:

e small. Used for acomputer with 1 GB of memory.

e large. Used for aserver with at least 1.5 GB of memory.

FIP TABLEDIR. Thedirectory in which you want to create buffer pool storage. This
setting should be changed if you installed DB2 in alocation other than ¢ : \DB2 (Windows)

or /opt/IBM (Linux). Thedefault settingsare C: \DB2\NODE0000\FIPER (Windows)
or /opt/IBM/db2 (Linux).

FIP Territory. Thelocation that controlslocalization of the database. The default
setting isus. Thisentry must be set to one of the following options:

e us (United States)
* ca (Canada)

* c¢n (China)

e fr (France)

* de (Germany)

* Jp (Japan)
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* kr (South Korea)
o tw (Tawan)
e gb (United Kingdom)

For additional territory location codes, see your DB2 documentation.

For example, to update this setting to use the Germany option, your entry would appear as
follows:

SET FIP_TERRITORY=de

5. Continue by running the database initialization scripts; see Executing the Database Scripts.

Executing the Database Scripts
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Two database scripts must be executed to initialize your DB2 database and to create the tables
needed by the SIMULIA Execution Engine. These scripts are included with your SIMULIA
Execution Engine installation.

1. Verify that you are logged in as the same operating system user that installed the DB2
software.

2. Open a Command Prompt dialog box (terminal window on Linux).

iy
< _7 Important: If you arerunning your database on Windows Server 2008 or Windows

7, the database scripts must be run from a Command Prompt dialog box with full
administrator privileges. To launch thistype of Command Prompt dialog box, locate
the cmd . exe file using Windows Explorer (thisfileisusually located inthe C: \
Windows\system32 directory), right-click thefile, and select Run as
Administrator. When prompted, click Continue on the User Account Control
dialog box.

3. Navigateto the following directory:
<SEE install dir>/<os dir>/reffiles/SMAFIPserver/db/db2/

where <os_dir> isone of the following:

* /win bé64/ for Windows 64-bit
* /linux_aé64/ for Linux 64-bit

4. Type one of the following commands, based on your operating system:

e Windows; initdb.bat

SIMULIA Execution Engine Installation and Configuration Guide - WebSphere and
Oracle/DB2



Initializing the SIMULIA Execution Engine Database

e Linux: ./initdb
A message appears indicating the database was created.

5. Verify that no errors occurred during the script execution.

Thisscript createsalogfile (initdb . 1og) in thissamedirectory, which can be examined
for more information.

6. Type one of the following commands, based on your operating system:

¢ Windows, createtables.bat

e Linux: ./createtables -all
You are prompted to enter your password.

7. Type the password of the user specified using the FIP_USER setting as described in
Updating the Initialization File, and press ENTER.

A message appears indicating that the tables were created.

8. Verify that no error messages appeared when the scripts were executed.

This script createsalog file (createtables. 1og) in this same directory, which can
be examined for more information.

9. Navigate to the top level directory of your DB2 installation.
10. Openthedb2cli . opt filein thetext editor of your choice.
11. Add the following lines anywhere within the file:

[common]

Patch2=50

. Save and close thefile.

. From a Command Prompt dialog box (terminal window on Linux), navigate to the following
directory:

&R

<db2_install directory>/bin/

14. Stop and start DB2 by typing the following commands one after the other at the command
prompt.

db2stop
db2start
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15. If your DB2 database is running on a Windows system, reboot the system.

This step is necessary before proceeding to the next section.
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This section describes additional steps that may be necessary to configure the application.

Setting the DSLS_CONFIG Environment Variable

If your SIMULIA Execution Engine application uses Dassault Systémes (DS) licensing instead
of FLEXnet licensing, you must set the DSLS_ CONFIG environment variable to allow the
application to find the licensing client configuration file (DSLicSrv. txt).

Before starting the SIMULIA Execution Engine, be sure this environment variable is set to
the full path of theDSLicSrv. txt filein your instalation:

DSLS_CONFIG=<SEE install dir>/config/DSLicSrv.txt

For complete information about licensing, see the Isight Installation Guide.

Configuring Your FLEXnet License to Work with aWindows
Firewall

If you run a FLEXnet license server that is behind a Windows Firewall, you need to edit your
client licensefile for the SIMULIA Execution Engine to ensure that it can connect to the
license server it is started.

1. Verify that the Windows Firewall has been updated so that the necessary license ports are
open for the license server. For more information, contact your local system administrator.

2. Navigateto the following directory:
<SEE_install dir>/config/

3. Openthelicense.dat fileinthetext editor of your choice.

4. Add the port number opened on the license server computer’s Windows Firewall to the
SERVER linein your license file. For example, if port 1700 was opened on the Windows
Firewall, your license SERVER line would appear similar to the example shown below:

SERVER seemachine ANY 1700
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5.

For moreinformation on what port numberswere opened on your license server’sWindows
Firewall, contact your local system administrator.

Save and close your licensefile.

Setting Station Execution Permissions for the Excel and Word
Components

a4

If you will be allowing the execution of Excel or Word componentson any SIMULIA Execution
Engine station that you install, you must have launch and activation permissionsfor Excel and
Word, especidly if the SIMULIA Execution Engine station is being run as a service.

1.

o

Perform one of the following steps, based on your operating system:

¢ Windows Server 2003: Click the Start button, and click Run.
» Windows Server 2008: Click the Start button.

Perform one of the following steps, based on your operating system:

* Windows Server 2003: In the Open text box, type dcomenfg, and click OK.
* Windows Server 2008: In the Start Search text box, type dcomenfg, and click
ENTER.

The Component Services dialog box appears.

On the left side of the dialog box, click Component Services.
Folder options appear on the right side of the dialog box.

Double-click Computers, and double-click My Computer.
Double-click DCOM Config.
Right-click one of the following icons:

* Microsoft Excel Application
* Microsoft Word Document or Microsoft Office Word Macro-Enabled Document

If you cannot find the icons, usethe MMC comexp . msc/32 command. If you cannot
find an entry for Microsoft Word, look for a string named
{0020906-0000-0000-C000-000000000046} to right-click instead. However, before you
alter this string’s settings, you should access the properties of this string and confirm that
the local path points to the WINWORD . EXE program.
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7. Select Properties.
The Properties dialog box appears.
8. Click the Security tab.
9. Inthe Launch and Activation Permissions area, click Customize, and click Edit.

The Launch Permission dialog box appears.

10. Click Add.
The Select Users, Computers, or Groups dialog box appears.

11. Inthe Enter object namesto select text box, type the necessary user name (be sureto
include the computer/domain name).

You can click Check Names to verify that the user name you entered is valid. You can
also search for the name by clicking Advanced. If the user name you specify matchesmore
than one known user, the M ultiple Names Found dialog box appears, alowing you to
pick the exact user.

12. Click OK.

You are returned to the Launch Permission dialog box, and the user name you entered
now appearsin the list at the top of the dialog box.

13. In the Permission for <user_name> area, click Local Launch and L ocal Activation in
the Allow column.

14. Click OK.
You are returned to the Properties dialog box.
15. Click OK.

You are returned to the Component Services dialog box.

16. If needed, repeat step 6 through step 15 for either Excel or Word (whichever application
you didn’t configure the first time).

17. Close the Component Services dialog box.
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Setting Word and Excel Privileges for Stations Installed as a
Service

If you are running a station as a service on a non-secure SIMULIA Execution Engine, you
must update the station service's properties prior to executing models that use the Excel or
Word components. This action is not necessary if you are running on a secure SIMULIA
Execution Engine.

1. Verify that the SMULIA Execution Engine station isinstalled.

2. Verify that you have complete the procedure described in Setting Station Execution
Permissions for the Excel and Word Components.

3. Access the Services dialog box as described in Installing a SMULIA Execution Engine
Sation asa Service.

4. Right-click the Fiper Station entry, and select Properties.
The Properties dialog box appears.

5. Click the Log On tab.

6. Click Thisaccount, and enter the account name and password for the account that was
given privileges in Setting Sation Execution Permissions for the Excel and Word
Components.

7. Click OK to save your changes.
8. Closethe Services dialog box.

Setting Excel 2010 Options for Windows 7 Stations

46

This section explainsthe stepsto take when you are executing Microsoft Excel 2010 components
on SIMULIA Execution Engine Windows 7 Stations.

When you have concurrent Excel jobs executing on SIMULIA Execution Engine stations
running in service mode, the stations can fail because the cache overflow or the idle timeout
limits are exceeded. You may see the following errors:

* com.engineous.sdk.exception.SDKException:Error loading Add-ins
* Maximum execution time exceeded for component

To prevent the job from failing, you must complete al the stepsin this section. It isimportant
to restart the computer after you complete all the steps.
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Configuring the Excel Properties and Component

You can configure Excel component execution options such as timeout value and when to
close the workbook.

1. Withamodel openinthe gateway that containsthe Excel component, right-click the Excel

component icon

%

2. Click Properties, and then click the Execution tab.
3. Inthe General Options Timeout text box, enter 0.
If set to O, notimeout limit isenforced. For moreinformation, see Configuring the Execution

Properties.

4. Click OK to save your changes.
5. From the gateway, double-click the Excel component.
a. Select the Advanced tab.

Click Close workbook to close the opened workbook (when not selected, Excel and
the workbook remain open after the model is executed), and then from the adjoining
list select when job completes.

For more information, see Using Advanced Options.

b. Repeat the above step for each Excel component.

6. Click OK to save your changes and to close the Excel Component Editor.

Configuring station.properties Values

You can add several optionstothe station.properties fileto reduce therisk of jobs
failing when executing Excel 2010 components on Windows 7 stations.

1. Addthefollowing propertiestothestation.properties file Youcanvary thevalues
according to the load.

e fiper.
e fiper.
e fiper.
e fiper.

station.substation.starttime=300000
substation.launchtimeout=300000
substation.keepalive.interval . .ms=120000
security.substation.cache.size=<double to the number

of expected users>+5

For more information, see Configuring SSIMULIA Execution Engine Sation Properties.
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2. Savethestation.properties file

Replacing a Process Level Token

You can replace a process level token to reduce the risk of jobs failing when executing Excel
2010 components on Windows 7 stations.

1. For each user whowill start aSIMULIA Execution Engine station, and the user to thelocal
Administrators group and grant the user the privilege Replace a process level
token inthe Local Security Policy dialog box.

For more information, see Configuring SSIMULIA Execution Engine Sations for Run-As
on Windows.

2. Saveyour changes.

Verifying that the Desktop Folder Exists
You must ensure that the desktop folder exists on the stations running the jobs.

1. Verify that the following directory exists:
C:\Windows\SysWOWé4\config\systemprofile\Desktop

2. Verify that the directory iswriteable for al run-as users.

Configuring the Excel 2010 Macro

You can configure Excel macrosto reduce the risk of jobs failing when executing Excel 2010
components on Windows 7 stations.

From Excel 2010, open aworkshest.

From the File menu, select Options, and then select Customize Ribbon.

From the Main Tabs list, select Developer.

Select OK.

From the Developer tab, select Macro Security, and then select M acro Setting.

From the Developer Macro Setting list, select Trust accessto the VBA project object
model.

7. Close Excel.

o ok wdPE

48 SIMULIA Execution Engine Installation and Configuration Guide - WebSphere and
Oracle/DB2



Configuration

Disabling Excel 2010 Add-ins

You can disable the Excel 2010 add-insto reducetherisk of jobs failing when executing Excel
2010 components on Windows 7 stations.

1. Click the Windows Start button, and then select Control Panel.
2. From the Control Panel, select Uninstall a program.
3. Navigate to Microsoft Office 2010, and click Change.
a. Select Add or Remove Features, and click Continue.
Expand Microsoft Excel.
Expand Add-ins.
Disable all the add-ins.
Click Continue to configure the setup.
Click Close.

4. Closethe Control Panel.

~ooo00CT

Editing the Registry
You can edit the Microsoft registry to reduce the risk of jobs failing when executing Excel
2010 components on Windows 7 stations.

1. Click the Windows Start button, and in the search text box enter regedit to accessthe
Registry Editor (regedit.exe).

The Registry Editor appears.

2. Navigateto the following directory:
HKEY LOCAL MACHINE\SYSTEM\CurrentControlSet\Control\Session
Manager\Memory Management
3. Select SessionViewSize.
a. IntheValue data text box, enter 80.
b. Click OK.
4. Navigate to the following directory:

HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Control\Session
Manager\SubSystems

a. Select Windows.

b. Inthe Value data text box, locate the Windows SharedSection parameter.

The parameter has the following formats:

SIMULIA Execution Engine Installation and Configuration Guide - WebSphere and 49
Oracle/DB2



Configuration

5.

»  SharedSection=aaaa,bbbb
» SharedSection=aaaa,bbbb,cccc
»  SharedSection=aaaa,bbbb,cccc,dddd

c. Add or edit the third value as follows:
Windows SharedSecti on=aaaa,bbbb,10240
d. Click OK.

Close the Registry Editor.

Editing User Account Controls

You can change the user account controls to reduce the risk of jobs failing when executing
Excel 2010 components on Windows 7 stations.

1
2.

Click the Windows Start button, and then select Control Panel.

From the Control Panel, select User Accounts, and then select Change User Account

Control settings.

a. Movethedlider bar to Never notify.
b. Click OK.

Close the Control Panel.

Creating an Environment Variable

You can create an environment variable that has read and write permissionsfor all SIMULIA
Execution Engine users.

50

1
2.
3.

Click the Windows Start button, and then select Control Panel.

Select System and Security, and then select Advanced System Settings.

Click Environment Variables, and select New.

a. Inthe Variable name text box, enter the following:
FIPER TEMP

b. Inthe Variable value text box, enter avalue, such as the following:
C:\SIMULIA\StationTemp\5.9

Giveread and write permission to all SIMULIA Execution Engine users.
Click OK.
Close the Control Panel.
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7. Restart the computer.
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Configuring WebSphere

This section describes how to set up and start the SIMULIA Execution Engine using the
WebSphere application server and an Oracle or DB2 database.

About Configuring WebSphere

52

This section describes the configuration of the SIMULIA Execution Engine including
configuring WebSphere and starting the application.

The configuration proceduresin this section assumethat you created auser called seeadmin
to control the configuration of the SIMULIA Execution Engine.

To fully configure the SIMULIA Execution Engine application within WebSphere, you must
perform the following main steps:

1. Follow all of theinstructions under Manually Configuring the SSMULIA Execution Engine
or Automatically Configuring the SSIMULIA Execution Engine.

2. Optionally configure usernames, passwords, and other security features as described in
Enabling Security and in Configuring Security.

3. Stop and restart WebSphere as described in Restarting the SMULIA Execution Engine in
WebSphere, to force WebSphere and the SIMULIA Execution Engine to recognize the
configuration changes.

4. Preload the basic system metamodels for Isight and the SIMULIA Execution Engine, as
described in Creating the Connection Profile and Preloading the Library.

Theacs.properties file options are described in Understanding the acs.properties File
Settings.
About WebSphere URL Port Numbers

The WebSphere Administrative console is accessed via aweb browser using a URL that is
specific to the system running WebSphere. You need to determine the correct port number
before accessing the console, especially if you are using aLinux system.

A sample URL for accessing the console is shown below:

http://seecomputer:9060/ibm/console
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By default, the WebSphere Administrative console uses the following port numbers. 9060
(non-secure) and 9043 (secure). However, these port numbers are incremented by one if
multiple installations of WebSphere are present on the system.

If neither of these default port numbers works, examine the following file for your SIMULIA
Execution Engine:

<websphere install directory>\AppServer\profiles\<profileName>\logs\
AboutThisProfile.txt

The port number settings for your Administrative console are listed within thislog file, which
islocated in the directory shown above for default installations of WebSphere; your directory
may differ if you are using a nondefault WebSphere installation.

Manually Configuring the SIMULIA Execution Engine

Once you have initialized the database, you can begin configuring the SIMULIA Execution
Engine within the application server.

The SIMULIA Execution Engineis built upon several basic services supplied by commercial
products. Each of these services must beinstalled as aproduct itself. These services must then
be configured (where they interact) to know about each other and to configure the interaction.
In this configuration, each product isinstalled according to its own setup program and is then
configured as described in this guide.

5]
Note: WebSphere will not work properly when installed on a computer with a host
name that contains underscores or dashes.

Starting WebSphere and Determining Server Port Numbers

Before accessing the WebSphere console, you need to start the application server. Once the
server is started, you need to take note of some WebSphere port numbers that are used later
in the configuration process.

When WebSphereisinstalled, it can use nondefault port numbersif thereis another WebSphere
server on the same computer or if custom port numbers were specified during the installation.

1. Verify that you have initialized your database as described in Initializing the SMULIA
Execution Engine Database.

2. Perform one of the following actions to start the WebSphere server:
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8.
9.

e Windows: Click the Start button, point to All Programs/|BM WebSphere/lBM
WebSphere Application Server V8.5/Profiles/AppSrv01, and then click Start the
server.

* UNIX/Linux: Navigateto the <websphere install directorys>/
AppServer/bin directory and executethe . /startServer.sh serverl
command.

The application server is started.

Once the server is running, perform one of the following actions:

* Windows: Click the Start button, point to All Programs/I|BM WebSphere/|BM
WebSphere Application Server V8.5/Profiles/AppSrv01, and then click
Administrative console.

* UNIX/Linux: Open aweb browser and navigate to the following page:

http://localhost : portnumber/ibm/console

For more information on determining the port number for your WebSphere installation,
see About WebSphere URL Port Numbers.

Inthe User 1D text box, type alogin name.

You can use any login hame you want. However, for consistency this procedure will use
the name seeadmin.

When security is turned on later in this configuration procedure, you will need a user ID
and password that is valid for the WebSphere server.

Click Login.

The full console appears.

On the | eft side of the console, click Servers.
Click Server Types.

Additional options appear.

Click WebSphere application servers.
On theright side of the console, click server1.

10. On the right side of the console, click Portsin the Communications area.
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The Ports screen appears.
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11. Make note of the following port numbers (they will be needed later in the configuration

process):
BOOTSTRAP ADDRESS
SIB ENDPOINT ADDRESS

The bootstrap address (the default setting is 2809) is used by the SIMULIA Execution
Engine clients in the Connection Profile configuration (as described in Creating the
Connection Profile File). The SIB endpoint address (the default setting is 7276) is used
when configuring JM S resources.

Creating a J2C Authentication Alias for JDBC Datasources

Before you create the IDBC Providers and data sources, you must create J2C authentication
aliases for the database to which you want to connect.

1.

8.
9.

On the left side of the console, click Security.
Additional options appear.

Click Global security.

The Global security screen appears.

In the Authentication area on the right side of the console, expand Java Authentication
and Authorization Service.

Additional options appear.

Click J2C authentication data.
The JAAS - J2C authentication data screen appears.

Click New.
In the Aliastext box, type any alias that you want to use.

For example, you can use SEEOracleAuth or SEEDB2Auth, depending on your
database.

Inthe User 1D text box, type the database user name that owns the SIMULIA Execution
Engine database tables.

In the Passwor d text box, type the database user password.

(optional) Type a description in the corresponding text box.

10. Click OK.
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Adding JDBC Providers

56

Once you have specified the user that will access your database, you need to add JDBC
providers for the database.

About the Driver File for Oracle

Before creating JDBC Providersfor Oracle and data sources, you must make the Oracle 11gR2
JDBC driver (ojdbcé6 . jar) available on the computer where WebSphere is running.

Thisfileisavailable under the §dbc\11ib directory of your Oracle 11gR2 database instance
(i.e, <ORACLE HOME>\jdbc\1lib). For example, your directory path should resemblethe
following:

Windows: C:\oracle\product\11.2.0.1\db 1\jdbc\lib\ or C:\
oraclelllgR2\orallgR2\jdbec\1lib
Linux: /opt/oracle/product/11.2.0/db_1/jdbc/1lib/

If Oracleis running on a different computer than WebSphere, this file needs to be copied to
the computer running WebSphere. It is recommended that you copy thisfile to the
<websphere install_directory>/AppServer/1lib/ directory.

Adding JDBC Providers for Oracle or DB2
You must add JDBC Providers to WebSphere for the database. Theinstructionsin this section
apply to both Oracle and DB2 databases.

1. Onthelé€ft side of the console, click Resour ces.

Additional options appear.

2. Expand JDBC.
3. Click JDBC providers.

4. Fromthe All scopeslist, select Node=<server names><node numbers,
Server=serverl.

5. Click New.

The Createa new JDBC Provider screen appears.

6. From the Database typelist, select Oracle or DB2.

7. IntheProvider typelist, select Oracle JDBC Driver or DB2 Universal JDBC Driver
Provider.

8. From the Implementation type list, select XA data source.
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9. Click Next.
10. Specify the path to the JIDBC driver file, asfollows:

» Oracle: Inthe Directory location text box, type the path to the ojdbcé . jar file
you downloaded in About the Driver File for Oracle. Be sure to use forward slashes
(/) inyour path, even on a Windows system.

» DB2: Inthefirst Directory location for text box, type the path to the JDBC driver in
the java/ subdirectory of your DB2 installation directory.

Be sureto use forward slashes (/), even on a Windows system. For example, if DB2is
installedin C: \Program Files\IBM\SQLLIB onWindows, the path you enter
should be the following:

C:/progra~1/ibm/sgllib/java
On Linux, your directory will resemble the following:
/opt/IBM/SQLLIB/java

If DB2isnot installed on the same computer asWebSphere, you need to install or copy
the DB2 client on the WebSphere system and point to thefilesin thislocal, client
installation. This setup is especially necessary if WebSphere and DB2 are running on
different operating systems (specifically when oneis running on Windows and the other
isrunning on Linux).

11. Click Next.

12. Review the summary.

13. Click Finish.

14. For a DB2 database only, do the following:

On the left side of the console, click Environment.

Click Variables.

Click New.

In the Name text box, type DB2UNIVERSAL JDBC DRIVER PATH.

In the Value text box, type the path to the following subdirectory of your SIMULIA
Execution Engine installation (depending on your operating system):

<see install dirs>/<os _dir>/reffiles/SMAFIPserver/db/db2/
java

where <see_install dirs isthe basedirectory of your installation.

f. Click OK.

®ap o
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Creating Datasources
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Once you have added the JIDBC Providers for your database, you are ready to create the
necessary data sources. You will need to create an XADataSource and a non-XADataSource.

Creating the XADataSource for Oracle or DB2

Creating the X ADataSource involves specifying connection information for your database
and setting some custom options. The instructionsin this section apply to both Oracle and
DB2 databases, except where noted.

1. If you are running the SIMULIA Execution Engine on Windows, verify that you have
updated the Windows Firewall on the computer running the application server and the
SIMULIA Execution Engine software.

For more information, see Configuring the Windows Firewall.
2. Inthe Name column on the right side of the console, click one of the following:

e Oracle JDBC Driver (XA)
e DB2Universal JDBC Driver Provider (XA)

3. Inthe Additional Properties areaon the right side of the console, click Data sour ces.
The Data sour ces screen appears.

4. Click New.

5. Inthe Data source name text box, type the following entry:
Fiper XA Data Source

6. Inthe JNDI name text box, type the following entry:
fiper/jdbc/XADataSource

7. Click Next.
8. For an Oracle database, do the following:
a. Enter thefollowing information for the URL setting (in the Value text box):

jdbc:oracle: thin:@hostname: port: databasename
where:
hostname isthe computer name where Oracleis running,

port isthe appropriate port number on which the Oracle database is listening, and
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databasename isthe name of the SSIMULIA Execution Engine database.

For example, if the hostname is dbcomputer, the port number is 1521, and the
database nameis SEE, the entry would appear as follows:
jdbc:oracle:thin:@dbcomputer:1521:SEE

b. Fromthe Data store helper class namelist, select the data store hel per that matches
the version of Oracle you are using.

9. For aDB2 database, do the following:

a. FromtheDriver typelist, verify that 4 is selected.

b. Inthe Database name text box, type the appropriate database name (SEE).

c. Inthe Server name text box, type the name of the server that is running DB2.

d. If necessary, in the Port number text box, ater the port number on which DB2 is

listening. If you do not know this port number, contact your local DB2 administrator.
10. Verify that Use this data sourcein container managed persistence (CMP) is selected.
11. Click Next.

12. From the Authentication alias for XA recovery list, select the J2C authentication alias
you created for your database.

13. From the Component-managed authentication aliaslist, select the J2C authentication
alias you created for your database.

14. From the M apping-configur ation alias list, select DefaultPrincipalM apping.

15. From the Container-managed authentication aliaslist, select the J2C authentication alias
you created for your database.

16. Click Next.

17. Review the summary.

18. Click Finish.

19. On theright side of the console, click Fiper XA Data Source.

20. Inthe Additional Propertiesareaon the right side of the console, click Connection pool
properties.
21. Typethe following information in the corresponding text boxes and click OK:

Connection timeout: 300
M aximum connections; 100
Minimum connections; 50

22. Inthe Additional Propertiesareaon theright side of the console, click Custom properties.
23. Click New.
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24. Type the following information in the corresponding text boxes:
Name: useRRASetEquals
Value: true
Description: See IBM APAR PK75897

25. Click OK.
26. On the |eft side of the console, click Data sour ces.

The Data sour ces screen appears.
27. Near the top of theright side of the console, click Save to save the configuration.

28. In the Select column, click the check box that corresponds to the new data source.
29. Click Test connection.

A message appears, telling you that the test connection was successful.

view: [All tasks =l ‘
walcoms
+ Guided Activities = Messages
# Servers @ The nne n for data source Oracle A Data source on server serverl at node
Is gh!devﬂsw 2k3p\pNﬂd B o s

¥ Applications

 Services
Data sources
=|Cosous Use this page to edit the settings of a datasource that is associated with your selected JDBG provider, The sbiect suppliss your
Sehedulers s "< ahout this tack in » quided actuity, Ag i vity provides a list of task

Object posl mansgers

# ams
= IokC
s cope spaclfes the leuel at ubid is visible., For detailed information on what
IDBG providers nd how it works, see the s

[(Al scopes

@ Preferences

ik

Selact Mame £ | JNDI name O Scope O Provider Description { | Category §
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Darby JDBC Pravider Datasource
far

the

ebSph

Default

Applicatio

[ |orade za | fiperidbe New JDBC
Data fRADatasaurce Dataseurce
iperjdbc New JDBG
L anHADataSource Datasaurce

4 Note: If your test connection fails, verify that all theinformation isentered correctly.
Confirm that you have disabled the Windows Firewall on the computer running
WebSphere. If the Windows Firewall is active, you will not be able to connect to
the system running the Oracle database if the database is running on a separate
system. For more information, see Configuring the Windows Firewall.
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30. Verify that the connection was successful.

Creating the Non-XADataSource for Oracle or DB2

Aswith the XADataSource, creating the non-X ADataSource involves specifying connection
information for your database and setting some custom options.

1
2.
3.

SEB®

16.

On the left side of the console, click JDBC providers.
Verify that Node=<server name><node numbers, Server=serverl is selected.
Click New.

The Create new JDBC provider screen appears.

From the Database type list, select Oracle or DB2.
Inthe Provider typeligt, click one of the following:
e OracleJDBC Driver

» DB2 Universal JDBC Driver Provider

From the Implementation typelist, select Connection pool data source.
Click Next.

In the Directory location text box, verify that the path to the JDBC driver file for Oracle
or DB2 appears. If itisnot present, add it to the text box.

For Oracle, thisisthethe ojdbcé . jar file you downloaded in About the Driver File for
Oracle.

For DB2, thisshould bethe JDBC driver inthe java/ subdirectory of your DB2 installation
directory.

Click Next.

. Review the summary.
. Click Finish.
. In the Name column on the right side of the console, click Oracle JDBC Driver or DB2

Universal JDBC Provider.

. In the Additional Properties area on the right side of the console, click Data sour ces.
14,
. In the Data sour ce name text box, type the following entry:

Click New.

Fiper NonXA Data Source

In the INDI name text box, type the following entry:
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fiper/jdbc/nonXADataSource

17. Click Next.
18. For an Oracle database, do the following:
a. Enter the following information for the URL setting (in the Value text box):

jdbc:oracle: thin:@hostname: port: databasename

where;

hostname isthe computer name where Oracle is running,

port isthe appropriate port number on which the Oracle database is listening, and
databasename isthe name of the SIMULIA Execution Engine database.

For example, if the hosthame is dbcomputer, the port number is 1521, and the
database name is SEE, the entry would appear as follows:

jdbc:oracle:thin:@dbcomputer:1521:SEE
b. Fromthe Data store helper class namelist, select the data store hel per that matches
the version of Oracle you are using.
19. For a DB2 database, do the following:

a. Fromthe Driver typelist, verify that 4 is selected.

b. Inthe Database name text box, type the appropriate database name (SEE).

c. Inthe Server name text box, type the name of the server that is running DB2.

d. If necessary, in the Port number text box, alter the port number on which DB2 is

listening. If you do not know this port number, contact your local DB2 administrator.
20. Clear (uncheck) Use this data sourcein container managed persistence (CMP).
21. Click Next.

22. From the Component-managed authentication aliaslist, select the J2C authentication
alias you created for your database.

23. From the M apping-configuration aliaslist, select DefaultPrincipalM apping.

24. Fromthe Container-managed authentication aliaslist, select the J2C authentication alias
you created for your database.

25. Click Next.

26. Review the summary.

27. Click Finish.

28. On theright side of the console, click Fiper NonXA Data Source.

29. Inthe Additional Propertiesareaon the right side of the console, click Connection pool
properties.
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30. Type the following information in the corresponding text boxes:
Connection timeout: 300
Maximum connections: 100
Minimum connections. 25

3L Click OK.

32. Inthe Additional Propertiesareaon theright side of the console, click Custom properties.
33. Click New.

34. Type the following information in the corresponding text boxes:

Name: useRRASetEquals
Value: true
Description: See IBM APAR PK75897

35. Click OK.
36. On the |eft side of the console, click Data sour ces.

The Data sour ces screen appears.

37. Near the top of the right side of the console, click Save link to save the configuration.
3. In the Select column, click the check box that corresponds to the new data source.
309. Click Test connection.

40. Verify that the connection was successful.

4 Note: If your test connection fails, verify that all theinformation is entered correctly.
Confirm that you have disabled the Windows Firewall on the computer running
WebSphere. If the Windows Firewall is active, you will not be able to connect to
the system running the database if the database is running on a separate system. For
more information, see Configuring the Windows Firewall.

Setting the fiperhome Variable and the Library Options

You need to create a WebSphere variable named £ iperhome that pointsto your SIMULIA
Execution Engine installation directory and to create a shared library for your configuration.

1. Ontheléeft side of the console, click Environment.
2. Click WebSpherevariables.
3. From the All scopeslist, select:
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10.
. Type the following information in the corresponding text boxes:

&R

14.
. Inthe Server I nfrastructureareaon theright side of the console, expand Java and Process

16.
17.
. From the Class|oader order list, verify that Classloaded with parent classloader first

Cell=<servername><nodenumber>Cell

Click New.
In the Name text box, type fiperhome.

In the Value text box, type the path to the one of the following subdirectories of your
SIMULIA Execution Engine installation (depending on your operating system):

* Windows 64-bit: <see _install dir>\win bé4
* Linux 64-bit: <see _install dirs>/linux aé4

where<see install dirs isthebasedirectory of your installation. For example, if
you chose the default directory during installation, the value of £iperhome should be
set to one of the following:

* Windows 64-bit: C: \SIMULIA\ExecutionEngine\5.9\win bé64

* Linux 64-hit: /opt/SIMULIA/ExecutionEngine/5.9/1linux aé64
Click OK.

The variable is added to the list of defined variables.

On the left side of the console (under Environment), click Shared libraries.

From the All scopeslist, select:
Cell=<servername><nodenumber>Cell

Click New.

Name: fipercommon
Classpath: ${fiperhome}/docs/java/SMAFIPutiljni.jar
Native Library Path: ${fiperhome}/code/bin

. Click OK.
. On the | eft side of the console (under Server §/Server Types), click WebSphereapplication

servers.
On theright side of the console, click server1.

M anagement.
Click Class loader.
Click New.

is selected.
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19. Click Apply.
20. Inthe Additional Properties areaon the right side of the console, click Shared library

references.

21. Click Add.
22. Fromthe Library nameligt, verify that fipercommon is selected.
23. Click OK.

Enabling the Startup Beans Service
You need to activate the WebSphere startup beans service.

1.

o gk~ WD

Ontheleft side of the console (under Server §/Server Types), click WebSphereapplication
servers.

On theright side of the console, click server1.

Inthe Container Settingsareaon theright side of the console, expand Container Services.
Click Startup beans service.

Click Enable service at server startup.

Click OK.

JMS Configuration - Configuring Service Integration Bus

You need to create the Service Integration Bus and configure SIMULIA Execution
Engine-specific options.

1.

»

© N o v

On the left side of the console, click Service integration.

Additional options appear.

Click Buses.

The Buses screen appears.

On theright side of the console, click New.

In the Enter the name for your new bus text box, type the following entry:
Fiper Bus

Verify that the Bus security check box is cleared (unchecked).
Click Next.

Review the confirmation screen.

Click Finish.
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9. Ontheright side of the console, click Fiper Busin the Name column.

10. In the Default messaging engine high message threshold text box, type the following
entry:
200000

11. Click Apply.

12. In the Topology area on the right side of the console, click Bus members.
13. Click Add.

14. Choose the appropriate server from the Server lit, if necessary.

15. Click Next.

16. Verify that File storeis selected.

17. Click Next.

The Step 1.2 options appear.

18. Perform the following for the Step 1.2 options:
a. InthelL og sizetext box, type 500.
Verify that Default log directory path is selected.
Verify that Same settings for permanent and temporary storesis selected.
In the Minimum per manent store size text box, type 500.
Click Unlimited permanent store size.
Verify that Default permanent store directory path is selected.

19. Click Next.

o oo0CT

The Step 1.3 options appear.

20. Click Next.

21. Review the summary.

22. Click Finish.

23. Near the top of the right side of the console, click Save to save the configuration.

Creating JMS Destinations

66

You need to create several SIMULIA Execution Engine-specific IM S Destinations within
WebSphere.

1. Near the top of the right side of the console, click Fiper Bus.
2. Inthe Destination resour ces area on the right side of the screen, click Destinations.
The Destinations screen appears.
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Click New.

Verify that Queueis selected as the destination type.
Click Next.

Inthe Identifier text box, type the following entry: job
Click Next.

From the Bus member list, verify that
Node=<server names><node numbers>:Server=serverlis selected.

Click Next.

. Click Finish.

. Inthe I dentifier column of the Destinations table, click jab.

. From the Maximum reliability list, select Assured persistent. (The Default reliability
setting does not matter and does not need to be set to any particular value.)

13. Click OK.

14. Repeat step 3 through step 13 for each of thefollowing | dentifier names (the other settings
are the same for each identifier):

© N o g~ ®

SEB®

* log

* stationrequest
* task

e workflow

e workitem

Your list of destinations should appear similar to the following:
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15. Inthe I dentifier column, click Default. Topic.Space.

16. From the Maximum reliability list, select Assured per sistent.
17. Click OK.

18. Save the configuration.

Creating Queues
You need to create several SIMULIA Execution Engine-specific IMS Queues within

68

WebSphere.

1. Ontheleft side of the console (under Resour ces), expand JM S.

2. Click Queues.

3. Fromthe All scopeslist, select Cell=<server name><node number>Céll.
4. Click New.

10.
. Repeat step 4 through step 10 for each of the following queues, replacing the information

The Queue Wizard appears.

Verify that Default messaging provider is selected.

Click OK.

Type the following information in the corresponding text boxes:
Name: fiper job

JNDI Name: fiper/jms/job

From the Bus name list, select Fiper Bus.
From the Queue namelist, select job.
Click OK.

shown below in the corresponding steps:

Create the following queues:

Name: fiper log
JNDI Name: fiper/jms/log

Queue Name: 1og

Name: fiper stationrequest
JNDI Name: fiper/jms/stationrequest

Queue Name: stationrequest
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Name: fiper task

JNDI Name: fiper/jms/task

Queue Name: task

Name: fiper workflow

JNDI Name: fiper/jms/workflow

Queue Name: workflow

Name: fiper workitem

JNDI Name: fiper/jms/workitem

Queue Name: workitem

Your list of queues should appear similar to the following:

| view: [All tazks ] |

Schedulers

12. Save the configuration.

[[celi=tsightdevDs winzkaplphadend cell

 Preferances

New || Delete

I |finervordion

fiperfims/log

fiperfims Default
Stationrs ng

fiperfims/task

fiperfims/workflow | Default

Creating Topics and the Connection Factory

You need to create a IM S Topic that is specific to your SIMULIA Execution Engine stations,
and you need to define a Connection Factory for your installation.

Call=Isightdaut

Call=Isightdaut

Call=Isightdaut

Call=Isightdaut

Call=Isightdaut

Call=Izightdeu
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Under Resour ces’JM S on the | eft side of the console, click Topics.

From the All scopes list, select Cell=<server name><node number>Céll.
Click New.

Verify that Default messaging provider is selected.

Click OK.

Typethe following information in the corresponding text boxesto create a new Topic (any
settings not listed below should be left at the default WebSphere value):

o 0k wbdPE

Name: fiper station
JNDI name: fiper/jms/station
Topic name: station

7. From the Busnamelist, select Fiper Bus.

8. From the Topic space list, select Default. Topic.Space.
9. Click OK.

Thetopicis created.

10. Click New.
11. Verify that the Default messaging provider is selected.
12. Click OK.
13. Typethe following information in the corresponding text boxes to create a new topic (any
settings not listed below should be left at the default WebSphere value):
Name: job monitor
JNDI name; fiper/jms/jobmonitor
Topic name: jobmonitor

14. From the Bus name list, select Fiper Bus.

15. From the Topic space list, select Default. Topic.Space.

16. Click OK.

17. Under Resour ces’JM S on the | eft side of the console, click Connection factories.

A
Important: Becareful to select Connection factoriesand not other similar options

located near it.
18. From the All scopeslist, select Cell=<server names><node number>Céell.

19. Click New.
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20. Verify that Default messaging provider is selected.
21. Click OK.

22. Typethefollowing information in the corresponding text boxesto create anew Connection
Factory:

Name: Fiper CF
JNDI name: fiper/jms/connectionfactory

23. From the Bus namellist, select Fiper Bus.
24. Inthe Target inbound transport chain text box, type the following entry:

InboundBasicMessaging

25. Inthe Provider endpointstext box, type the following entry, substituting the server’s host
name and the endpoint address noted in Sarting WebSphere and Determining Server Port
Numbers.

For example:
seecomputer: 7276 :BootstrapBasicMessaging

e . .
/7 Note: Thisport number (7276) isthe STB_ENDPOINT_ADDRESS that you noted
previoudly.

26. From the Nonper sistent message reliability list, verify that Express nonpersistent is
selected .

27. Type the following information in the corresponding text box:
Client identifier: fiper
28. Select <Node names.serverl-FiperBus asthe Durable Subscription home.

29. From the Per sistent message reliability list, select Assured persistent.
30. From the Authentication aliasfor XA recovery list, selectthe appropriate aias.

Your option should appear similar to one of the following examples:

e acscomputer NodeOl/fiper OracleAuth
» acscomputer NodeOl/fiper DB2Auth

4 . L . . -
~" Note: Thissetting is necessary if security will be enabled on your SIMULIA
Execution Engine, but it will not impact a non-secure SIMULIA Execution Engine.
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31 From the M apping-configuration alias list, select DefaultPrincipalM apping.
32. From the Container-managed authentication aliaslist, select the appropriate alias.

%
Note: Thissetting is necessary if security will be enabled on your SIMULIA
Execution Engine, but it will not impact anon-secure SIMULIA Execution Engine.

33. Click Apply.

3. Inthe Additional Propertiesareaon the right side of the console, click Connection pool
properties.

35. In the Connections timeout text box, verify that 180 appears.

36. Type the following information in the corresponding text boxes:
Maximum connections: 100
Minimum connections. 25

37. Click OK.

Creating the Activation Specifications

72

You need to create several Activation Specifications for your SIMULIA Execution Engine
installation.

Under Resour ces’JM S on the | eft side of the console, click Activation specifications.
From the All scopes list, select Cell=<server name><node number>Cell.
Click New.

Verify that Default messaging provider is selected.

Click OK.

In the Name text box, type the following entry:

IS

job
7. Inthe JNDI name text box, type the following entry (this setting is case-sensitive):
fiper/act/job

8. From the Destination typelist, verify that Queueis selected.
9. Inthe Destination JNDI name text box, type the following entry:

fiper/jms/job

This entry represents the JM S topic name that matches the current entry. These settings
are case-sensitive, just like the original INDI name settings.
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10. From the Bus namellist, select Fiper Bus.

11. Inthe Maximum batch size text box, verify that 1 appears.

12. In the Maximum concurrent MDB invocations per endpoint text box, verify that 10
appears.

13. From the Authentication aliaslist, selectthe appropriate aias. You may need to scroll
down to see this option.

%
Note: Thissetting is necessary if security will be enabled on your SIMULIA
Execution Engine, but it will not impact anon-secure SIMULIA Execution Engine.

14. Click OK.

15. Repeat step 3 through step 14 for each of the following specifications, replacing the
information shown below in the corresponding steps (all other settings are the same as
described above):

Create the following activation specifications:

Name: 109
JNDI name: fiper/act/log
Destination JNDI name: fiper/jms/log

Maximum concurrent MDB invocations per endpoint: 10

Name: stationrequest
JNDI name: fiper/act/stationrequest
Destination JNDI name; fiper/jms/stationrequest

Maximum concurrent MDB invocations per endpoint: 10

Name: stationrequestlarge
JNDI name: fiper/act/stationrequestlarge
Destination JNDI name: fiper/jms/stationrequest

Maximum concurrent MDB invocations per endpoint: 2

Name: task
JNDI name: fiper/act/task
Destination JNDI name; fiper/jms/task

Maximum concurrent M DB invocations per endpoint: 1

Name: task2
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JNDI name: fiper/act/task2

Destination JNDI name: fiper/jms/task

Maximum concurrent MDB invocations per endpoint:

Name: task3
JNDI name: fiper/act/task3

Destination JNDI name: fiper/jms/task

Maximum concurrent MDB invocations per endpoint:

Name: workflow
JNDI name: fiper/act/workflow

Destination JNDI name; fiper/jms/workflow

Maximum concurrent MDB invocations per endpoint:

Name: workflowlarge
JNDI nhame: fiper/act/workflowlarge

Destination JNDI name: fiper/jms/workflow

Maximum concurrent MDB invocations per endpoint:

Name: workitem
JNDI name: fiper/act/workitem

Destination JNDI name; fiper/jms/workitem

Maximum concurrent MDB invocations per endpoint:

Name: workitemlarge
JNDI name: fiper/act/workitemlarge

Destination JNDI name: fiper/jms/workitem

Maximum concurrent MDB invocations per endpoint:

Name: jobmonitor
JNDI name: fiper/act/jobmonitor

Destination JNDI name: fiper/jms/jobmonitor

Maximum concurrent MDB invocations per endpoint:

Your list of Activation Specifications should appear similar to the following:

10

10

10
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ik fipar/ actfjob Celi=Isightdeuosuin2kaplphadanacell
[ ichmoniter fipar/ actfjobmonitor Celi=Isightdeuosuinzksplphodenacell
[ |lea fiper/ actflog Cell=Isightdeuosuinzksplphodenscell
[~ | stationrequest fiper/ act Cell=Isightde05uin2kaplpHodendcell
Jstationraquast
r Cell=Isightdev05uin2keplphadend el
- Celi=Isightdeuosuin2kaplpadanacell
- Cell=IsightdeusuinzksplpHodenacell
=] Cell=Isightdeuosuinzksplphodenscell
Security
r Cell=Isightde05uin2kaplpHodendcell
En
[l System administration
) Usars and Groups [ | werkflovlargs fiprl act Cell=Isightdev05uin2keplpNadena el
Tworkflowlarge
[ worktem fipar/ actfuorkitern Celi=Isightdeuosuin2kaplpadenacell
[ | worktemiarge fipar( act Default Cell=IsightdeusuinzksplpHodenacell
Tworkitemlarge messaging
provider
Total 12

16. Save the configuration.

Configuring the WebSphere JVM
You must configure the VM configuration and command line parametersfor your installation.

1. Under Server g/Server Typeson theleft side of the console, click WebSphereapplication
servers.

2. Ontheright side of the console, click server1.

3. IntheServer Infrastructureareaon theright side of the console, expand Java and Process
M anagement.

Click Process definition.

In the Additional Properties areaon the right side of the console, click L ogging and
tracing.

Click JVM Logs.

In the System.out/L og File Rotation area, verify that the File Size check box is selected.
In the Maximum Size text box, type 10.

Inthe Maximum Number of Historical L og Filestext box, type 10.

10. Inthe System.err/L og File Rotation area, verify that the File Size check box is selected.
11. Inthe Maximum Number of Historical L og Filestext box, type 10.

o &
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12. Click OK.
13. Near the top of the right side of the console, click Process definition.

14. In the Additional Properties area of the right side of the console, click Java Virtual
Machine.

15. Type the following information in the corresponding text boxes:
Initial Heap Size: 256
(64-bit) Maximum Heap Size: 2800

16. Click Apply.

17. Inthe Additional Propertiesareaontheright side of the console, click Custom properties.
18. Click New.

19. In the Name text box, type the following entry:

client.encoding.override
20. In the Value text box, type the following entry, then click OK:
UTF-8

21. Click New.
22. In the Name text box, type the following entry:

fiper.system.parmfile
23. In the Value text box, enter the following path and filename, then click OK:
Windows. <see install dirs\config\acs.properties
(or ${fiperhome}\..\config\acs.properties)
Linux: <see_install dir>/config/acs.properties
(or ${fiperhome}/../config/acs.properties)

24. Click New.
25. In the Name text box, type the following entry:

fiper.system.configpath
26. In the Value text box, enter the following path, then click OK:
<see_install dirs/config
(or s{fiperhome}/../config)
On Windows, use aback dash “\" in the entry (instead of aforward slash “/”).
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27. Click New.
28. In the Name text box, type the following entry:

fiper.system.installpath

29. In the Value text box, enter the following path, then click OK:

${fiperhome}

30. Click New.
3L Inthe Name text box, type the following entry:

IBM HEAPDUMP OUTOFMEMORY

32. In the Value text box, type the following entry, then click OK:

false

®®

. Click New.
. In the Name text box, type the following entry:

IBM JAVADUMP OUTOFMEMORY

35. In the Value text box, type the following entry, then click OK:

false

36. For Linux only, complete the following substeps, then continue. For Windows, skip to the
next step.

a
b.

f.

Near the top of the right side of the console, click Process definition.

In the Additional Propertiesareaon theright side of the console, click Environment
Entries.

Click New.
In the Name text box, enter the following for Linux:

« LD LIBRARY PATH
In the Value text box, enter:
${fiperhome}/code/bin
Click OK.

37. Near the top of the console in the center, click server 1.

3. Inthe Additional Propertiesareaon the right side of the console (near the bottom), click
Thread pools.

39. In the Name column, click Default.
40. Type the following information in the corresponding text boxes:
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Minimum Size: 25
Maximum Size: 50
Thread inactivity timeout: 30000

41. Click Allow thread allocation beyond maximum thread size.
42. Click OK.

43. Near the top of theright side of the console, click server 1.

44. On theright side of the console, expand Container Services.

Additional options appear.

45, Click ORB service.

46. Click Pass by reference.

47. Click OK.

48. On theright side of the console, expand Container Services.

Additional options appear.

49. Click Transaction Service.

50. Inthe Total transaction lifetime timeout text box, type 300.
51 Click OK.

52. Save the configuration.

Setting the DSLS_CONFIG Environment Variable

78

If you are using DS licensing (not FLEXnet) for the SIMULIA Execution Engine, you must
configure an environment variable to allow the application to find the DS licensing client
configuration file.

TheDSLS_CONFIG environment variable must be set to point to the path/location of the
DSLicSrv.txt client configuration filein your installation. The DSLicSrv. txt file
containsthe server name and port number for the license server software. For moreinformation
about the DSLicSrv. txt file, see“Configuring Clients’ in the Dassault Systémes License
Server Installation and Configuration Guide (DSLS . pdf).

1. Under Server 9/Server Typeson theleft side of the console, click WebSphereapplication
servers.

2. Ontheright side of the console, click server 1.

3. IntheServer Infrastructureareaon theright side of the console, expand Java and Process
M anagement.
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Click Process definition.

In the Additional Properties areaon the right side of the console, click Environment
Entries.

The breadcrumb path to this page is shown at the top of the console:

Application servers> server1l > Process definition > Environment Entries

Click New to add a new environment variable, with the following name and value:
Name: DSLS CONFIG

Value: <see install dirs/config/DSLicSrv.txt

(or s{fiperhome}/../config/DSLicSrv.txt)

This path is the default location where the SIMULIA Execution Engine installer places
theDSLicSrv. txt file

Click OK.

Save the configuration.

Deploying the SIMULIA Execution Engine EAR File
You are now ready to deploy the SIMULIA Execution Engine . ear file in WebSphere.

1.

On the left side of the console, click Applications.

Additional options appear.

2. Click Application Types.
3. Click WebSphere enterprise applications.
4. Ontheright side of the console, click Install.
5. Verify that Local file system is selected.
6. Click Browse.
7. Navigateto thelocation of the fiper . ear file.
Thisfileislocated in the following directory:
<SEE install dir>/<os dir>/reffiles/SMAFIPserver/websphere/
8. Clickthe fiper.ear file
9. Click Open.
10. Click Next.
11. Click Detailed.
12. Click Next.
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Theinstallation options appear.

13. Click Step 3.
14. Perform one of the following steps, based on the type of database you are using:

» Oracle: From each of the listsin the Current backend I D column, select
ORACLE_V9 1. (Thisselection iscorrect for any supported version of Oracle.)

e DB2: From each of thelistsin the Current backend 1D column, verify that
DB2UDBNT _V8 1lisselected. (Thisselectionis correct for any supported version of
DB2.)

15. Click thelastlink (Summary).
16. Click Finish.

A message appears stating that the deployment of the SIMULIA Execution Engine was
successful.

17. On the right side of the console, click Save to save the configuration.
18. Inthe Select column, click the check box to theleft of the Fiper entry inthe Name column.
19. Click Start.

A message appears near the top of the console when the application is successfully started.
20. Perform one of the following steps, based on your desired security settings:

» |If you are not enabling SIMULIA Execution Engine security, click the L ogout link at
the top of the consol e to exit the WebSphere Integrated Solutions Console, and proceed
to Restarting WWebSphere with No Security Enabled.

* If youareenabling SIMULIA Execution Engine security, proceed to Enabling Security.

Installing the WebTop and WebDashboard
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The SIMULIA Execution Engine WebTop and WebDashboard are web-based interfaces that
give you access to the SIMULIA Execution Engine for model execution and server
administration. These features must be installed separately in WebSphere.

Severa options are available for installing the SIMULIA Execution Engine WebTop and
WebDashboard. These options can help to increase performance and scalability for your
SIMULIA Execution Engine. For complete details on these installations, see Configuring the
WebTop or WebDashboard for the SMULIA Execution Engine.
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Automatically Configuring the SIMULIA Execution Engine

Once you have initialized the database, you can begin configuring the SIMULIA Execution
Engine within the application server.

The SIMULIA Execution Engineis built upon several basic services supplied by commercial
products. Each of these services must beinstalled as a product itself. These services must then
be configured to know about each other and to configure interaction between the services. To
makeit easier to configure WebSphere, SSIMULIA provides scriptsthat automatically configure
the WebSphere application server.

The WebSphere configuration scripts (WebSphereScript . py and
WebSphereDeploy.py) arelocated in the following directory:
<SEE install directorys/<operating systems/reffiles/SVAFIPserver/websphere/deploy

In addition, the directory contains a name-valuefile, params . txt, that you must update
with the details of your installation.

Prerequisites
You must do the following before you can execute the WebSphere configuration scripts:

e Install WebSphere.

» Create anew profilein WebSphere, if necessary.

» Instal, configure, and initialize the database (Oracle or DB2).
» Update and rename (if necessary) the following files:

- acs.properties
- webtop.properties
- webdashboard.properties

* Updatetheparams . txt name-value file with information about your installation (see
Params.txt Quick Reference).

Params.txt Quick Reference
Before you execute the WebSphere configuration scripts, you must updatethe params . txt
name-value file with information about your installation.

You can update the params . txt filein the same way that you updated the
station.properties file (see Configuring SSMULIA Execution Engine Sation
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Properties). The table below provides a quick reference for the properties and examples of
possible values. The params . txt file also contains information and instructions.

params.txt entry

FIPER_ HOME

FIPER_CONF
BSF_ROOT

DB_USER

DB_USER_PW

DB_TYPE
DB2_SCHEMA
DB2_HOST
DB2_PORT
SEE_USER
SEE_USER_PW
WAS HOST

SERVER_NAME
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Comment

Thisentry must include the operating
system.

Thisentry isfor internal use only
(leaveit blank).

The User ID that owns the DB2
schema. For DB2, the user must be a
user aready known to the system. For
Oracle, providethedetailsfor the user
who created/owns the SEE database
schema. For Oracle, the
username/password isvalid if the
username/password used to create the
database isthe same as the
username/password used to accessit.

The password for the User ID that
owns the DB2 schema. For Oracle,
provide the password for the user who
created/owns the SEE database
schema

Oracle or DB2.

Ignored for Oracle.

Ignored for Oracle.

Ignored for Oracle.
WebSphere console logon.

The password for the SEE user.

The fully qualified name of the
computer running WebSphere.

An arbitrary name used in the
property files. Typicaly, you should
leave this entry blank because the
fiper.conf folder containsthe
acs.properties,
webtop.properties, and
webdashboard.properties files.
However, you can modify thefile
namesto acs-seel.properties, €fC.
If you change the file names, you

Example Value

DASMULIA\ExeouiionEngné5xiwin_bé4

D:\SMULIA\ExecutionEngines.x\config

fiperacs

FIPER
localhost
50000
seeadmin

computer.name.xxx.com
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params.txt entry

ORACLE_HOME

ORACLE_SID

ORACLE_HOST

ORACLE_PORT
WEBTOP_INSTALL

WEBDASH_INSTALL

B2B_INSTALL

ACS_SECURITY

Executing the Scripts

Comment

must set the value of seErvER_NaME tO
see1. In addition, if you change the
name for one of the files, you must
a so change the other two file names
to have the same suffix.

Thelocal Oracle DB install or the
client for the JIDBC driver.

The Oracle instance name. The
instance nameistypically set when
Oracleisinstalled.

The name of the Oracle hogt, relative
to the WAS HOST.

The Oracle port number.

Thisentry indicateswhether or not to
install the webtop.war file. True for
yes; blank for no.

Thisentry indicateswhether or not to
install the Web Dashboard. True for
yes; blank for no.

Currently ignored, but the entry must
be present (leave it blank).

Currently ignored, but the entry must
be present. Leave the value set to 1.

Example Value

E:\Oracle\orallg

ora.bar.xxx.com

1521

true

true

You can configure WebSphere automatically by executing two scripts.

Before you begin: You must have administrator privileges to execute the scripts. In addition,
if you are executing the scripts on a Linux operating system, you will enter wsadmin. sh

instead of wsadmin .bat. Therest of the command segments for both Windows and Linux
are switches, and forward slashes are required.

1. From acommand prompt, update and run the following to execute the
WebSphereScript .py Script:

<WebSphere installation>\AppServer\bin>wsadmin.bat -lang
jython -profileName <profile name> -conntype SOAP -user <user
name> -password <password> -profile

"<FE install directarys/<qoerating systams/reffiles/mwsogdere/deploy/MedidheremfigPracs . oy"
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-f
"<SFE install directarys/<qoerating systamns/reffiles/websdhere/deploy/WecSdhereScript .oy

"<SEE install directorys/<geerating systam-/reffiles/websphere/deploy/parans. tx<t"

The above single command configures your WebSphere profile asrequired by the SIMUL 1A
Execution Engine.

2. From acommand prompt, update and run the following to execute the
WebSphereDeploy . py Script:

<WebSphere installation>\AppServer\bins>wsadmin.bat -lang
jython -profileName <profile name> -conntype SOAP -user <user
name> -password <password> -profile

"<FE irstall directarys/<qoerating systams/reffiles/mwdogdnere/deploy/eidhereCafigPracs . oy"

2
"<FE install directarys/<qperating systam/reffiles/websrhere/deploy/WeSchereDeploy. py"

"<SEE install directorys/<goerating systams/reffiles/websphere/deploy/parans. txt"

The above command deploys the SIMULIA Execution Engine war/ear filesto your
WebSphere profile.

3. Continue with the remaining topics in Configuring WebSphere.

Limitations
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There are some limitations to keep in mind when you use the execution scripts to configure
WebSphere automatically.

The WebSphere configuration scripts do not start the WebSphere application server
automatically. In addition, the scripts do not carry out the following tasks:

e Installing WebSphere.

» Creating WebSphere profiles, if necessary.

» Instaling, configuring, and initializing the Oracle or the DB2 database.
» Enabling and configuring security.

» Configuring the federation (B2B) environment.
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« Updating the property filesin the SIMULIA Execution Engine installation configuration
directory (acs .properties, webtop.properties, and
webdashboard.properties).

» Creating the connection profile.

* Preloading the SIMULIA Execution Engine Library.

Enabling Security

You can run your WebSphere-based SIMULIA Execution Engine with security enabled or
disabled. When security isnot enabled, ausername and password is not necessary when logging
into any feature that is connecting to the SIMULIA Execution Engine.

If you do not want to set up security, proceed to Restarting WebSphere with No Security
Enabled.

The security enabling processfor the SIMULIA Execution Engineisdivided into thefollowing
main steps:

e Configuring LDAP

» Setting global security options.

» Specifying users

» Enabling SIMULIA Execution Engine RunAs security

For compl ete instructions on how to perform these tasks, see Soecifying the WebSphere Security
Settings. Once these steps are completed, you must restart the application server as described
in Restarting WebSphere with Security Enabled.

4 Note: There are other aspects related to security, such as enabling the SIMULIA
Execution Engine station security feature (Run-As). Although these are discussed in
Configuring Security, they are not necessary for setting up SIMULIA Execution Engine
security.

Restarting the SIMULIA Execution Engine in WebSphere

During the configuration process, you will be required to stop and restart your SIMULIA
Execution Engine server in WebSphere.
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About Starting the SIMULIA Execution Engine Server

The SIMULIA Execution Engineis started and initialized when the WebSphere application
server is started and when the SIMULIA Execution Engine application deployed on the server
is put into the running state. Typically this processis performed automatically when the
application server is started.

The application server tools, described in the following sections, should be used to start the
server. The server log will show details of the SIMULIA Execution Engine startup and
initialization sequence, starting with a message similar to the following, where

<server_ name> isthe name of your application server:

SIMULIA Execution Engine (SINGLE) starting on server
"<gserver name>"

This message is followed by a number of initialization messages. When initialization is
complete, a message appears similar to the following:

SIMULIA Execution Engine server startup completed.

The method used for stopping and restarting WebSphere differs based on whether or not you
have enabled security as described in Enabling Security. Proceed to one of thefollowing topics,
based on your security settings:

* Restarting WebSphere with No Security Enabled
* Restarting WebSphere with Security Enabled

Restarting WebSphere with No Security Enabled

When stopping and restarting a non-secure Websphereinstallation, it is not necessary to specify
ausername or password. You need to specify only the stop and start commands.

1. Perform one of the following actions to stop the WebSphere server:

e Windows: Click the Start button, point to All Programs/I|BM WebSphere/lBM
WebSphere Application Server V8.5/Profiles/AppSrv01, and then click Stop the
server.

« Linux: Navigate to the <websphere _install_directory>/AppServer/bin directory
and execute the . /stopServer.sh serverl command.

A message appears when the server stop action is completed.

2. Perform one of the following actions to restart the WebSphere server:
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e Windows: Click the Start button, point to All Programs/I|BM WebSphere/IBM
WebSphere Application Server V8.5/Profiles/AppSrv01, and then click Start the
server.

e Linux: Navigate to the <websphere _install_directory>/AppServer/bin directory
and execute the . /startServer.sh serverl command.

A message appears when the server start action is completed.

Restarting WebSphere with Security Enabled

Stopping and restarting Websphere when security is enabled involvestyping specific commands,
including the WebSphere username and password, into a Command Prompt window (Windows)
or terminal window (Linux).

1. If necessary, open a Command Prompt window (Windows) or terminal window (Linux).
2. Navigatetothe <websphere install directorys\bin directory.

3. Typeone of the following commands on asingle line to stop the WebSphere server, where
user isthe SIMULIA Execution Engine user’s name and password isthe SIMULIA
Execution Engine user’s password:

e Windows: stopserver serverl -username <user> -password
<passwords>

e Linux: ./stopServer.sh serverl -username <user> -password
<passwords>

4 Note: If you fail to supply the user name and password when stopping the server,
adialog box may appear allowing you to specify these items.

Important: If you have been using a desktop icon or Windows Start menu option
to stop the server, it must be updated to specify the user ID and password. For more
information, see Updating Windows Shortcuts for Security Authorization.

A message appears when the server stop action is completed.

4. After stopping WebSphere on Linux, you must log out (and preferably reboot your system)
and log back in. This action is necessary so that the WebSphere server will recognize
changestotheenvironmentin /etc/profile madeby the SIMULIA Execution Engine
installer.
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5. Type one of the following commands to restart the WebSphere server (it is not necessary
to specify the user name and password when starting the application server):

 Windows, startserver serverl

e Linux: ./startServer.sh serverl

A message appears when the server start action is compl eted.
4 Note: An error in configuring security (such as an incorrect ID or password) can
cause the server to fail to start. Because the server aso runs the Administrative
Console, you will not be able to use the console to fix the configuration error. In
thiscase, edit the security.xml fileinthe
<websphere install directorys\AppServer\profiles\
<profileName>\config\cells<computer name NodeCell> directory, and
fix the configuration parameters directly in that file. Once completed, you must
restart the server. SIMULIA Execution Engine Security is now fully enabled.

About Stopping the SIMULIA Execution Engine Server
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If it becomes necessary to stop the SIMULIA Execution Engine, you do so by stopping the
WebSphere application server.

Itisusually not necessary to stop running jobs before stopping the SIMULIA Execution Engine.
Jobsthat are running at the time of the shutdown are suspended until the SIMULIA Execution
Engineisrestarted. However, not al jobs survive arestart—if largefiletransfersarein progress,
they may fail. If work itemswere assigned to stations and do not compl ete before the shutdown,
they will not resume.

Individual work itemsin ajob that arein progress on stations may continue to run uninterrupted
when the server is shutdown. However, the job workflow will not progress until the SIMULIA
Execution Engineis restarted.

It isimportant that stationsthat are running work items at the time of the SIMULIA Execution
Engine shutdown not be terminated or themsel ves shutdown until after the SIMULIA Execution
Engine has been restarted. Terminating a station that is running work while the SIMULIA
Execution Engine is shutdown will cause the job to hang or fail. Stations that are running no
work at the time of the shutdown can be terminated safely at any time.

The orderly shutdown of the SIMULIA Execution Engineisinitiated automatically when the
application server is stopped using the normal server administration tools (administration

console or shutdown scripts). The server shutdown can take up to 20 minutes as running jobs
are suspended and preparations are made for stopping the server. The server log will indicate
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that the shutdown has begun with messages similar to the following, where <server_name>
is the name of your application server:

SIMULIA Execution Engine stopping on server "<server name>"
Additional messages are logged during the shutdown process, ending with a message similar
to the following:

SIMULIA Execution Engine server shutdown completed.

It is generally not recommended to “stop” the deployed EAR file in the application server.
Instead, the application server process must be shutdown. The startup procedure above can
then be used to restart the SIMULIA Execution Engine.

Creating the Connection Profile and Preloading the Library

Before using the SIMULIA Execution Engine, you must configure the connection profile and
preload the Isight components to the library.

Before models can be constructed or run, the SIMULIA Execution Engine library must be
loaded with the basic system metamodels: components and plug-ins. All components build
upon the basic system components, so they must be published in the library before any useful
work can be done. Before publishing the library, you must create a connection profilefile.

Creating the Connection Profile File

You may need to create a connection profile (if you have not aready done so during the
installation process) to connect to your SIMULIA Execution Engine.

If you have already created a connection profile for thisinstallation, skip this section and
proceed to Publishing to the Library.

If you have existing connection profiles from a previous release of SIMULIA Execution
Engine, you cannot use these old profiles. They must be deleted and recreated.

1. Perform one of the following actions:

* Windows: Click the Start button, point to All Programs/ SIMUL | A Execution Engine
x.X, and click Edit Logon Profile.

e Linux: Change directory (cd) to the following directory and execute the editcpr
file(editcpr.bat on Windows)

<SEE install dir>/<os_dir>/code/command/
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The Profile Editor appears.
2. Inthe Profile name text box, type the name of the profile.

Thisnamewill appear on the Connection list when connecting to the SIMULIA Execution
Engine.

3. From the Server type list, select IBM WebSphere 8.
Additional options appear when this option is selected.

4. Inthe Server name text box, specify the name of the computer running the SIMULIA
Execution Engine.

If you will be using L SF with your SIMULIA Execution Engine, do not specify the server
using itsfully qualified domain name. For example, you should enter seecomputer, not
seecomputer.yourcompany . Ccom.

5. If necessary, change the port number in the corresponding text box.

The port number provided is the default port number for the application server selected.
However, based on your network or system configuration, you may need to change this
number. This port number should match the BOOTSTRAP ADDRESS port number you
located in Starting WebSphere and Determining Server Port Numbers.

6. From the File menu, select Save As.
7. Specify aname and location for the connection profile.

All connection profiles should be stored in the top level of the SIMULIA Execution Engine
installation directory.

8. Click Save.

The connection profileis saved.

9. Closethe Profile Editor dialog box.

F o Y
I |
=1

Tip: Itisrecommended that you make a copy of theresulting . cpr file (saved as
servername.cpr) and makeit available for anyone who wants to connect to the
SIMULIA Execution Engine.

Publishing to the Library

All components must be prel oaded (published) in the library before an Isight gateway can
connect to the SIMULIA Execution Engine to create or execute models.
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If you have devel oped/purchased other components or plug-insthat are not part of the standard
SIMULIA Execution Engine installation, you will need to publish those items separately. For
example, if you are using Isight, you will need to publish the NLPQL, NSGA2, and MOST
optimization plug-ins, which are distributed only with that product.

A
Important: When executing the following procedure on Windows, you may receive

an error message if your Windows user name contains certain characters. For more
information, see Resolving Publishing Errors on Windows.

1. If necessary, open a Command Prompt window (Windows) or terminal window (Linux).
2. Navigate to the following directory (depending on your operating system):

<SEE install dir>/<os_dir>/code/command/
3. Typethe following command:
publishall
4. Logintothe SIMULIA Execution Engine.
You may need to create aconnection profilefor the SIMULIA Execution Engine. For more

information, see Creating the Connection Profile File.

> o . .
/7 Note: If security isenabled on the SSMULIA Execution Engine, the user that logs
into the SIMULIA Execution Engine to publish the components must have the
administrator role in WebSphere. For more information, see User Roles.

5. Verify that no errors appear as the script executes.

An entry appears for each component or plug-in that is published.

> . -
7" Note: If you receive an error message similar to “cannot open super
metamodel com.engineous.component.Plugin”, see Resolving
Publishing Errors on Windows.

Once you are returned to the command prompt, the library is preloaded.

Understanding the acs.properties File Settings

The acs.properties filealows you to customize some settings for your SIMULIA
Execution Engine.
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Theacs.properties fileislocated in the following subdirectory of your installation:
<SEE install dir>/config/

The following settings are accessible using the acs . properties file, and they can be
altered using the text editor of your choice. Any changesto thisfile will not be recognized by
the SIMULIA Execution Engine until the application server isrestarted.

fiper.acs.name This setting defines the logical name of the SIMULIA
Execution Engine. For single server systemsit isthe IP
host name. For clustered serversit isthe cluster (cell)
name.

fiper.system.esihome This setting points to the location of your SIMULIA
Execution Engine installation.

fiper.acs.iswindowsService This setting isused if the DRM issetto 1s£ and the
fiper.security.runas.drm settingissetto
true. Inthiscaseyou must tell the SSIMULIA Execution
Engine whether the application server isrunning as a
service or not. If the DRM isset to £ iper, this setting
is not used.

fiper.system.filemgr.rootFilePath This setting definesthe directory in which the SSIMULIA
Execution Engine File Manager will storefilesused in
parameter mapping and large in-model files. This
directory must have the following characteristics:

* Must be large enough to hold all thefilesfor all jobs
inthe SIMULIA Execution Engine database. This
size can bein the 10s of GBs or much larger if your
users save CAD files, mesh files, or large output
reports with per-node details (such filescan be 1 GB
each). The amount of disk spaceis probably
comparable to the size of the SIMULIA Execution
Engine database.

* Shouldbeonalocal disk onthe SIMULIA Execution
Engine server host (the one running WebSphere),
though a NAS device is acceptable.

e Can bewritten by the SIMULIA Execution Engine
user ID (the one that is used to start WebSphere).

* Isnot atemporary file system. This disk space must
never be reclaimed automatically. Thisrules out /
tmp, /var/tmp, and other such directoriesthat are
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cleared during areboot or during an automatic disk
space cleanup.

» |saseparate disk drive or partition, if possible, so
that if the disk fills completely it will not affect the
rest of the computer.

e Should be adirectory uniquely for this use. You
should not select an existing directory that isalso used
for other purposes. For example, use /export/
ExecutionEngineFilemgr instead of /
export.

fiper.cluster.controller.location  Thissetting isused with the SIMULIA Execution Engine
cluster configuration. It must specify the node and server
name where the SIMULIA Execution Engine Controller
is deployed. These must be the WebSphere node and
server names, not the |P (system) names.

fiper.system.lodfilter This setting and its subsettings are used for debugging
purposes. They should be used only at the direction of
SIMULIA technical support.

fiper.system.temp The location of your SIMULIA Execution Engine
temporary directory. Directory names must be separated
by forward dlash characters (/). The default isthe
temporary directory from the environment. This setting
is/var/tmp onLinux. Thisdirectory needsto havethe
following characteristics:

» Must belocated in astable part of your file system.
Be surethat it is not automatically “cleaned” while
the systemisrunning. If the contents of thisdirectory
aredeleted, the SIMULIA Execution Enginewill not
function correctly. This directory can be onethat is
erased when the machine is rebooted. For more
information on which parts of your file system are
best suited for this temporary directory, contact your
local system administrator.

» Should beonalocal disk onthe SIMULIA Execution
Engine server host (the one running WebSphere). If
thereisinsufficient local storage space, aNASdevice
can be used, but this setup is not recommended.
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fiper.system.drm

fiper.stranded.workitem.interval

fiper.system.drm.fipertimelimit

fiper.system.bsubpath

fiper.system.IsfQueueName

fiper.acl.default.enabled
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This setting and its subsettings allow you to configure
the distributed resource management option used by the
SIMULIA Execution Engine. You can choose either the
built-in mode (Fiper) or L SF. For moreinformation, see
Using Distributed Resource Management with the
SMULIA Execution Engine.

This setting definestheinterval between checksfor work
items|eft stranded in the PENDING state due to the lack
of availability of a station with the required affinities.
Work items that have been in the PENDING state for at
least half of thistime will cause ajob log (and system
log) WARNING message to be generated that indicates
the work item iswaiting for a station that can process a
work item with the work item’s affinities.

This setting defines the optional maximum timelimit for
components dispatched using the Fiper DRM option.
This setting is optional. If acomponent's individual
maximum time limit is set to avalue larger than this
value, the component will be dispatched using the L SF
DRM option. Thisoptionis useful only if both the Fiper
and LSF DRMs are enabled. If you specify this option
without enabling both Fiper and LSR DRMs, the
SIMULIA Execution Engine generates a warning
message. The default valueis 0.

This setting isused only when fiper. system.drm
issetto 1s£. It must specify the fully qualified path and
file name of the L SF bsub executable module. For more
information on using L SF with the SIMULIA Execution
Engine, see Using Distributed Resource Management
with the SSMULIA Execution Engine.

This setting isused if the DRM issetto 1s£. Thisvalue
specifies the name of the L SF queue to be used for
SIMULIA Execution Engine jobs.

This setting controls whether SIMULIA Execution
Engine users are allowed to set the default permissions
on any published object or job. These permissions apply
to usersfor whom no explicit permissions have been set.
When set to £alse before the SIMULIA Execution
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Engineis started, any explicitly set default permissions
arechanged to none. The default settingis t rue so new
users will not be accidentally locked out of their own
new installations of SIMULIA Execution Engine.

fiper.sd.keystorefile This setting is used only when using SSL security for
federated SIMULIA Execution Engine environments. It
must contain the fully qualified file name of the keystore
file containing X.509 security certificates.

fiper.sd.keystore.password This setting is used only when using SSL security for
federated SIMULIA Execution Engine environments. It
must contain the keystore password for the keystore file
namedinthe fiper.ssl.keystore.file setting.
This setting represents only the password for the keystore
fileitself. It is not the encryption password for any
certificates stored in the file.

fiper.b2b.allowWildCards This setting is used only for federated SIMULIA
Execution Engine environments. When set to true,
accessto modelsinthe SIMULIA Execution Enginefrom
remote userswill be allowed when wildcards (*) are used
to publish shared models. This option allows, for
example, al users at a given remote site to access the
shared modelswithout naming each individual user when
the models are published. When set to false, wildcard
specifications will not be used to determine access to
shared models (e.g., each remote user must be specificaly
granted access to the shared model).

fiper.b2b.url This setting is not used with the WebSphere application
server and can be ignored.

fiper.security.runas.enabled Thissetting isused with the SIMULIA Execution Engine
Run-As security feature. For more information, see
Configuring Sation (Run-As) Security.

fiper.security.runas.domain Thissetting isused with the SIMULIA Execution Engine
Run-As security feature. For more information, see
Configuring Sation (Run-As) Security.
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fiper.acsjms.per sistent

fiper.acs.continueRunningJobs
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This setting specifies whether or not to use persistent
JM S messaging between the station and the SIMULIA
Execution Engine. The default valueis true.

For maximum reliability of the system, this setting should
beleft setto true. A valueof false canresultinjob
failures due to intermittent network connectivity issues
or server failures that could otherwise be handled.

Thereis a corresponding configuration entry in the
station.properties filg,
fiper.station.jms.persistent, which must
also be set to true to use persistent IM S messaging.

This setting specifies whether or not running jobs are to
be continued after aplanned or unplanned shutdown and
restart of the SIMULIA Execution Engine. The default
vaueis true.

Generally, thissetting should be setto false only when
there are running jobs that will prevent the SIMULIA
Execution Engine from successfully starting up. Thisis
not anormal situation and indicatesaflaw in a
component, plug-in, or other metadata that should be
reported to SIMULIA or the devel oper of the code if it
isnot aSIMULIA product. Once the system has started,
the setting should be changed back to t rue to be ready
for the next time the SIMULIA Execution Engineis
restarted.
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Configuring Security

This section describesthe security options available with the SIMULIA Execution Engine and
how to configure them.

About SIMULIA Execution Engine Security

The SIMULIA Execution Engine is a distributed computing infrastructure with awide range
of security features implemented at different levels, at different pointsin the infrastructure,
and using different operating system and middleware facilities. This section describes how an
administrator can use some of these features to secure the overall computing environment.

The SIMULIA Execution Engine administrator can pick and choose which featuresto implement
and can add features over time to improve the security of the system. It might be desirable to
start with an open system for prototyping or proof-of-concept implementations and then apply
more security features asthe needs of your organization dictate. It isimportant for the SIMULIA
Execution Engine administrator to read and understand the significance of each security feature
to decideiif it is appropriate for a specific environment.

Some aspects of SIMULIA Execution Engine security are provided by the native operating
systems (such as file access security), some are provided by database and application server
middleware, and some are built into the SIMULIA Execution Engine systemitself. Somebasic
knowledge of all of these areasis necessary to make a determination of which features should
be applied in a given environment. In addition, a basic understanding of the security tools
provided by those systemsis also essential to configure and deploy SIMULIA Execution
Engine security features. This section provides step-by-step instructions for activating these
security features, aswell asadiscussion of the systemsinvolved, which will aid the SIMULIA
Execution Engine administrator in determining the proper configuration for aspecific computing
environment.

Some security features described in this section interact with other SIMULIA Execution Engine
features or have prerequisites. Such interactions and prerequisites are described in each section
as appropriate.
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About Database Security

Regardless of which SIMULIA Execution Engine security features are used, the SIMULIA
Execution Engine database is always protected by the application server and database
middleware layers.

This arrangement is shown in the figure below.

Database Application server Clients
-DB/2 -WebSphere -lsight

-Oracle -Station

SIMULIA
- = | Execution
Engine

Figure 2: SIMULIA Execution Engine Architecture

Theonly accessto the databaseis viathe WebSphere application server. The application server
is configured with the proper credential s to access the database and maintains the only secure
connection with the database. The database is not directly exposed to any SIMULIA Execution
Engine user. The SIMULIA Execution Engine does not support direct database connections,
but it does not prevent them if the database administrator has given such access using tools
outside of the SIMULIA Execution Engine.

About the Open (Non-secure) Configuration Option

The default installation of the SIMULIA Execution Engine provides an open environment. In
this type of environment, no security is provided and user accessis not controlled via user
names and passwords.

Most other security features of the SIMULIA Execution Engine are disabled or ineffectivein
this mode. For example, although Access Control Lists can be defined, the control lists are
not useful since all users share asingle user ID. Furthermore, SIMULIA Execution Engine
Federation (B2B) featureswill not function in this open configuration. This mode of operation
is useful to verify correct operation of the system during a new installation or for prototyping
and proof-of-concept environments.

Following the procedures described in About Configuring WebSphere will produce this type
of environment. Any user with physical network accessto the SIMULIA Execution Engine
can perform any function on the SIMULIA Execution Engine or SSIMULIA Execution Engine
stations. Administrators should be aware that no credential s are required to accessthe SIMULIA
Execution Engine and execute models, update the SIMULIA Execution Engine library, use
the Dashboard or WebDashboard applications, or start or stop stations. In this configuration
the application server makes no attempt to authenticate users who log on to the SIMULIA
Execution Engine, and al users are considered to have the same user 1D (“<anonymous>").
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Any user that can achieve aphysical network connection withthe SIMULIA Execution Engine
can perform these tasks.

About Federation Security

Security configuration for the SIMULIA Execution Engine Federation feature is described in
About Federation Security in the SMULIA Execution Engine Federation (B2B) Guide.

Configuring SIMULIA Execution Engine Security

You must configure user authentication and other security features in your Java application
Server.

To activate your SIMULIA Execution Engine to use security, you need to configure WebSphere
to use an LDAP server for identifying users. In addition, you must specify which users have
access to the SIMULIA Execution Engine as well astheir level of access (general user,
administrator, or station-only user).

About Client Authentication

The client authentication feature enables basic application server security by requiring that
any client connecting to the SIMULIA Execution Engine supply credentials (e.g., user name
and password).

The credentials are verified against a security domain defined by the SIMULIA Execution
Engine administrator. If the credentials passthe security check, thelog onisallowed; otherwise,
itisregjected. A client that passes this security check is said to be “authenticated,” meaning
that the identity of the client has been established.

A client is any program running on any computer in the network that attemptsto contact the
SIMULIA Execution Engine. SIMULIA Execution Engine clients include the Isight Design
Gateway, SIMULIA Execution Engine stations, the SIMULIA Execution Engine Dashboard
or WebDashboard, the SIMULIA Execution Engine command-line client, etc. Each of these
applications must provide valid user credentialsto connect to the SIMULIA Execution Engine
and perform any related operations.

Onceaclient has provided valid credentials and is authenticated, those credential s can be used
to determine access to specific resources and information. All other SIMULIA Execution
Engine security features are built upon the authenticated credentials, so enabling this feature
isaprerequisiteto all other SIMULIA Execution Engine security features.
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To enablethisfeature, the administrator configuresthe application server using the application
server supplied tools. The application server is configured to authenticate all incoming
connection requests against a particular security back-end infrastructure; usually LDAPis
used, but most application servers support many other security protocols. This section describes
how to perform this task for the LDAP security system, but your application server
documentation should be reviewed for information on all possible options and configurations.

Theinstructions provided in this section assume the use of an LDAP server for

authenti cation—specifically, Microsoft Active Directory. Other LDAP servers would be
configured in asimilar manner. WebSphere can also be configured to authenticate with the
local computer. In this case, only users that have been added as alocal user on the server
system will be ableto log on to the SIMULIA Execution Engine. This setup may be adequate
for small test environments, but it isnot suitable for production deployments. Some familiarity
with LDAP is helpful to properly configure WebSphere to use LDAP.

About SIMULIA Execution Engine Access Control Lists
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The SIMULIA Execution Engine provides a means to limit access to specific data and
information stored in the SIMULIA Execution Engine database. In particular, SIMULIA
Execution Engine library objects (models and components) and job results can be protected
with Access Control Lists (ACLS). An access control list contains a set of permission levels
and names of users or groups.

No explicit administrative action is needed to enable the Access Control List feature. This
featureisalwaysavailableinthe SIMULIA Execution Engine once you have enabled security.
The ACL feature should, however, be configured as described in this section to achieve the
level of default permissions as required by the organization.

Thisfeature is not useful if each user cannot be distinguished and authenticated. Thus, the
client authentication capability of SIMULIA Execution Engineis a prerequisite for using
Access Control Lists.

The following permission levels are available:

» ALTER. The user or group has full accessto the object, including the ability to edit the
object's permissions. The object can be fetched (copied to alocal library), new versions of
the object can be published to thelibrary, and any version of the object can be del eted from
thelibrary.

« MODIFY. Theuser or group has all the accessibility granted with the ALTER option,
with the exception of editing the object's permissions.

e READ. Theuser or group can only load or use the object by reference. Although the model
and its contents (components, simulation process flows, parameters, etc.) can be viewed
and atered, and the model itself can be executed, no new versions of the model can be
published to the library.
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« REFERENCE. This protection level applies only to models stored in the SIMULIA
Execution Engine library. This protection level isalimited read access that provides
information about the model inputs and outputs but does not provide any accessto the
model structure or internal configuration. If thislevel of permission is set for a user who
incorporates a published model into another model, the content of the referenced model is
available and it can be executed by the reference.

» NONE. The user or group will have no access to the published object. Any model that
references this object cannot be used.

,"*'\__ ..
5 Important: User names are case-sensitive.

For instructions on how to apply these permissionsto library dataand jobs, see Setting Default
Permissionsin the Isight User’s Guide.

AnACL system administrator can define new groups, add and remove users from groups,
define default system-wide permissions, and add and remove other ACL system administrators.
The Dashboard isused by the ACL system administrator to configurethe ACL system settings.
For more information on thisinterface, see Using the Dashboard.

The ACL system administrator should then use the Dashboard's Access Control tab to define
the system-wide default permission settings. Thistab is shown in the following figure.

&% Dashboard EEX

Stations | SIWULIA Execuion Engine| Arcess Contol | Ligensa|
Eystem Adminisiraion | System Override | System Default] SIMULIA Bxecuiion Engine Groups|
Managed Name Permission Represents d
Delete
Up

>
IIII

Dowen

Rename User Fram:| <ananymaus> To:
[ Clear ]E] [ Reset ]E] [ Annly ]E]

Figure 3: Access Control Tab on the SIMULIA Execution Engine Dashboard
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Only an ACL system administrator will see the Access Control tab on the Dashboard. When
the SIMULIA Execution Engineisfirst installed, the only users who are considered ACL
system administrators are those who have been assigned the £ iperadmin security role (see
About Rolesin SMULIA Execution Engine). These users can add other ACL system
administrators using the System Administr ation subtab; these userswill have complete control
over al published objects and assigned permissions in the SIMULIA Execution Engine but
will not have any WebSphere administrative privileges.

The System Default subtab defines the permissions that will be applied to any object (model,
component, job) that has no explicit permission for the requesting user.

For the most secure system, the System Default tab should have All other usersset to NONE.
This action will prevent access by any user to any data to which they are not otherwise given
explicit permission to use. Setting thisvalue to ALTER will give al users accessto all data
unless the author of the data explicitly preventsit.

Specifying the WebSphere Security Settings
To activate security for your SIMULIA Execution Engine, you need to update your WebSphere
installation to communicate with an LDAP Server, turn on WebSphere's internal security,
specify user and group information, and configure the J2EE RunAs security settings.

Specifying Your LDAP Server Settings

Thefirst step in configuring WebSphere for secure client authentication is to configure the
connection with an LDAP server. This action defines the security infrastructure against which
WebSphere will validate user names and passwords.

1. Determine whether or not you need to alter the LDAP and global security options:

« |If you are enabling security for thefirst time in an environment that is currently open
(non-secure), proceed to step 2.

» |If you areinstalling the SIMULIA Execution Engine for the first time, proceed to step
2.

» If you are updating a previousinstallation of the SSIMULIA Execution Engine on an
application server instance that already has client authentication enabled, proceed to
Assigning Usersto Roles. All other settings described in Specifying Your LDAP Server
Settings and Enabling Global Security in WebSphere should be unchanged and do not
need to be altered.

2. Verify that the WebSphere Application Server is running and that you are logged in to the
console.
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For more information, see Sarting WebSphere and Determining Server Port Numbers.

3. Ontheleft side of the console, click Security.
4. Click Global security.

The Global security screen appears.

From the Available realm definitionslist, select Standalone LDAP registry.
Click Set ascurrent.
Click Configure.

In the Primary administrative user name text box, type the user name (for example,
seeadmin).

9. Verify that Automatically generated server identity is selected.
10. From the Type of LDAP server list, select the type of server to be used.

© N o’

This setting determinesthe type of LDAP server to be used (for example, Active Directory).

11. Inthe Host text box, type the name of the LDAP server host machine.
The fully qualified host name is not required, unless the WebSphere host machine needs
afully qualified name to reach the LDAP server. The short host name is adequate if that's
al that is needed to ping the LDAP server.

. In the Port text box, type the port number of the LDAP server host (for example, 389).

. In the Base distinguished name (DN) text box, specify the necessary information.

Thisinformation representsthe starting point in the L DAP tree from which searches should
be made for users. Contact your local system administrator for the proper settings.

&R

14. In the Bind distinguished name (DN) text box, specify the necessary information.

This setting identifies a specific user in the LDAP directory that isto be used by the
WebSphere server when binding with the LDAP server. This setting may be the same user
as used to start the WebSphere server or some other user defined in LDARP. It does not
need to be the same as the Primary administrative user name. It is specified asa
distinguished LDAP name. Contact your local system administrator for the proper settings.

15. Inthe Bind passwor d text box, typethe password for the Bind distinguished name LDAP
user specified in the previous step.
The remainder of the settings can use their default values.

16. Click Apply to save the LDAP settings.
You may have to scroll down to see this button.

17. Click Test connection at the top of the right side of the console.
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A message appearsif the test was successful. If WebSphereisunableto validatethe LDAP
settings, carefully check the spelling and case of all entries.

18. Click OK.

You are returned to the Global security screen.

Enabling Global Security in WebSphere

After establishing the connection with an LDAP server, you need to set the WebSphere global
security option to enable client authentication for the server.

> w NP

o o

Click Enable administrative security.
Verify that Enable application security is selected.
Clear (uncheck) Use Java 2 security to restrict application accessto local resources.

From the Available realm definitionslist, verify that Standalone LDAP registry is
selected.

Click Apply.
Near the top of the console, click Save to save the configuration.
At the top of the console, click L ogout.

You are returned to the login screen, and you now need to stop and restart the server.

Perform one of the following actions to stop the WebSphere server:

e Windows: Click the Start button, point to All Programs/I|BM WebSphere/IBM
WebSphere Application Server V8.5/Profiles/AppSrv01, and then click Stop the
server.

e Linux: Navigatetothe<websphere ingtall_directory> /AppServer/bin/ directory,
and executethe . /stopServer.sh serverl command.

Important: Onceyou restart the server (in the next step), stopping the server again
will require you to specify the server user name and password. For moreinformation,
see Restarting WebSphere with Security Enabled.

A message appears when the server stop action is completed.

Perform one of the following actions to start the WebSphere server:
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e Windows: Click the Start button, point to All Programs/I|BM WebSphere/IBM
WebSphere Application Server V8.5/Profiles/AppSrv01, and then click Start the
server.

e Linux: Navigatetothe<websphere ingtall_directory> /AppServer/bin/ directory,
and execute the . /startServer.sh serverl command.

A message appears when the server start action is completed.

User Roles

There are three types of SIMULIA Execution Engine users that can be defined, and each type
isidentified by a security role. You assign each of your usersto one or moreroles.

About Roles in SIMULIA Execution Engine

Each security role to which auser belongs enablesthat user to use aparticular set of SIMULIA
Execution Engine features.

The following security roles are available:

» fiperuser. Thisrole enables basic accessto the SIMULIA Execution Engine system. All
users (including administrators) must be associated with this security role. Usersin this
role can run the Isight Design Gateway and al other client programs except for SIMULIA
Execution Engine stations. When using the Dashboard, users with this access level cannot
view or changeA ccess Control List configurations (see About SMULIA Execution Engine
Access Control Lists) or shutdown stations.

 fiperadmin. Thisroleenablesaccessto SIMULIA Execution Engine administrative features.
Userswith thissecurity role must also havethefiperuser security role. SIMULIA Execution
Engine administrators can use al features of the Dashboard; shutdown stations remotely
using the Dashboard, WebDashboard, or the Command-Line Client; add and remove
federation partners; and perform other restricted administrative functions.

» fiperstation. Thisrole provides the ability to run SIMULIA Execution Engine stations.
Users with this security role must also have the fiperuser security role and are the only
usersallowed to run stations (which can perform work on behalf of al usersof the SIMULIA
Execution Engine). In production deployments this role will be given only to restricted
user |Ds created solely for the purpose of running SIMULIA Execution Engine stations.

For instructions for assigning users or groups to these security roles, see Assigning Usersto
Roles.
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Assigning Users to Roles

Once WebSphere security is activated, you can define which users (or groups of users) are
allowed accessto basic SIMULIA Execution Enginefunctions. If usersare not explicitly given
access via security roles, as described below, they will not be able to access the SIMULIA
Execution Engine.

For more information on the security roles that are available to users and groups, see About
Rolesin SMULIA Execution Engine.

> . .
/7 Note: Thisprocedure must be repeated when updating to anew release of the SSIMULIA
Execution Engine.

1. Verify that the WebSphere Application Server isrunning and that you arelogged on to the
console.

For more information, see Starting WebSphere and Determining Server Port Numbers.

2. Ontheleft side of the console, click Applications.
3. Click Application Types.
4. Click WebSphere enterprise applications.

The Enterprise Applications screen appears.

5. In the Name column on the right side of the console, click Fiper.

The Fiper screen appears.

6. Inthe Detail Properties area on the right side of the console, click Security roleto
user/group mapping.

The mapping information appears.
7. Click the check box adjacent to the fiperuser security role.

8. Click Map Groups.

%
Note: Individual users can be added to a security role by clicking the check box
next to the role name and clicking the Map User s button.

The Map user s/groups screen appears.

9. Click Search.
A list of known groupsin the LDAP directory appears.
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10. Select agroup or multiple groups.
11. Copy the groupsto the list on the right side by clicking theﬂ button.

You can also remove groups using the ﬂ button. Contact your local system administrator
for more information on the groups that you should be using.

12. Click OK.

You are returned to the Security role to user/group mapping screen, and the group you
selected is now listed in the Mapped groups column.

13. Repeat step 7 through step 12 for the fiperadmin and fiper station roles.
If these roles will use the same group, you can define them at the same time by clicking
the check box corresponding to both roles after returning to step 7.

14. Click OK to save your changes.

You are returned to the Fiper screen.

Configuring J2EE RunAs Security

You must configure WebSphere J2EE RunAs security before using your security-enabled
SIMULIA Execution Engine.

.

Important: This RunAs security is different from the SIMULIA Execution Engine
station Run-As security, which is described in Configuring Station (Run-As) Security.
While station Run-As security isnot required, J2EE RunAs security must be configured
or your SIMULIA Execution Engine will not function properly.

1. Onthe WebSphere console, verify that you are viewing the Fiper screen.
If necessary, follow these steps to access this screen:

a. Ontheleft side of the console, click Applications.
b. Click Application Types, then click WebSphere enterprise applications.
¢. Inthe Name column on the right side of the console, click Fiper.

2. Inthe Detail Properties area on theright side of the console, click User RunAsroles.
The User RunAs roles screen appears.

3. Click the check box to the left of the fiperuser role.

4. Typeavaid user name and password in the corresponding text boxes near the top of the
screen.
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10.

Note: Thisuser must either belong to the fiper user global security role or be a
member of your user authentication registry (such as LDAP) group that is mapped
to the fiperuser global security role. For more information on configuring these
settings, see Configuring SIMULIA Execution Engine Security.

Click Apply.
The valid user name appearsin the User name column.

Click OK.

You are returned to the Fiper screen.

Save the configuration.
At the top of the console, click L ogout.

Stop and restart the application server as described in Restarting WebSphere with Security
Enabled.

Security has now been enabled for your SIMULIA Execution Engine.

Once you restart WebSphere, verify that the SIMULIA Execution Engine application is
running successfully:

a. Access the WebSphere console.

On the left side of the console, click Applications.

Click Application Types.

Click WebSphere enter prise applications.

Inthe Application Status column that correspondsto the Fiper application, verify that
the 9 symbol appears.

oo o

Updating Windows Shortcuts for Security Authorization

You can update the WebSphere stop command on the Windows Start menu so that it still
functions when security is enabled. To update the command, you need to add a user name and
password to the shortcut’s properties. You do not need to make these changes for the WebSphere
start command.
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1.

Click the Start button, point to All Programs/I|BM WebSphere/l BM WebSphere
Application Server V8.5/Profiles AppSrvO01.

Right-click Stop the server, and select Properties.
The Properties dialog box appears.
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3. Add the following command to the end of the string in the Tar get text box, replacing the
username and pw stringswith the correct user name and password for starting WebSphere:

-username username —password ow

%
Note: Be sureto leave a space between the existing string and the additional
commands added above.

4. Click OK to close the Properties dialog box.

Configuring Station (Run-As) Security

This section describes the SIMULIA Execution Engine station Run-As feature and how to
configure it. This feature provides additional security at the station level of the SIMULIA
Execution Engine.

The Run-asfeature is considered an additional level of security above client authentication.

About Station Run-As Security

The station Run-As feature provides a means for work executed on SIMULIA Execution
Engine stations to run in the security context of the job submitter. When this featureis not
used, work done on SIMULIA Execution Engine stations on behalf of SIMULIA Execution
Engine usersisrunin the single security context of the user that started the station.

The term “security context” refers to the operating system level security information about a
particular user (e.g., it isthe operating system’sidentification of aparticular user and theuser’'s
associated permissions to system resources such as files, network resources, etc.). When any
program is started, the operating system associates the program (process) with the security
context of aparticular user (usually the user that started it). The process has access only to the
resourcesthat the user isauthorized for at the operating system level. For example, the process
would only be able to access files for which the user had appropriate file permissions.

When the Run-As feature is not active, al work is performed in a single operating system
process, meaning that SIMULIA Execution Engine jobs could, in theory, access system
resources (such as files) on behalf of a user when that user did not have permission to access
the file. Through the SIMULIA Execution Engine infrastructure, users could retrieve afile
from the SIMULIA Execution Engine station for which they would not typically have
permission. In an extreme case it would be possible to write an Isight component (such asthe
Script component) to access other user’sin-progresswork on the SIMULIA Execution Engine
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station where the component executes. This situation can be partially mitigated by running
stations with restricted user names that have aminimal set of file access permissions.

The SIMULIA Execution Engine Run-As feature prevents jobs from accessing any resource
to which the original job submitter does not have valid operating system level permissions. In
particular, the job cannot access files for which the submitter’s own user ID does not have
permissions, including other users' in-progress work on the same station. From an operating
system point of view, thework isrunin aprocessthat is started with thejob submitter’s security
context and, therefore, has only that user’s resource permissions.

When the Run-As feature is enabled, SIMULIA Execution Engine stations examine each
incoming work item request. Thework item containsthe job submitter’s credentialsin encrypted
form (encryption techniques are described in About User Credential Encryption). The job
submitter’s credentials are authenticated against the security domain (realm) configured by
the system administrator. If the job submitter’s credential s do not authenticate, the work request
isrejected. When the job submitter’s credentials are authenticated, a new processis started
using those credentials. This secondary processisknown asa“ substation,” and it will perform
the requested work on behalf of the job.

The substation process performs the work required for the job including any accessto system
resources (such asfiles). If the job attempts to access files for which the submitter does not
have proper operating system permissions, the file access is denied by the operating system.
All temporary files created by the SIMULIA Execution Engine as part of running the job will
be protected. Only the job submitter has read or write access to the work-in-progress files.
Thus, different users’' jobswill not be able to accessthe files of other users on the same station.

Substation processes are started for each distinct user on an as-needed basisin each SIMULIA
Execution Engine station system in the network. The substation process continues to exist
(suspended) after it completes awork assignment. If another piece of work for that same user
arrives at that SIMULIA Execution Engine station, the already running substation processis
awakened and reused. If a substation process remains inactive for a period of time, it will be
terminated automatically. Inactive substations may also be terminated when a threshold on
the number of processesis reached. When the main SIMULIA Execution Engine station shuts
down, all substation processes that it started are also shutdown.

About User Credential Encryption
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For the SIMULIA Execution Engine station to start a new process (substation) on behalf of
the SIMULIA Execution Engine user (job submitter), it must have the user’s credentials or be
running as root (Linux only).

Credentials (name and password) are supplied by the user when any SIMULIA Execution
Engine client connects to the SIMULIA Execution Engine. Those credentials are captured
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when ajob is submitted and used by the stations to start processes (substations) in the job
submitter’s security context.

For this procedureto be secure, it isnecessary to transmit the user’s credentialsto the SSIMULIA
Execution Engine (wherethey were captured during thelog on process), and fromthe SIMULIA
Execution Engine to the SIMULIA Execution Engine station where they will be used to start
substation processes. The SIMULIA Execution Engine usesindustry-standard PK| encryption
technology with strong 1024-bit encryption for transmitting and storing user credentials. The
SIMULIA Execution Engine uses apublic/private key system to ensure secure communications.

The way in which credentials are used on SIMULIA Execution Engine stations is described
below and shown in the following figure. Numbers in the figure correspond to the numbered

steps below.
|

7 SIMULIA

Isight | Execution Station
8 _ |Engine 11 WIS
2
j‘ I Sub-

8 Station

Figure 4: SIMULIA Execution Engine Encryption Process

1. When the SIMULIA Execution Engineisfirst started, it generates a secure random
private/public key pair.

2. The SIMULIA Execution Engine connects to the database using the credential s defined
by the administrator in the application server configuration.

3. On some system in the network, the SIMULIA Execution Engine station is started and
generates its own secure random private/public key pair. The public key is sent to the
SIMULIA Execution Engine, where it is stored with other station configuration details.
The private key never leaves the SIMULIA Execution Engine station.

4. Theuser logsonto alocal computer somewherein the network and starts an interface that
will access the SIMULIA Execution Engine (for example, the Isight Design Gateway).

5. The user provides credentials (user name and password) for connecting to the SIMULIA
Execution Engine.

6. The application server authenticates the user against the configured SIMULIA Execution
Engine security domain. For more information on how this domain is configured, see
Configuring SMULIA Execution Engine Security.
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7. Theclient program retrievesthe SIMULIA Execution Engine's public key. The SIMULIA
Execution Engin€e's private key never leaves the SIMULIA Execution Engine and is not
availableto any clients.

8. Theclient program encrypts the user credentials with the SIMULIA Execution Engine's
public key.

9. Theclient program submitsajob and includesthe encrypted credentialswith thejob request.
The SIMULIA Execution Engine stores the encrypted credentials with the job details.

10. At some later time, the SIMULIA Execution Engine dispatches awork request for the job
to aparticular SIMULIA Execution Engine station. The user credentials (stored in thejob
details) are decrypted with the SIMULIA Execution Engin€e's private key, and are then
re-encrypted with the station’s public key.

11. The work request is sent to the station with the encrypted credentials.

12. When the work request is received by the SIMULIA Execution Engine station, the user
credentials are decrypted with the station’s private key.

13. The SIMULIA Execution Engine station launches a new process (substation) by
authenticating the user to thelocal operating system. If authentication fails, the new process
is not created and the work request fails.

14. The new substation process (running in the security context of the job submitter) performs
the requested work.

About Securing the SIMULIA Execution Engine Station File System
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For asecure SIMULIA Execution Engine operating environment, it isimportant to consider
the local file system of the SIMULIA Execution Engine station computer.

Thisfile systemis, in general, available to any SIMULIA Execution Engine job that runs on
the station. The SIMULIA Execution Engine job can attempt to read or write any part of the
file system, including network attached drives.

Itisimportant, therefore, to properly securethelocal file system against inadvertent or malicious
use by a SIMULIA Execution Engine job. SIMULIA Execution Engine stations using the
Run-As feature behave differently (from afile system security point of view) than stations
running without this feature enabled.

About File System Security Without Run-As

Without the station Run-As feature, the SIMULIA Execution Engine station runs as asingle
process with the security identity of the user that starts the process. The station, therefore, has
access to exactly the same set of files as the user that startsit.
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If that user has compl ete access to the entire file system, all users that run jobs on that station
also have access to that computer’s entire file system. SIMULIA Execution Engine jobs on
such a system can read or write any file including operating system files or private user data.

Thefirst step in securing the file system in this environment is to use a dedicated, restricted
user name to run the SIMULIA Execution Engine station process. The restricted user name
should be given access only to the parts of the file system needed for proper operation of the
station and jobs that run there. In general, this setup requires read access to basic operating
system files, read access to the SIMULIA Execution Engine installation directories, and
read/write accessto the SIMULIA Execution Engine station temporary directory. Thetemporary
directory can be specifiedinthe station.properties file whichislocated at the top
level of the SIMULIA Execution Engine or station installation directory. In general, it is best
to specify a custom location for the temporary directory rather than using the default location,
which is the user’s temporary directory.

The station will keep all work-in-progress files in the temporary directory. To prevent access
to thesefiles, that directory should be restricted such that only the dedicated station user name
has read/write access to it. All other users should have no accessto this directory. This
arrangement will prevent anyone from logging on to the station computer and having access
to work-in-progress files.

Inthisenvironment it isimpossibleto prevent aSIMULIA Execution Enginejob from (possibly)
accessing another user’sunrel ated work-in-progressfiles. All work-in-progressfiles are created
by the same dedicated user name, and all will be accessiblefrom any other SSIMULIA Execution
Engine jobs. However, it would require some explicit effort for aSIMULIA Execution Engine
job to access unrelated work-in-progressfiles, because they are kept in separate subdirectories.
The station Run-as security feature must be used to prevent this type of file access.

About File System Security With Run-As

When the station Run-Asfeatureis enabled, each user’ swork is executed in that user’s security
context. Accessto files on the SIMULIA Execution Engine station computer will be dictated
by the file system permission of the user who submitted the job.

In general, the system running the station must be configured to allow read accessfor al users
to parts of thefile system needed to run the station, which includes the basic operating system
filesand the SIMULIA Execution Engine installation directory. The administrator can choose
to make these directories readable for al users or only for those users that will be running
SIMULIA Execution Enginejobson the station. The SIMULIA Execution Engineinstallation
directory should not be configured with write permission for users running jobs.

The station will keep al work-in-progressfilesin the temporary directory. Within that directory,
each substation (user) will create a subdirectory with permissions that allow access only by
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the submitting user. This prevents one user’s job from accessing work-in-progress files from
another user’sjob.

The station should be configured with an explicit temporary directory by specifying adirectory
nameinthestation.properties file(located at thetop level of the SIMULIA Execution
Engine or station installation directory). On Windows, this directory should be configured
with the following permissions for all users that will run jobs on the station:

* read

e write

* execute

» createfolders
o createfiles

%
Note: You can grant all the necessary permissions using the M odify option available
from the Security tab on the directory’s Properties dialog box. For more information,
contact your local system administrator.

All other users should have no accessto this directory to prevent casual userslogged on to the
system from accessing work-in-progressfiles. If the system is physically secure or thereisno
threat from logged on users, these permissions can be granted to all users.

About Run-As Security Limitations
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Some limitations exist with regard to using the SIMULIA Execution Engine station Run-As
security feature. These limitations should be reviewed prior to activating the feature.

The following station Run-As security limitations exist:

* If the SIMULIA Execution Engine's security realm (or LDAP server) and the SIMULIA
Execution Engine station’s security realm are different, the extended grid credentialsoption
must be used when a user logs on to the SIMULIA Execution Engine. This option alows
the user to enter auser | D and password for the stations that is different from the credentials
used to log on to the SIMULIA Execution Engine. The extended grid credentials option
can be enabled using the Connection Profile Editor. For more information on using this
tool, see Creating the Connection Profile File.

*  OnWindows 7 and Windows 2008 Server, a Run-As station should be started as a service
asuser LOCAL SYSTEMOr LOCAL SERVICE. If aRun-Asstationisstartedinteractively,
it must be started as a user in the Administrators group who has been granted privilege
Replace a Process Level Token and must be started by right-clicking and selecting Run
asAdministrator (or be started from a command window that was started with Run as
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Administrator). Be aware that there are known problems with the Excel and Word
components on Run-As stations on WindowsVistaand later—the component will sometimes
hang, leaving multiple Excel or Word processes running on the machine. It isrecommended
that Excel and Word not be run on Run-As stations on Windows Vista or later. Either use
an earlier version of Windows, or use a non-Run-As station (see Sation-Specific Run-As
Behavior and Setting Station-Specific Run-As Options).

« OnWindows, a Run-As station may create 2 substation processes for each user. These
substations are created differently so they have different operating system privileges. One
is specifically for the OSCommand and Simcode component, and the other isfor COM
components like Excel and Word. Thisis necessary because a station spawned one way
cannot create Windows Job objects for OSCommand cleanup, and a station spawned the
other way cannot create a COM server for Excel or Word. No specific action is required,
but be aware that there may be twice as many substation processes as expected. Forcing
all Excel and Word components to execute on a non-Run-As station (see previous item)
avoids the extra substations on Run-As machines, and also avoids a problem with Excel
on Windows Vistaand later.

Configuring the Run-As Feature
All encryption key generation and management for the SIMULIA Execution Engine Run-As
feature is automatic and requires no configuration. The system administrator only needs to
enable the feature (it is disabled by default) and specify the security domains for SIMULIA
Execution Engine stations to authenticate user credentials.

Unless each station is manually configured, all stations will use the same security domain
(realm) to authenticate user credentials. It is possible to have different stations authenticate to
different security domains, but each station can use only a single domain.

When the SIMULIA Execution Engine and the stations use separate security domains, it is
necessary that users have a common user name and password for al domainsin which their
job executes. It is not possible to authenticate a single job with multiple user names and
passwords.

Configuring the SIMULIA Execution Engine for Run-As

To enable the station Run-As feature, you first need to configure your SIMULIA Execution
Engine properties file to recognize the feature when a station using it connects to the server.

1. Verify that client authentication is enabled in your SIMULIA Execution Engine. Client
authentication must be enabled to use the Run-As feature.

For more information, see Configuring SMULIA Execution Engine Security.
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2. Navigate to the following directory of your SIMULIA Execution Engine installation:

<see install dir>/config/

3. Opentheacs.properties fileusing the text editor of your choice.
4. Locate the following lines at the end of thefile:

#fiper.security.runas.enabled=true
#fiper.security.runas.domain=

5. Removethe leading # character fromthe fiper.security.runas. enabled
Setting.
If the # character is not present for the first setting, your SIMULIA Execution Engineis
already configured to use Run-As. This option was probably enabled during the SIMULIA
Execution Engineinstallation process. Proceed to Configuring SIMULIA Execution Engine
Sations for Run-As.

6. If youareinstaling the SIMULIA Execution Engine on Windows, do the following:

a. Remove the leading # character fromthe fiper.security.runas.domain=
Setting.

b. Addthename of the appropriate Windows domain (which all Windows-based SIMULIA
Execution Engine stations will use to authenticate user credentials) to the end of the
setting (after the = character). Unlessa SIMULIA Execution Engine station isexplicitly
configured otherwise, this domain name will be used by all Windows-based stations.

7. Saveand closetheacs.properties file.
8. Stop and restart WebSphere.
This step is necessary for the changesto the acs . properties fileto take effect.

Configuring SIMULIA Execution Engine Stations for Run-As

Onceyou have updated the SIMULIA Execution Engine propertiesfileto recognize the Run-As
feature, you need to update the individual station installationsto use the feature.

Thisprocessvaries based on the operating system the station isusing. Thefollowing instructions
describe the configuration steps for Windows-based and Linux-based stations.

This procedure must be performed on each computer that will run a SIMULIA Execution
Engine station.
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Configuring SIMULIA Execution Engine Stations for Run-As on Windows

To configure aWindows-based station to use the Run-As security feature, you need to update
the station’s properties file, set permissions on the station’s temporary directory, and update
the system rights for the users that will be executing on the station.

> . .
/7 Note: This procedure must be performed on each system that will runa SIMULIA
Execution Engine station.

1. Perform one of the following steps, based on your security arrangement:

 |If you plan on using the same security domain for the SIMULIA Execution Engine
station as specified for aWindows-based SIMULIA Execution Engine, proceed to step
5. This SIMULIA Execution Engine setting is described in Configuring the SMULIA
Execution Engine for Run-As.

» If you plan on using a different security domain as specified for a Windows-based
SIMULIA Execution Engine, proceed to step 2.

» If you are connecting to a Linux-based SIMULIA Execution Engine, proceed to step
2.

2. Editthe<see install dirs\config\station.properties fileand remove
the leading # character from the following setting:

#fiper.security.station.domain

3. Enter the appropriate Windows domain by replacing the DEV string with your Windows
domain name. Do not replace the entire line.

The SIMULIA Execution Engine station will now use this domain to authenticate users
credentialsinstead of the domain specified inthe acs . properties file

4. Saveandclosethe station.properties file

5. Grant read, write, execute, create folders, and create files access (or full access) on the
SIMULIA Execution Engine station temporary directory to all usersthat may submit jobs.
Thistemporary directory is specifiedinthe station.properties file. For more
information on locating this setting inthe station.properties file, see About File
System Security With Run-As.

The steps necessary for granting this access to the SIMULIA Execution Engine station

temporary directory differ slightly across Windows operating systems and may require
special access rights. For more information, contact your local system administrator.
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This step must be performed on all systems that will be running SIMULIA Execution
Engine stations.

6. Locate the system user rights as described below (based on your operating system):

*  Windows Server 2003: Navigate to Start / Administrative Tools/ L ocal Security
Palicy; and from the Local Security Settings dialog box, access the User Rights
Assignment settings under the L ocal Policies option.

»  Windows Server 2008: Navigate to Start / Control Panel / System and M aintenance
/ Administrative Tools/ Local Security Policy; and from the Local Security Policy
dialog box, access the User Rights Assignment settings under the L ocal Policies
option.

*  Wndows7: Navigateto Start / Control Panel / System and Security / Administrative
Tools/ Local Security Policy; and from the L ocal Security Policy dialog box, access
the User Rights Assignment settings under the L ocal Policies option.

7. For each user whowill start aSIMULIA Execution Engine station, add the user to thelocal
Administrators group and grant the user the privilege Replace a process level
token inthe Local Security Policy dialog box.

For more detailed information on setting these user rights, contact your local system

administrator.

8. Log out and log back on to the system. This step is necessary for the privilege changes to
be recognized.

9. Repeat step 1 through step 8 for each system that will be running a SIMULIA Execution
Engine station.

'JH." - . . . . . .
5 Important: If the station is configured as a Windows service, the user starting the

service must either be the default service account LocalService or beamember
of the Administrators group who has been granted theReplace a process
level token privilege. A non-administrator account will not work. For more
information on these users settings and their privileges, contact your local system
administrator.

10. Stop and restart WebSphere for the associated SIMULIA Execution Engine. For more
information, see Restarting WWebSphere with Security Enabled.

The Run-As configuration is complete. Your SIMULIA Execution Engine and stations
will now use Run-As security.
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Configuring SIMULIA Execution Engine Stations for Run-As on Linux

To configure a Linux-based station to use the Run-As security feature, you need to update the
station’s properties file and add a new file to the system’s /et c directory. This procedure
must be performed on each system that will run a station.

1. Verify that you installed the SSIMULIA Execution Engine station as root.

For the Run-Asfeatureto work on aLinux based operating system, the SIMULIA Execution
Engine installation must have been performed asroot. If you did not install the SIMULIA
Execution Engine station asroot, follow theinstructionsin Enabling the SMULIA Execution
Engine Sation Security Feature (Run-As).

2. Openthe<see install dirs/config/station.properties fileusingthe
text editor of your choice.
Thisfileislocatedinthetop level of the SIMULIA Execution Engineinstallation directory.

3. Verify that the leading # character has been removed from the
fiper.station.tempdir setting.

4, Setthefiper.station.tempdir valueto somelocation that isworld-writable—for
example, something similar to /var/tmp/<SEETempDirs>.

A

Important: If thisdirectory already exists, it must not be owned by another user.

5. Saveand closethe station.properties file.
6. TorunaSIMULIA Execution Engine station with the Run-As feature on Linux, create a

file(inmode644) called fiperinthe /etc/pam. d/ directory with the contents shown
below. On Red Hat Linux, create thefile £iper asroot.

Red Hat Linux:
#%$PAM-1.0
auth required pam_stack.so service=system-auth
account required pam_stack.so service=system-auth
password required pam_stack.so service=system-auth
session required pam_stack.so service=system-auth
SUSE Linux:
#%PAM-1.0
auth include common-auth
account include common-account
password include common-password
session include common-session
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Note: The contents specified above are the standard settings. To verify that your
settings are the same, examine the matching contents of the 1ogin file, located in
thesame /etc/pam. d directory. You can also copy this login file, renameit
fiper, and then edit it to only contain the settings specified above.

7. Repeat step 2 through step 6 (as necessary based on the computer’s operating system) for
each system that will be running a SIMULIA Execution Engine station.

8. Stop and restart WebSphere for the associated SIMULIA Execution Engine.

The Run-As configuration is complete. Your SIMULIA Execution Engine and stations
will now use Run-As security.

Setting Station-Specific Run-As Options
You can determine, at the station level, whether or not a station will use Run-As security.

For example, you can turn on the feature for the SIMULIA Execution Engine but disable it
for specific stationsin your environment. This feature allows you to have amix of Run-As
enabled and Run-As disabled stations that use the same SIMULIA Execution Engine.
Furthermore, when a station is running on Linux, you can set it to execute in Run-As mode
but without a password.

To set the station-specific Run-As option, you use the property fiper.station.runas
inthe station.properties file. For moreinformation about this option, see
Sation-Specific Run-As Behavior.
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Configuring the WebTop or
WebDashboard for the SIMULIA
Execution Engine

This section describes how to set up the SIMULIA Execution Engine WebTop and
WebDashboard features.

Determining Your Deployment Strategy

You can deploy the SIMULIA Execution Engine WebTop and WebDashboard in severa
different ways, based on your network environment and computing resources. In general, you
need to decide if the web-based applications will run on the same computer asthe SIMULIA
Execution Engine or on a different system.

There are three basic choices:

* Instal the web-based applications on a separate system from the SIMULIA Execution
Engine. Thisisthe recommended architecture.

* Install the web-based applications on the same system asthe SIMULIA Execution Engine,
in a different WebSphere instance (profile). It is recommended that you use a separate
profile for increased scalability and performance.

* Install the web-based applications on the same system and profile as the SIMULIA
Execution Engine.

Although this configuration is possible, in a production environment it is recommended
that you use adifferent profile (or different system) for optimal performance. Thissimpler
configuration may be useful for prototyping or testing, however.

Configuration Steps for Different Architectures

Follow one of the three roadmap procedures bel ow, depending on your choice of 2EE
deployment architecture. Each set of stepswill direct you to various procedures within this
section.
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Deploying on a Separate System

Follow this sequence of stepsto install and run the WebTop or WebDashboard on a different
computer from the one running your SIMULIA Execution Engine.

> . , o . . .
/7 Note: This configuration is recommended for optimal performance in a production
environment.

1. Install the SIMULIA Execution Engine software on the second computer (i.e., the one that
will run the WebTop/WebDashboard).

2. Deploy thewebtop . war file or webdashboard. war file within WebSphere. See
Deploying the Web-Based Applications.

3. Configure various options within WebSphere. See Configuring the Application on a
Different System or Separate Profile.

4. Check that theinstallation is successful and that the application is running correctly. See
\erifying the Installation.

Deploying on the Same System in a Different Profile

Follow this sequence of stepsto install and run the WebTop or WebDashboard on the same
computer asthe SIMULIA Execution Engine, but in a separate WebSphere profile. It is
recommended that you use a separate profile for increased scalability and performance.

1. Create aseparate profilefor the WebTop or WebDashboard. See Creating a New WebSphere
Profile.

2. Deploy thewebtop . war file or webdashboard. war file within WebSphere. See
Deploying the Web-Based Applications.

3. Configure various options within WebSphere. See Configuring the Application on a
Different System or Separate Profile.

4. Check that theinstallation is successful and that the application is running correctly. See
Verifying the Installation.

Deploying on the Same System in the Same Profile

Follow this sequence of stepsto install and run the WebTop or WebDashboard on the same
computer asthe SIMULIA Execution Engine and in the same WebSphere profile.

Although this configuration is possible, in a production environment it is recommended that
you use a different profile (or different system) for optimal performance. This simpler
configuration may be useful for prototyping or testing, however.

1. Deploy thewebtop.war file or webdashboard . war file within WebSphere. See
Deploying the Web-Based Applications.
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2. Configure various optionswithin WebSphere. See Configuring the Application in the Same
Profile.

3. Check that the installation is successful and that the application is running correctly. See
\erifying the Installation.

Creating a New WebSphere Profile

If you areinstalling the WebTop/WebDashboard on the same computer asthe SIMULIA
Execution Engine, it is recommended that you use a separate profile.

You will need to determine the correct port number for your new profile before accessing the
WebSphere Administrative console. You can create anew profile using the profile management
tool or by using command line options.

About New Profile Port Numbers

The WebSphere Administrative console is accessed via aweb browser using aURL that is
specific to the system running WebSphere. You need to determine the correct port number for
your new profile before accessing the console, especialy if you are using a Linux system.

A sample URL for accessing the console is shown below:
http://acscomputer:9061/ibm/console
By default, the main WebSphere Administrative consol e uses the following port numbers:

9060 (non-secure) and 9043 (secure). These port numbers are incremented by one for any
additional profiles that are added to the main WebSphere profile.

The port numbers typically used for the Administrative console of a second profile are 9061
or 9044. However, if you have multiple versions of WebSphere installed, these port numbers
are incremented and should have been provided on the summary screen during the profile
creation process.

You can also examine the profile's SystemOut . 1og file to determine the port numbers
used. Thisfileislocated in the following directory:

<websphere install dir>\AppServer\profiles\<profile name>\logs\
serverl

Creating a Profile Using the Profile Management Tool

You can create a new profile using the Profile Management Tool, which is provided with a
standard WebSphere installation.
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1. Perform one of the following actions:

* Windows: Click the Start button, point to All Programs/IBM WebSphere/lBM
WebSphere Application Server VV8.5/Tooals, and click Profile Management Tool.

e UNIX/Linux: Navigateto the <websphere install_dir>/AppServer/bin directory,
and execute the . /pmt . sh command.

The Profile M anagement Tool appears, and awelcome message is displayed.

. Click Launch Profile Management Tool.

A list of profiles appears.

. Click Create.

The Profile Management Tool wizard appears, displaying the Environment Selection
screen.

. Verify that Application server is selected.
. Click Next.

The Profile Creation Options screen appears.

. Verify that Typical profile creation is selected.

> . . . ' :
" Note: Thisoption providesadefault namefor the new profile. If you want to specify
acustom namefor the profile, select Advanced profile creation. It isrecommended
that you only changethe profile name. Leave al the other options set to their default

values, unless changes are specified in this procedure.

. Click Next.

The Administrative Security screen appears.

. Clear (uncheck) Enable administrative security.
. Click Next.

The Profile Creation Summary screen appears, showing you the creation details for the
new profile.

10. Review the summary, and make note of the following information:

» Location (the path to the profile)
* Profilename
e Administrative console port number s (both insecure and secure)
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11. Click Create.

The profile is created, and a message appears when the operation is successful.
12. Clear (uncheck) Launch the First steps console.
13. Click Finish to close the Profile M anagement Tool wizard.

You are returned to the Profile Management Tool, and the new profileislisted along with
the existing profiles.

14. Close the Profile M anagement Tool.
15. Start the application server with one of the following actions:

* Windows: Click the Start button, point to All Programs/IBM WebSphere/IBM
WebSphere Application Server V8.5/Pr ofiles/<new_profile_name>, and click Start
the server.

e UNIX/Linux: Navigate to this directory:

<websphere install dirs/AppServer/profiles/<new profile name>/bin/

and execute the . /startServer.sh serverl command.
16. Once the server isrunning, perform one of the following actions:

» Windows: Click the Start button, point to All Programs/IBM WebSphere/IBM
WebSphere Application Server V8.5/Profiles/ <new_profile_name>, and click
Administrative console.

* UNIX/Linux: Use a browser and open the following page:

http://localhost:new profile port number/ibm/console

For more information on determining the port number for your new WebSphere profile,
see About New Profile Port Numbers.

17. Type alogin name into the User 1D text box.

You can use any login name you want. However, for consistency, this procedure will use
the name seeadmin.

%
Note: When security isturned on, you will need a user name and password that are
valid for the WebSphere server.

18 Click Login.
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Creating a Profile Using Command Line Options

When using WebSphere 8.5, you can create anew profile using command line options provided
with the standard WebSphere installation.

126

1.

Open a Command Prompt dialog box (Windows) or terminal window (UNIX/Linux).

Windows Server 2008: You must open the Command Prompt dialog box using the Run
asadministrator option.

Navigate to the following directory:

<websphere install dir>\bin

Type one of following commands (on asingleline), replacing <new_profile_name> with
the desired name for the new profile (for example, WebTop):

¢ Windows: manageprofiles -create -templatePath ..\
profiletemplates\default -profileName <new_profile_name>

e UNIX/Linux: manageprofiles.sh -create -templatePath ../
profileTemplates/default -profileName <new_profile_name>

Important: The command arguments are case-sensitive on all operating systems.
Your command should appear similar to the following example:

manageprofiles -create -templatePath ..\profiletemplates)\
default -profileName WebTop

A message appears when the profile has been successfully created.
Navigate to the following directory:
<websphere install dir>\profiles\<new profile>\bin

Type one of the following commands:

* Windows. startserver serverl

e UNIX/Linux: ./startServer.sh serverl
Once the server is running, access a\Web browser and open the following page:

http://localhost:new profile port number/ibm/console
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For more information on determining the port number for your new WebSphere profile,
see About New Profile Port Numbers.

7. Typealogin nameinto the User ID text box.

You can use any login name you want. However, for consistency, this procedure will use
the name seeadmin.

%
Note: When security isturned on, you will need a user name and password that are
valid for the WebSphere server.
8. Click Login.

The full console appears.

Deploying the Web-Based Applications

You must deploy the applicationsthat you want to use within WebSphere. This processinvolves
installing the associated . war file as an enterprise application in WebSphere. The . war files
for WebTop and WebDashboard areincluded in your SIMUL IA Execution Engineinstallation.

Before you begin: Before starting this procedure, be sure that your SIMULIA Execution
Engine installation meets the prerequisites below. You should al so decide your deployment
architecture beforehand, as described in Determining Your Deployment Strategy.

» You have configured the WebSphere application server to include a user called seeadmin as
described in About Configuring WebSphere.

* You haveinstalled, configured, and deployed the SIMULIA Execution Engine on WebSphere
as specified in Configuring WebSphere.

* You have confirmed that the SIMULIA Execution Engine is running properly.

» |If you are installing the web-based applications on a different computer than the one on which

the SIMULIA Execution Engine is deployed, be sure that WebSphere is already installed on it.
Configure this instance of WebSphere to include auser called seeadmin.

» |If the WebTop/WebDashboard will run in a different WebSphere profile (on the same computer)
than the SIMULIA Execution Engine, verify that you have created a new profile for the
WebTop/WebDashboard as described in Creating a New WebSphere Profile.

1. Log on to the WebSphere Integrated Solutions Console with one of the following actions:
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e Windows: Click the Start button, point to All Programs/|BM WebSphere/lBM
WebSphere Application Server V8.5/Profiles/AppSrv01, and then click
Administrative console.

» Linux: Open aweb browser and navigate to the following page:
http://localhost : portnumber/ibm/console

For more details about starting the WebSphere server or logging on, see Sarting WebSphere
and Determining Server Port Numbers.

Click Applications.
Additional options appear.

Click New Application.

On theright side of the console, click New Enterprise Application.

Verify that L ocal file system is selected.

Click Browse.

Navigate to the location of the . war files.

These files are located in the following directory:

<SEE install dir>/<os dir>/reffiles/SMAFIPserver/websphere/

Select one of the following files, depending on which application you want to deploy:

* webtop.war

* webdashboard.war

Click Open.

. Click Next.

. Verify that Fast Path is selected, and click Next.

. Click Step 3.

. In the Context Root text box, type one of the following strings (after the “/” that already

appears in the text box), based on the application you want to deploy:

* webtop
* webdashboard

Thisentry is used to define the URL for accessing the application.

Click Next.
Click Finish.
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A message appears stating that the installation of the web application was successful.

16. On the right side of the console, click Save to save the configuration.

Configuring the Web-Based Applications

To configure the WebTop/WebDashboard application after deploying the . war file, you need
to specify certain settingsin both WebSphereandinthe . properties filefor the application.

This process differs slightly depending on whether you deployed the application on adifferent
system thanthe SIMULIA Execution Engine, on the same system but in a separate WebSphere
profile, or on the same system and in the same profile as the SIMULIA Execution Engine.

Configuring the Application on a Different System or Separate Profile
This section describes how to configure the WebTop/WebDashboard when it is running on a
different system than the SIMULIA Execution Engine or on the same system but in adifferent
WebSphere profile.

Setting the fiperhome Variable and the Library Options

You need to create a WebhSphere variable that points to your SIMULIA Execution Engine
installation directory and create a shared library for your configuration.

1.

Define aWebSphere variable named £ iperhome according to the instructionsin Setting
the fiperhome Variable and the Library Options.

2. Define ashared library (with classpath and native library path) named £ ipercommon
according to the instructions in Setting the fiperhome Variable and the Library Options.

3. Under Servers/ Server Typeson theleft side of the console, click WebSphereapplication
Servers.

4. Ontheright side of the console, click server 1.

5. IntheServer Infrastructureareaon theright side of the console, expand Java and Process
M anagement.

6. Click Classloader.

7. Click New.

8. Fromthe Classloader order list, verify that Classloaded with parent classloader first
is selected.

9. Click Apply.
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10.

11
12
13

In the Additional Properties areaon the right side of the console, click Shared library
references.

Click Add.
From the Library name list, select fipercommon.
Click OK.

Setting JVM Properties

Now you need to specify custom JVM properties for your installation. These settings vary for
the WebTop and the WebDashboard.

1.

w
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Under Servers/ Server Typeson theleft side of the console, click WebSphereapplication
servers.

On theright side of the console, click server1.

Inthe Server Infrastructureareaon theright side of the console, expand Java and Process
M anagement.

Click Process definition.

In the Additional Properties area, click Java Virtual Machine.

In the Additional Propertiesarea, click Custom properties.

Click New.

In the Name text box, type one of the following entries based on the application you are
configuring:

e fiper.webtop.parmfile

e fiper.webdashboard.parmfile

In the Value text box, enter one of the following paths based on the application you are
configuring:

* <see_install dir>\config\webtop.properties

* <see install dirs\config\webdashboard.properties

On Linux, use aforward slash “/” in the entry (instead of a back slash “\").

. Click OK.
. Click New.
. In the Name text box, type the following entry:

client.encoding.override
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13. In the Value text box, type the following entry:

UTF-8

14. Click OK.
15. Perform one of the following actions, based on your installation choices:

» If you areinstalling the WebTop/WebDashboard on a different machine than the
SIMULIA Execution Engine, continue to Editing the Properties File.

* If you are installing the WebTop/WebDashboard and the SIMULIA Execution Engine
on the same physical machine but in a different WebSphere profile, perform the
following steps:

a) Click New.
b) Inthe Name text box, type the following entry:

com.ibm.websphere.orb.uniqueServerName

¢) Inthe Valuetext box, type true.
d) Click OK.

Editing the Properties File

You may need to verify or edit the webtop . properties fileor
webdashboard.properties filefor proper operation of the application.

The WebTop and WebDashboard read certain installation and SIMULIA Execution Engine
connection information from apropertiesfile. In some casesthisfile can be properly configured
during the installation, especially if the WebTop/WebDashboard is running on the same
machine asthe SIMULIA Execution Engine. However, you should verify that thisinformation
is correct regardless of your deployment strategy.

1. Near the top of the right side of the WebSphere console, click Save to save your
configuration.

2. Log out of any WebSphere Integrated Solutions Consoles that you are accessing.

3. On the system running the WebTop/WebDashboard, navigate to the following directory
in your SIMULIA Execution Engine installation:;

<SEE install dir>/5.x/config/

4. Open one of the following files, based on the application you are configuring, in atext
editor:

SIMULIA Execution Engine Installation and Configuration Guide - WebSphere and 131
Oracle/DB2



Configuring the WebTop or WebDashboard for the SIMULIA Execution Engine

132

* webtop.properties

* webdashboard.properties

. Locate one of thefollowing entriesin thefile, based on the application you are configuring:

e fiper.webtop.acs.cprfile=

» fiper.webdashboard.acs.cprfile=

. Verify that the path following the = sign pointsto the . cpr filethat will be used to connect

to the WebTop/WebDashboard—the . cpr file that matches the SIMULIA Execution
Engine that the WebTop/WebDashboard will use.

For example:

C:/SIMULIA/ExecutionEngine/5.x/config/seehost.cpr

Make sure that this connection profile exists on the system running the
WebTop/WebDashboard. For more information, see Creating the Connection Profile File.
Furthermore, it isrecommended that you verify that the connection profile works correctly
by connecting to the SIMULIA Execution Engine with any SIMULIA Execution Engine
interface (for example, a SIMULIA Execution Engine station or the Dashboard).

. Locate the following entry in the file:

fiper.system.esihome=

. Verify that the entry iscorrectly pointing to the operating system directory of your SSIMULIA

Execution Engine installation directory, and that the line is uncommented.

For example:

C:/SIMULIA/ExecutionEngine/5.x/win b64

. Inthewebtop.properties file only, you must specify alocation for the working

(temp) directory for the WebTop application. Find the following linesin thisfile:

#Defines temp work directory for WebTop, must be writeable
#fiper.system.temp=c:/temp/webtop

Removethe # inthe fiper.system. temp lineto uncomment it, and replace ¢ : /
temp/webtop with apath that can serve as aworking directory that the WebTop
application can write temporary filesto. Be sure that the directory/folder that you specify
is not subject to automatic cleanup on Linux systems.
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If the SIMULIA Execution Engine and WebTop applications are accessing the samefile
system, it isrecommended that you configure different working (temp) directoriesfor each
application.

10. Save and close thefile.

Restarting the SIMULIA Execution Engine and Application Servers

The SIMULIA Execution Engine and the web-based applications are started and initialized
when the WebSphere application server is started and when the SIMULIA Execution Engine
application deployed on the server is put into the running state. Typically this processis
performed automatically when the application server is started.

For details about stopping and restarting WebSphere, see Restarting the SMULIA Execution
Engine in WebSphere.

1. Perform one of the following actions, based on your deployment strategy:
e |If you areinstalling the WebTop/WebDashboard on a different machine than the
SIMULIA Execution Engine, restart WebSphere for the WebTop/WebDashboard.

» |f you areinstalling the WebTop/WebDashboard and the SIMULIA Execution Engine
on the same physical machine but in different WebSphere profiles, restart both the
SIMULIA Execution Engine and WebTop/WebDashboard WebSphere instances.

2. Perform one of the following actions, based on your SIMULIA Execution Engine security
level:

* No security: The WebTop/WebDashboard configuration is complete. Continue to
Verifying the Installation.

e Security enabled: You need to perform additional security-related actions. Continue
to Exporting the LTPA Key from the SMULIA Execution Engine.

Exporting the LTPA Key from the SIMULIA Execution Engine

You need to export the LTPA key from the WebSphere profile running the SSIMULIA Execution
Engine. Thiskey will be used in the WebSphere profile running the WebTop/WebDashboard.

1. Accessthe WebSphere Integrated Solutions Console for the system running the SSMULIA
Execution Engine.

2. Ontheleft side of the console, click Security.
3. Click Global security.
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10.

In the Authentication area on the right side of the console, verify that LTPA is selected.
Click LTPA.

In the Cross-cell single sign-on area, type a password and confirm the password in the
corresponding text boxes.

Be sure to make note of this password. It will be used later when importing keys.

In the Fully qualified key file name text box, type akey file name.

You can use any name you like (for example, seecomputer . key). Be sure to make
note of thisfile name. It will be used later when importing keys.

Click Export keys.

A message appears stating that the export was successful.

Copy the exported file to an accessible directory on the system running the
WebTop/WebDashboard WebSphere instance.

If the WebTop/WebDashboard is being installed on a different system from the SIMULIA
Execution Engine, you should place thisfile in a shared directory that can be accessed for
the WebTop/WebDashboard system.

Thefile should be located in the <websphere install dirs\profiles\
AppSrv01 directory on the system running the SIMULIA Execution Engine.

Log out of the WebSphere Integrated Solutions Console for the SIMULIA Execution
Engine.

Importing the LTPA Key to the Web Application

Now you need to import the LTPA Key, copied from the SIMULIA Execution Engine
WebSphere profile, into the WebTop/WebDashboard profile.

o gk wbdPE

Access the WebSphere Integrated Solutions Console for the WebTop/WebDashboard.
On the left side of the console, click Security.

Click Global security.

In the Authentication area on the right side of the console, verify that LTPA is selected.
Click LTPA.

In the Cross-cell single sign-on area, type the password used when you exported the key
and confirm the password in the corresponding text boxes.

In the Fully qualified key file name text box, type the path and name of the key file.
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For example, alocal path could appear as follows:

<websphere install directorys>
AppServer\profiles\<profileName>\seecomputer.key

If you are installing the WebTop/WebDashboard on a separate system from the SIMULIA
Execution Engine, your path may appear as follows:

\\seecomputer\key files\seecomputer.key

8. Click Import keys.
A message appears stating that the import was successful.

Configuring the LDAP Connection

You need to configure the LDAP connection for the WebTop/WebDashboard to match the
configuration that was defined for the SIMULIA Execution Engine.

Verify that you are viewing the Global security screen.

From the Available realm definitions list, select Standalone LDAP registry.
Click Set ascurrent.

Click Configure.

In the Primary administrative user name text box, type the user name (for example,
seeadmin).

Verify that Automatically generated server identity is selected.
From the Type of L DAP server list, select the type of server to be used.
This setting determinesthe type of LDAP server to be used (for example, Active Directory).

ok~ w DR
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8. IntheHost text box, type the name of the LDAP server host.
A
<7 Important: Thenameof the server, as specified in thistext box, must exactly match
the same entry on the system running the SIMULIA Execution Engine. For example,
if the SIMULIA Execution Engine system specifies a server called
ldap server.domain.com,theWebDashboard setting must matchit, including
the domain name.

9. Inthe Base distinguished name (DN) text box, specify the necessary information.

Thisinformation representsthe starting point in the L DAP tree from which searches should
be made for users. Contact your local system administrator for the proper settings.
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10. In the Bind distinguished name (DN) text box, specify the necessary information.
This setting identifies a specific user in the LDAP directory that isto be used by the
WebSphere server when binding with the LDAP server. This setting may be the same user
as used to start the WebSphere server or some other user defined in LDAP. It is specified
as adistinguished LDAP name. Contact your local system administrator for the proper
settings.

11. Inthe Bind password text box, type the password for this user.
Thissetting isthe password for the SIMULIA Execution Engine user you created previously.
The remainder of the settings can be left asis.

12. Click Apply to save the LDAP settings.
You may have to scroll down to see this button.

13. At the top of the right side of the console, click Test connection.

A message appearsif the test was successful. If WebSphereisunableto validatethe LDAP
settings, carefully check the spelling and case of all entries.

14. Click OK.

You are returned to the Global security screen.

Setting Global Security Options and Assigning the User Role

After establishing the connection with an LDAP server, you need to set the WebSphere global
security option to enable client authentication for the applications.

In addition, you need to define which users (or groups of users) are allowed access to the
web-based applications. If users are not explicitly given access via security roles, as described
below, they will not be able to access the applications.

1. Click Enable administrative security.

2. Verify that Enable application security is selected.

3. Clear (uncheck) Use Java 2 security torestrict application accessto local resources.

4. From the Available realm definitionslist, verify that Standalone LDAP registry is
selected.

5. Click Apply.

6. Ontheleft sideof the console (under Applications/ Application Types), click WebSphere
enterprise applications.

7. Inthe Name column, click one of the following links, based on the application you are
configuring:
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e webtop_war
e webdashboard_war

8. Inthe Detail Properties area on the right side of the console, click Security roleto
user/group mapping.

The mapping information appears.
9. Click the check box to the left of the fiperuser security role.

10. Click Map Groups.

] - . .
~7 Note: Individual users can be added to a security role by clicking the check box
next to the role name and clicking the M ap User s button.

The M ap user s/groups screen appears.
11. Click Search.
A list of known groupsin the LDAP directory appears.
12. Select agroup or multiple groups.
13. Copy the groupsto thelist on the right side by clicking theﬂ button.

You can also remove groups using the ﬂ button. Contact your local system administrator
for more information on the groups that you should be using.

14. Click OK.

You are returned to the Security role to user/group mapping screen, and the group you
selected is now listed in the Mapped groups column.

15. For the WebDashboard only, repeat step 9 through step 14 for the fiperadmin role.

/ 4 Note: Groups mapped to the fiperadmin role have access to more WebDashboard
features than those groups mapped to the fiper user role. For more information, see
Using the WebDashboard.

16. Click OK.
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Exchanging the SSL Certificate

Thefinal step in setting up security for your application isto exchange the SSL certificate,
which involves instructing WebSphere to automatically retrieve host, port, and alias settings
from the signer certificate.

1.
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10.
. Restart the WebSphere server that is running the WebTop/WebDashboard.

On the left side of the console (under Security), click SSL certificate and key
management.

Inthe Related Itemsareaontheright side of the console, click Key storesand certificates.
In the Name column, click NodeDefaultTrustStore.

Inthe Additional Propertiesarea, click Signer certificates.

Click Retrieve from port.

Type the following information in the corresponding text boxes:

Host: The host name of the SIMULIA Execution Engine computer.

Port: The secure port number of the SIMULIA Execution Engine WebSphere instance.
For more information on determining this port number, see Sarting WebSphere and
Determining Server Port Numbers.

Alias: The host name of the SIMULIA Execution Engine computer.
Click Retrieve signer infor mation.

Information appears near the bottom of the right side of the console.
Click OK.

Save the configuration.
Log out of the WebSphere Integrated Solutions Console.

For more information, see Restarting WWebSphere with Security Enabled.

The configuration is compl ete.

Configuring the Application in the Same Profile

This section describes how to configure the WebTop or WebDashboard when it is running on
the same system as the SIMULIA Execution Engine and in the same WebSphere profile.

/ 4 Note: Itisrecommended that you run the WebTop/WebDashboard on aseparate system
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than the one running the SIMULIA Execution Engine.
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Setting JVM Properties for the Application

You must specify custom JVM properties for your installation, which vary for the WebTop
and WebDashboard.

1.
2.
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On the left side of the console, click Servers.
Click Server Types.

Additional options appear.

Click WebSphere application servers.
On theright side of the console, click server1.

In the Server Infrastructure area on the right side of the console, expand Java and Process
M anagement.

Click Process definition.

In the Additional Properties area, click Java Virtual Machine.
In the Additional Propertiesarea, click Custom properties.
Click New.

. In the Name text box, type one of the following entries, based on the application you are

configuring:
e fiper.webtop.parmfile

e fiper.webdashboard.parmfile

. Inthe Value text box, type one of the following entries, based on the application you are

configuring:
* <see_install dir>\config\webtop.properties

* <see _install dirs\config\webdashboard.properties

On Linux, use aforward slash “/” in the entry (instead of a back slash “\").

. Click OK.
. Perform one of the following actions, based on your SIMULIA Execution Engine security

level:

* No security: Continue to Editing the Properties File.
* Security enabled: Continue to Assigning the User Role.
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Assigning the User Role

You need to define which users (or groups of users) are alowed access to the web-based
applications. If users are not explicitly given access via security roles, as described bel ow,
they will not be able to access the applications.

1. Under Applications/ Application Typeson theleft side of the console, click WebSphere
enterprise applications.

2. Inthe Name column, click one of the following links, based on the application you are
configuring:

e webtop_war
e webdashboard_war

3. Inthe Detail Properties area on the right side of the console, click Security roleto
user/group mapping.

The mapping information appears.
4. Click the check box to the left of the fiperuser security role.

5. Click Map Groups.

] o . .
~7 Note: Individual users can be added to a security role by clicking the check box
next to the role name and clicking the M ap User s button.

The M ap user s/groups screen appears.
6. Click Search.
A list of known groupsin the LDAP directory appears.
7. Select agroup or multiple groups.
8. Copy the groupsto the list on the right side by clicking theﬂ button.

You can also remove groups using the ﬂ button. Contact your local system administrator
for more information on the groups that you should be using.

9. Click OK.

You are returned to the Security roleto user/group mapping screen, and the group you
selected is now listed in the Mapped groups column.

10. For the WebDashboard only, repeat step 4 through step 9 for the fiperadmin role.
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%
Note: Groups mapped to the fiperadmin role have access to more WebDashboard
features than those groups mapped to the fiper user role. For more information, see
Using the WebDashboard.

11. Click OK to save your changes.

12. Near the top of the right side of the WebSphere console, click Save to save your
configuration.

13. Log out of the WebSphere Integrated Solutions Console.

Editing the Properties File

You may need to verify or edit the webtop . properties fileor
webdashboard.properties filefor proper operation of the application.

The WebTop and WebDashboard read certain installation and SIMULIA Execution Engine
connection information from apropertiesfile. In some casesthisfile may be properly configured
during the installation, especially if the WebTop/WebDashboard is running on the same
machine asthe SIMULIA Execution Engine. However, you should verify that thisinformation
is correct regardless of your deployment strategy.

1. Navigateto the following directory in your SIMULIA Execution Engine installation:
<SEE install dir>/config/

2. Open one of the following files, based on the application you are configuring, in the text
editor of your choice:

* webtop.properties

* webdashboard.properties
3. Locateone of thefollowing entriesin thefile, based on the application you are configuring:
e fiper.webtop.acs.cprfile=

e fiper.webdashboard.acs.cprfile=

4. Verify that the path following the = sign pointsto the . cpr filethat will be used to connect
to the WebTop/WebDashboard (the . cpr filethat matchesthe SIMULIA Execution Engine
that will be used by the WebTop/WebDashboard).

For example:

C:\SIMULIA\ExecutionEngine\5.9\config\seehost.cpr
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5.

Important: You need to make sure this connection profile exists on the system
running the WebTop/WebDashboard. For more information, see Creating the
Connection Profile File. Furthermore, it is recommended that you verify that the
connection profileworks correctly by connecting to the SIMULIA Execution Engine
with any SIMULIA Execution Engineinterface (for example, aSIMULIA Execution
Engine station or the Dashboard).

Inthewebtop.properties file only, you must specify alocation for the working
(temp) directory for the WebTop application. Find the following linesin thisfile:

#Defines temp work directory for WebTop, must be writeable
#fiper.system.temp=c:/temp/webtop

Removethe # inthe fiper.system. temp lineto uncomment it, and replace c : /
temp/webtop with apath that can serve as aworking directory that the WebTop
application can write temporary filesto. Be sure that the directory/folder that you specify
is not subject to automatic cleanup on Linux systems.

If the SIMULIA Execution Engine and WebTop applications are accessing the samefile
system, it isrecommended that you configure different working (temp) directoriesfor each
application.

Save and close the file.

Restart WebSphere. For more information on stopping and restarting WebSphere, see
Restarting the SMULIA Execution Engine in WebSphere.

Verifying the Installation

Once you have deployed and configured the WebTop/WebDashboard application, you need
to verify that the application is running correctly and can be accessed. Since both the WebTop
and WebDashboard run in aweb browser, you access them using a URL that is specific to
your SIMULIA Execution Engine environment.

About the Application Port Number and URL
The WebTop and WebDashboard are both accessed by using a URL in aWeb browser. This
URL variesbased on the application aswell asyour SIMULIA Execution Engine environment.
Before you verify that the application is working correctly, you need to determine your port
number and application namein your URL.
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Your URL will appear similar to one of the following examples, based on the application you
areusing:

http://hostname:9080/webtop
http://hostname:9080/webdashboard

The webtop and webdashboard portions of the URL s represent the Context root string
provided during the deployment of the WebTop/WebDashboard (in Deploying the Web-Based
Applications). If you specified something other than the recommended setting, you should use
that customized setting in your application URL.

The port number—in these examples, 908 0—is dependent on the installation of WebSphere
and could be different, especially if more than one WebSphere installation is present on the
system or you are using multiple WebSphere profiles. You can confirm the port number by
checking the WC_defaulthost port setting under Servers/ Application servers/ serverl/
Portsin the WebSphere console for the WebTop/WebDashboard (not the console for the
SIMULIA Execution Engine).

Viewing the Application

Once you have determined the correct URL for accessing your web-based application, you
need to verify that it appears correctly in aweb browser. If the application appears correctly,
you can begin using it immediately.

1. Open aweb browser, and specify the appropriate URL for the application you want to
view.
For more information on determining this URL, see About the Application Port Number
and URL.

2. Verify that the application appears.
The WebTop login page is shown below.

SIMULIA Execution
> . N
B3 SIMULIA Engine Login

jis}

Password

Login

Note: if SIMULIA Execution Engine WebTop is left idle, a new login will be required
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3. If desired, you can begin using the application.

For moreinformation about using the WebTop, seethe SSMULIA Execution Engine WebTop
Guide. For more information on using the WebDashboard, see Using the WebDashboard.
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Using SIMULIA Execution Engine
Interfaces

This section describes the interfaces that a system admistrator can use to control and monitor
the SIMULIA Execution Engine and the SIMULIA Execution Engine stations. Theinterfaces
include the station itself, the Dashboard, the WebDashboard, and the Command Line Client.
These interfaces are intended for use by system administrators who install and maintain the
SIMULIA Execution Engine system.

Alternatively, the SIMULIA Execution Engine WebTop interface isintended for use by Isight
end-users who will perform basic operations such as running models and viewing results.
These end-users should refer to the SMULIA Execution Engine WebTop Guide.

System administrators should refer to Configuring the WebTop or WebDashboard for the
SIMULIA Execution Engine for details about configuring and starting the WebTop or
WebDashboard.

Using the SIMULIA Execution Engine Station

SIMULIA Execution Engine stations are computers on the network that have been registered
with the SIMULIA Execution Engine to provide services to the system and to handle the
execution of workitems. The station software consists of aframework for receiving workitems,
communicating with the library, executing components, and returning results.

The SIMULIA Execution Engine station is along-running process that performs work on
behalf of the SIMULIA Execution Engine. An instance of the station must be run on any
computer that isto act as part of the distributed and parallel execution environment.

The SIMULIA Execution Engine station is a multithreaded Java application that can handle
many concurrent requests. For an overview of the complete SIMULIA Execution Engine
system, including stations, see About the SIMULIA Execution Engine Environment.

You can customize the operation of a SIMULIA Execution Engine station using the
station.properties fileor by using the equivalent command line arguments when you
start the station. See Configuring SIMULIA Execution Engine Station Properties for more
details.
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About the SIMULIA Execution Engine Station Interface

The SIMULIA Execution Engine station interface shows you various items including status
information and logging status.

146

The station interface appears similar to the example below.

& Tsightdev0SwinZksplp [_To[=]

Station name [isightdev05winzkepip

Temp dir [DasMULIAE: i inzkaplp

Affinity HoskISIGHTDEVOSWINZKSPLP O5=WINDOWS O5Name=WINDOWS...
Station Log

Detail level |  Glear Status [ Auto-scroll

<System><Info> 1/30/14 6:21:49.990 PM: SIMULIA Execution Engine 4
<3ystemr<Info» 1/30/14 6:21:50.012 PM: DRM mode is FIPER
<System><Info> 1/30/14 6:21:56.112 PM: Using connection profile
<system><Info> 1/30/14 6:21:56.799 FM: Connected to SIMULIL Exes
<Systemr<Info> 1/30/14 6:21:56.814 FM: No symbolic root directo
<3ystemr<Info> 1/30/14 6:21:56.814 PM: ration
<System><Info> 1/30/14 6:21:56.614 PM: Sration
<Systew-<Info> 1/30/14 §:2L:56.814 FM: Comp
<Systemr<Info> 1/30/14 6:21:56.814 PM: Stat:
<3ystem»<Info» 1/30/14 6:21:56.830 PM: Recei

4] | »

Shutdown Renew Lease 0160 devl5-531-WLS (seeadmin)

This interface provides you with the following information and options:

The name and working directory of the station.

Any affinities that are defined for the station, including predefined affinites. See About
Sation Affinities for more information.

The Detail level list allows you to filter the information that is displayed in the Station
L og area. The following logging levels are available: Debug, I nfo, Warning, Error, and
SysError. See About Log Message Detail Levelsfor moreinformation.

The Clear button allows you to clear the text displayed in the Station L og area.

The Status button provides you with station information, such as the number of threads
used and available, the number of workitemsin progress, and the avail abl e station memory.

When activated, the Auto scroll option automatically displaysthe most recent text messages
in the Station Log area.

The Shutdown button closes the station interface and stops all associated processes. See
Shutting Down a SIMULIA Execution Engine Station for more information.

The Renew L ease button forces the station to report its status to the SIMULIA Execution
Engine. This notification processletsthe SIMULIA Execution Engine know that the station
isgtill functioning properly, which helps eliminate long delays associated with attempting
to contact a nonfunctional station. This processis performed automatically after a certain
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period of time as defined by the fiper.station. leaseinterval property inthe
station.properties file. For more information on this setting, see Lease Interval.

Thenumbers next to the SIMULIA Execution Engine connection button (in thelower-right
corner of theinterface) show the number of busy threads, the maximum number of threads,
and the number of active threads.

Thelower-right corner of theinterface displaysthe SIMULIA Execution Engine connection
information. The name of the SIMULIA Execution Engine and the user name (if security
is enabled) are displayed. Clicking this button displays additional station informationin a
separate dialog box.

About Log Message Detail Levels
The SIMULIA Execution Engine provides system monitoring and debugging information in
log files, like al Java enterprise applications. You can filter the amount of information that is
logged, choosing more or less details.

You can choose any of the following settings:

Debug. These messages are intended for debugging system or component code. Typically,
these messages are meaningful only to the program developers. This level can produce a
large quantity of messages, which can affect system performance. Thisoption isthe lowest
level, providing the most information. Using this setting will send all types of messages
to your log file: debug, informational, warning, error, and system error.

I nfo. These messages contain routine status or other informational items that are not
generally significant. Choosing this setting will provide al 1 nfo messages aswell as all
Warning, Error, and SysError messages.

War ning. These messages indicate a condition of which the end user should be aware but
do not generaly indicate afailure. Choosing this setting will provideall War ning messages
aswell asall Error and SysError messages.

Error. These messages indicate an error condition that was caused by the end user,
operational data, or some other condition that can be corrected. Choosing this setting will
provide all Error messages aswell asall SysError messages.

SysError. These messages indicate a software system failure. The message may indicate
that some part of the infrastructure has become unusable (for example, a database has gone
down), or it may indicate a programming error. These errors should be reported to system
administrators for analysis. Thisoption is the highest level, providing the smallest amount
of messages. Using this setting will send only system error messages to your log file.
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About Station Affinities
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You can define affinities to control which workitems are dispatched to a particular SIMULIA
Execution Engine station. If astation is to have specific affinity keywords associated with it,
you must include the keywordsinthe station.properties file.

Affinities are properties that SIMULIA Execution Engine stations may be declared to have.
Individual componentsin amodel may be set to have one or more affinities, so that workitems
for running these components may be dispatched only to stations declared to have matching
affinities. For example, an Excel component is preset to have the Windows affinity because
Excdl runs only on Windows; hence, the component will be executed only on astation running
on aWindows computer.

Predefined affinities include the station name, OS type, OS name, OS version, and OS
architecture. In addition to the predefined affinities, you can set custom and required affinities.

Custom Affinities

A SIMULIA Execution Engine administrator can define custom affinitiesto control workitem
dispatchesin thelocal SIMULIA Execution Engine environment. For example, if NASTRAN
runs on only one computer, a station running on that computer could be declared to have the
affinity “Nastran” sothat all workitemsfor NASTRAN jobswould automatically be dispatched
there. By default, a station has no custom affinities.

Required Affinities

A SIMULIA Execution Engine administrator can define required affinities for stations. For
example, you can define arequired affinity so that only NASTRAN jobs will be dispatched
to the station running on the computer with NASTRAN.

A required affinity becomes aprecondition to aworkitem to be dispatched to the station. Thus,
only components with that affinity will be sent to that station. To define arequired affinity in
thestation.properties file adda“+" beforetheaffinity. A required affinity isindicated
by a +affinity entry in the propertiesfile.

For example, suppose you have asingle SIMULIA Execution Engine station with APPL_X
instaled. If you only define anormal affinity for APPL_X on that station, you can then use
that affinity in your SIMULIA Execution Engine model to make sure that the component that
runsthat application—for example, aSimcode component—will get dispatched to that station.
Thisis normal affinity behavior. However, this does not prevent other, unrelated work from
a so being dispatched to your APPL_X station; for example, other task, calculator, or Simcode
components. These workitems can deplete resources on this station that you may prefer be
dedicated to just running APPL_X.
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To create a SIMULIA Execution Engine station dedicated solely to APPL_X work, you can
specify the station affinity as +APPL_X. This means that not only will components with this
affinity be dispatched to this station, but components that do not have that affinity will be
excluded from being dispatched to the station.

You can aso give aSIMULIA Execution Engine station more than one required affinity.
Therefore, acomponent must have both of the required affinities to run on that station.

Station Status Reporting in the Dashboard and WebDashboard

The Dashboard and WebDashboard show the current status of any stations connected to the
SIMULIA Execution Engine.

The possible status conditions are:

* Running: The station is active and either processing workitems or ready to accept new
workitems.

* Quieting: The shutdown process has been started and no more workitems can be submitted
to the station. However, the station may still have workitems left to execute before it can
safely shut down—workitems that were submitted but not completed when the shutdown
process was started. Depending on the number of pending workitems, the station may stay
in this state for along time.

» Shutdown: The station is not accepting new workitems or processing any submitted
workitems. It isinactive. Any station that has ever been connected to the SIMULIA
Execution Engine remains on thislist, so that you can easily seeif a station that should
still be active has become inactive.

« Unknown: A station may bein this state when the connection to the station has been lost
or astation isin the process of reconnecting after the SIMULIA Execution Engine has
been stopped and restarted. The station will remain in this state until it reconnects with the
SIMULIA Execution Engine to report its status or the station is determined to be in the
shutdown state.

About Running Multiple Stations on a Single Host Computer

In most cases you should install only one instance of the SIMULIA Execution Engine station
on asingle computer. You can, however, install and run more than one if desired.

In general, asingle SIMULIA Execution Engine station manages all the resources of asingle
computer, including running multiple simultaneous simulation process flows. The station
adjustsitsworkload level automatically for multiple CPU systems. For information on manually
adjusting the concurrency (loading) level of the computer, see Concurrency Limit.
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It may be desirable in some cases to run multiple SIMULIA Execution Engine stations on the
samephysical computer. In this case each station must have adistinct station name. By default,
the station name is the host computer name; however, the station name can be specified
manually. To manually specify the name, see Sation Name.

Unique namesare required even if the stations are connecting to different SIMULIA Execution
Engine servers. Only one station on acomputer can be configured to run as a service/daemon;
the others must be started manually.

Starting a SIMULIA Execution Engine Station

For a station to be useful, the SIMULIA Execution Engine must be running on a server on
your network, and the SIMULIA Execution Engine library must be prel oaded with the basic
system metamodel s (components).

For more information, see Publishing to the Library.

You can start a station from the command line or from the Start menu on Windows. You can
also start the station in console mode, in which you set the connection profile and login
information from the command line.

Starting a Station

You can start aSIMULIA Execution Engine station from the command line or from the Start
menu in Windows. You must connect the station to a SIMULIA Execution Engine using a
connection profile.

1. Start the station using one of the following options:

« Windows: Click the Start button, point to All Programs/ SIMULIA Execution
Engine x.x, and click Station.

* From a command prompt, navigate to the SIMULIA Execution Engine installation
directory (if necessary), and execute one of the following commands:

- Windows: <SEE_install dirs\os dir\code\bin\station.exe
- Linux: <SEE_install dirs>/os dir/code/bin/station

Note: There are numerous command line options available with the SIMULIA
Execution Engine station. For more information, see Sation Properties/Arguments
Quick Reference. You can also view the command line options by running stat ion
-help at the command line.

The Logon Station dialog box appears.
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2. Perform one of the following actions:

» Toconnect to apredefined SIMULIA Execution Engine, select the desired profilefrom
the Connection profilelist.

« |If you want to alter an existing profile, select it from the Connection profilelist, and

click the =) button. The Profile Editor dialog box appears, allowing you to change
the profile settings.

 |If the connection profile you want to use is not present in the list, you can create one
by clicking the(L2) button. The Profile Editor dialog box appears.

For complete information on this process, see Creating the Connection Profile File.

3. Specify auser ID and password in the corresponding text boxes.
4. Click OK.

The Station dialog box appears.

5. Verify that no error messages appear in the Station L og area of the interface. If no errors
appear, the station is ready to be used by the SIMULIA Execution Engine.

6. Verify that the name of the SIMULIA Execution Engine appears in the lower-right corner
of the dialog box. You can click thisareato view detailed information about the SIMULIA
Execution Engine connection.

Starting a Station in Console Mode

You can set up the station to start and log on using console mode. In this mode you set the
connection profile and login information from the command prompt.

1. Open aCommand Prompt dialog box (terminal window on Linux), and navigate to one of
the following directories, based on your operating system:

* Windows: <SEE_install dir>\os_dir\code\command\

* Linux: <SEE_install dir>/os_dir/code/command/

2. Type one of the following commands, based on your operating system:
e Windows. station.bat logonmode:console

(Besurenottouse station.exe)

e Linux: station logonmode:console
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If you are starting the station using te lnet or other environments wherethereisno display
available, add the nogui : true option to the command line shown above. This option
also suppresses the entire station interface, allowing the station to execute on a system
using no display.

You are prompted for your SIMULIA Execution Engine connection profile.

. Enter your desired profile. For example, type:

seecomputer.cpr

. Enter your user name and password.

A Important: The password is not hidden. It can be viewed by anyone.

If you used thenogui : t rue option, a message appears indicating that the station is
running. You must leave this Command Prompt dialog box (terminal window) open to
keep the station operational. To shut down the station at alater time, usethe CTRL+C
keyboard command.

Shutting Down a SIMULIA Execution Engine Station

You can manually stop an active station.

1. Display the station dialog box on your screen, if it isnot visible.
2. Click Shutdown.

This action closes the station interface and stops all associated processes.

. |f the station does not shut down in areasonable amount of time, click the Force button

to force it to shut down within afew seconds. This action will prematurely kill any
workitems in progress on the station.

Restarting a SIMULIA Execution Engine Station Remotely
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Several interfaces give you the ability to stop and restart a station remotely. Thisfeatureis
useful sinceit allows you to essentially reboot a station without accessing the computer that
isrunning the station.

Thisfeature doesnot allow you to restart astation that has been completely stopped (shutdown).
It only allows for an immediate stop/restart of the station.

The following restrictions and limitations should be noted when using this feature:
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» Restarting astation that wasinitially launched with an interactive logon will alwaysrequire
manual logon from the computer when the station is running.

» Non-responsive, non-running stations (in the shutdown state) and stations using the LSF
DRM option are not supported.

Before remotely restarting a station, you must ensure that the logon settings (user name,
password, and connection profile) will be provided using one of the following methods:

» Using station property file settings (as described in Configuring SSMULIA Execution Engine
Sation Properties)

» Using command line arguments (as described in Configuring SSIMULIA Execution Engine
Sation Properties)

*  Specifying information at the prompt when the station isinstalled as a service. For more
information on running the station asaservice, seeInstalling a SMULIA Execution Engine
Sation as a Service (Windows) or Installing a SSMULIA Execution Engine Station asa
Service Manually (Linux).

You can restart a station in any of the following ways:

» Inthe Dashboard, right-click on any station in the station list and choose either Restart
selected stationsor Restart all stations.

* Inthe WebDashboard, click on any station name in the station list. In the new screen that
appears, click Restart.

* Inthe Command Line Client, usethe restartstation command. See Using the
Command Line Client in the Isight User’s Guide for complete information.

Configuring SIMULIA Execution Engine Station Properties

You can customize the operation of a SIMULIA Execution Engine station using the
station.properties fileor by using the equivalent command line arguments when you
start the station.

When astation starts, it readsthe stat ion . properties fileand configuresitself according
to the property settings. If you include command line arguments when starting the station, the
arguments override any settingsinthe station.properties file.

The command line options can be used in any order and in any combination. If you use more
than one command line argument, and two are in conflict with each other, the later argument
overrides the earlier one.
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Thestation.properties fileislocated in the following directory of the SIMULIA
Execution Engine installation:

<see install dir>/config/station.properties

Thefile can be opened and edited using any text editor. When setting a property, be sure to
remove the # character at the beginning of the line. All of the properties defined in the
station.properties file (and their command line equivalents) are optional. All file
pathsinthe stations.properties file(andtheacs.properties file) must include
the forward slash on both Linux and Windows operating systems.

When you are configuring WebSphere, you can use the forward slash or back sash on Windows
operating systems.

For aquick referencelisting of all station properties and command line arguments, see Sation
Properties/Arguments Quick Reference. Detailed descriptions of each property and argument
are provided in succeeding sections—use the cross-reference links given in the quick reference
table for each.

Station Properties/Arguments Quick Reference

The table below provides a quick reference for the station properties and command line
arguments, with links to each individual description. The station.properties fileaso
contains information and instructions.

Station Properties and Command Line Options

station.properties entry Equivalent Command Line Argument | Full Description

fiper.station.affinity affinity:<affinity_name> Affinities

fiper.station.allowedusers allowedusersi<list_of_users> Allowed Station Users

fiper.station.concurrency

fiper.station.description

fiper.station.jms.persistent

fiper.station.leaseinterval

fiper.station.logfile

fiper.station.loglevel

concurrency.< number >

desc:<text_string> or “<text_string>"

not available

|easeinterval :< minutes>

logfile:<log_file_name>

loglevel:[debug]infojwarn|error|syserror]

Concurrency Limit

Sation Description

Persistent IMS Messaging

Lease Interval

Log File Location

Default Logging Level
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station.properties entry

fiper.station.maxquiescetime

fiper.station.name

fiper.station.nogui

fiper.station.retrydelay

fiper.station.runas

fiper.station.savel ogOnError

fiper.station.serviceconfigfile

fiper.station.tempdir

fiper.station.workdir

fiper.logon.prompt

fiper.logon.profile

fiper.logon.prop.user

fiper.logon.prop.pw

fiper.grid.ssh.configfile

fiper.file.RootA

fiper.security.station.domain

Equivalent Command Line Argument | Full Description

not available

name:< station_name>

nogui:[trueffal s

not available

not available

not available

serviceconfigfile:<filename>

tempdir:<directory>

not available

logonprompt:[yes|no]

profile:<cpr_filename>

user:<username>

pw:<password>

not available

not available

not available

fiper.security.substation.cache.size | not available

fiper.security.subgtation.idletimeout | not available

Shutdown Timeout Command

Sation Name

Running a Station Without a GUI

Windows Service Retry Delay

Sation-Specific Run-As Behavior

LSF Sation Error Logs

Windows Service Configuration File

Temporary Directory

Working Directory

Logon Prompt

Connection Profile

User Name

Password

Grid Distributed Execution

Shared File System Symbolic Root
Directories for File Parameters

Security Domain for Run-As Mode
onWndows

Substation Cache Sze

Idle Substation Timeout
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station.properties entry Equivalent Command Line Argument | Full Description

not available configfile:<filename> or @filename Configuration File of Command
Line Arguments

not available -help Command Line Argument Help

not available localex<locale_string> Locale

not available logonmode:[ GUI [consol €] Logon Mode

not available service:[stop|start] Sarting the Sation as a Windows
Service

not available unix_user:<user_id> Linux User for Extended Grid
Credentials

not available unix_pw:< password> Linux Password for Extended Grid
Credentials

not available win_user:<user_id> Windows User for Extended Grid
Credentials

not available win_domain:<domain_name> Windows Domain for Extended Grid
Credentials

not available win_pw:<password> Windows Password for Extended

Grid Credentials

Station Name

This property allowsyou to arbitrarily nameaSIMULIA Execution Engine station. By defaullt,
the name is taken from the loca IP host name.

Every station must have aname so that the SIMULIA Execution Engine can identify all stations
connected to it. Station names also allow users to set component affinities to force certain
componentsto run only on certain stations. It is possible to run multiple SIMULIA Execution
Engine stations on one computer only if they have unique names.

e Property name fiper.station.name=<station name>
e Command line argument: name : <station_name>
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Important: Do not use this property to change the name of a station when using L SF.
You must use the default station name.

Station Description

This property allows you to enter adescription of the station, which appearsin the Dashboard
interface.

* Propertyname fiper.station.description=<text_string> or"“ <text_string>"

e Command lineargument: desc : <text_string> or “ <text_string>"
If the description contains spaces, you must surround it with quotation marks.
Command line examples:

station desc:FiperStationl
station desc:“Station Number One”

Allowed Station Users

Thisproperty allowsyou to specify the usersthat can accessthe station. Thelist should consist
of user names separated by commas. By default, thisproperty valueisblank, allowing all users
to access the station.

* Property name fiper.station.allowedusers=<Iist of users>

e Command lineargument: allowedusers:<list_of users>

Command line example:

station allowedusers:seeadmin, joeuser

Affinities

This property is used to specify custom affinities for the station. The value is one or more
affinity keywords, separated by spaces.

* Property name fiper.station.affinity=<affinity_name>
* Command lineargument: affinity : <affinity_name>

See About Station Affinities for more information about station affinities.
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Property file example:

fiper.station.affinity=DAEMON CFD

Command line example:

station affinity:Word

You can use multiple af £ inity arguments to specify more than one affinity. Alternatively,
you can use one argument with the keywords separated by spaces and enclosed in double
guotation marks. For example:

station affinity:CFD affinity:DOCS

or

station "affinity:CFD DOCS"

Lease Interval

Stations are required to periodically report their status to their SIMULIA Execution Engine.
This notification process lets the SIMULIA Execution Engine know that the station is still
functioning properly, which helps eliminate long delays associated with attempting to contact
anonfunctional station. This property alows you to specify how many minutes elapse before
the station reports its status to the SIMULIA Execution Engine. The default setting is 10
minutes. It is highly recommended that you not change this value. You can a so perform this
operation manually using the Renew L ease button on the station interface.

» Property name fiper.station.leaseinterval=<minutes>

e Command lineargument: leaseinterval : <minutes>

Command line example:

station leaseinterval:30

Default Logging Level

Stations log various messages, of varying levels of importance, to ascrolling text area on the
station interface (when running in GUI mode) and, optionally, to alog file. This property
specifiesthetypes of message displayed. Basically, you are selecting the amount of information
that you want to appear on the station interface and in the log file.
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By default, only warnings, application errors, and internal system errors are reported. When
the station interface appears, the Detail level list showstheloglevel specified by this property.

For more information about logging levels, see About Log Message Detail Levels.

e Property name:
fiper.station.loglevel=[debug|info|warn|error|syserror]

+ Command lineargument: loglevel: [debug|info|warn|error|syserror]

This setting must be aword, not a number. The debug level provides the most information,
whilethe syserror level provides the least information.

Property file example:

fiper.station.loglevel=info

Command line example:

station loglevel:error

If logging is enabled, you can set the maximum size and number of log files using these
properties:

fiper.logging.maxSizeKB

fiper.logging.numBackups

Log File Location

This property alows you to specify the name and location of the log file that the station will
generate. Theinformation in the log file is the same as the information that appears in the
station interface.

By default, the station logs are written to the following file:

{fiper.station.tempdir}/{fiper.station.name}/station.log

and backup filesstationl.log, station2.log, etc. This property lets you override
the default.

* Property name: fiper.station.logfile=<log_file hame>
e Command lineargument: logfile:<log file name>
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Give the full path to the desired directory, plus the file name; for example:

station logfile:/logs/station log.txt

Temporary Directory

Stations often write temporary files while executing SIMULIA Execution Engine jobs. This
property names the path/directory where the temporary files are written.

* Property name: fiper.station.tempdir=<directory>
* Command line argument: tempdir : <directory>

Command line example:

station tempdir:c:\simulia\Execution Engine\5.9\station_ tmp\

If you are using the Run-As mode, the default temporary directory should be a directory that
isaccessibleto al users. For example:

* Windows. c:\temp\

* Linux: /var/tmp/

Thedirectory you specify must be on a disk with sufficient free spaceto hold all filesthat will
be written by SIMULIA Execution Engine jobs. The default location for this directory isthe

user's temporary directory (Windows) or is defined by the TMPDIR environment variable
(Linux).

By default, the station logs are written to the following file in the temporary directory:

{fiper.station.tempdir}/{fiper.station.name}/station.log

and backup filesstationl.log, station2.log, €tc.

Working Directory

The working directory is used by the station to store working files. If you do not specify a
working directory, the temporary directory (fiper.station. tempdir) isused instead.

Temporary file systems are often subject to periodic automatic cleanup. Thisisnot appropriate
for the directory specified by fiper.station. tempdir, butitisappropriate for
fiper.station.workdir. If astation isrunning in an environment wherethereisonly
alittle disk space available on non-temporary file systems and a great deal of space available
on temporary file systems, fiper.station. tempdir should point to adirectory on a
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non-temporary file systemand fiper.station.workdir should point to adirectory on
atemporary file system.

* Property name: fiper.station.workdir=<directory>
e Command line argument: not available

Property file example:

fiper.station.workdir=/scratch/SEE/stationwork

If you are using Run-As mode, the working directory should be accessible to all users. The
working directory must be on a disk with sufficient free space to hold all working files that
will be written by SIMULIA Execution Engine jobs.

Running a Station Without a GUI

This property controlswhether stations are run with or without agraphical user interface (GUI).
With aGUI, al log messages are displayed on the GUI, in the dialog box. Without a GUI, the
log messages are written to standard output or to the log fileif oneis named.

When running a station without a GUI on Windows, the station should be started with the
command station.bat instead of station.exe. Usingthe correct file allows the user
to be prompted for logon credentials and to see station messages in the command window
where the station is started. To shutdown the station, press Ctrl-C in the command window.
If station.exe isused to start the station, it is run as a window-less background process,
and the user will not be able to supply logon credentials or stop the station.

* Property name fiper.station.nogui=[true|false]
» Command lineargument: nogui: [true|false]

By default, a station runsin GUI mode.

Logon Mode

Thisargument allows you to determine if the logon prompt appearsin GUI mode (the defaullt)
or through a console (command line).

* Property name: not availablein station.properties file
» Command lineargument: logonmode : [GUI | console]
Thisargument is useful for starting a station through a remote session (such as telnet) where

thereis no GUI capability. When it is used, you will be prompted to log on using promptsin
the command line interface.
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Command line example:

station.bat logonmode:console

On Windows, this argument only works with the station.bat executablefile.

Logon Prompt

This property alows you to specify whether the L ogon dialog box appears when the station
is started.

If you use this property to prevent the L ogon dialog box from appearing, you must specify a
profile name, user name, and password using the corresponding properties or command line
arguments—see Logging Into a Station Without Prompt. Failure to specify thisinformation
will cause the station to start incorrectly.

» Property name: fiper.logon.prompt=[yes |no]

» Command lineargument: logonprompt : [yes |no]

The default value of this property isyes.

Connection Profile

This property allows you to specify the connection profile (. cpx fil€) that the station will use
when it starts.

* Property name: fiper.logon.profile=<cpr_filename>

e Command lineargument: profile:<cpr_filename>

If you specify only this command line argument, the L ogon dialog box will appear and you
will have to specify the name and password for the connection profile.

Command line example:

station profile:see.cpr

If you receive an error that the connection profile cannot be found, use the full path to the
. cpr file. For example:

station profile:c:\simulia\Execution Engine\5.9\see.cpr

User Name
This property alows you to specify the user that will log on to the station.
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e Property name: fiper.logon.prop .user=<username>
e Command lineargument: user : <username>

If you specify only this argument but not the 1ogonprompt : no option, the L ogon dialog
box will appear but the user name will aready be defined.

Password

This property alows you to specify the password of the user that will log on to the station.
* Property name: fiper.logon.prop .pw=<password>

e Command line argument: pw : <password>

If you specify only this argument, the L ogon dialog box will appear but the password will
already be defined.

Command line example:

station pw:beatlejuice

Linux User for Extended Grid Credentials

This argument allows you to specify a Linux user name when logging in using the extended
grid credentials for SIMULIA Execution Engine.

* Property name: not availablein station.properties file

+ Command lineargument: unix user:<user_id>

Linux Password for Extended Grid Credentials

This argument allows you to specify a Linux password when logging in using the extended
grid credentials for SIMULIA Execution Engine.

* Property name: not availablein station.properties file
+ Command lineargument: unix_pw : <password>

Windows User for Extended Grid Credentials

Thisargument allows you to specify aWindows user name when logging in using the extended
grid credentials for SIMULIA Execution Engine.

» Property name: not availablein station.properties file
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* Command lineargument: win user:<user_id>

Windows Domain for Extended Grid Credentials

This argument allows you to specify a Windows domain name when logging in using the
extended grid credentials for SIMULIA Execution Engine.

e Property name: not availablein station.properties file
+ Command lineargument: win_domain:<domain_name>

Windows Password for Extended Grid Credentials

Thisargument allowsyou to specify aWindows password when logging in using the extended
grid credentials for SIMULIA Execution Engine.

» Property name: not availablein station.properties file

+ Command lineargument: win_pw : <password>

Starting the Station as aWindows Service

This argument allows you to start the station as a service on Windows operating systems, if
the station was installed as a service.

* Property name: not availablein station.properties file
+ Command lineargument: service: [stop|start]
For more information about this type of installation, see Installing a SMULIA Execution

Engine Sation asa Service (for Windows stations) and Installing a S MULIA Execution Engine
Sation as a Service Manually (for Linux stations).

Command line example:

station service:start

Windows Service Configuration File

This property specifies the name of the service configuration file when running as a service
on Windows. Do not change this setting manually. It is set by the station installer
(installstation.bat).

e Property name: fiper.station.serviceconfigfile
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e Command lineargument: serviceconfigfile:<service _config_ filename>

For more information on thistype of installation, see Installing a SSIMULIA Execution Engine
Sation as a Service.

Windows Service Retry Delay

If astation is running as a service on Windows, you can use this setting to determine how
often the station should attempt to reconnect to the SIMULIA Execution Engineif the
connection is broken.

Thetimeis set in seconds.
* Property name fiper.station.retrydelay=<seconds>

e Command line argument: not available

Property file example:

fiper.station.retrydelay=60

LSF Station Error Logs

This property determines whether to save the station L SF log file when an error occurs, if you
are using the L SF distributed resource management (DRM) mode.

* Property name: fiper.station.saveLogOnError
e Command line argument: not available
This property can be set to true or false (the default).

Property file example:

fiper.station.saveLogOnError=£false

If this property is set to true, the station LSF log information is saved in the following file
in the temporary directory when an error occurs:
{fiper.station.tempdir}/station {LSF-job-ID}.log

See Using Distributed Resource Management with the SSMULIA Execution Engine for details
about DRM.
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Grid Distributed Execution

You can use this property to configure remote copy and remote run commands for distributed
execution. Seethe station.properties filefor instructions.

e Property name: fiper.grid.ssh.configfile
e Command line argument: not available

Concurrency Limit
This property allows you to specify the maximum number of execution threadsfor the station.

A station can run only alimited number of workitems concurrently. Oncethat limit isreached,
further workitems received must be queued until an active oneterminates. Limiting concurrency
prevents the station application from overloading the computer it is running on.

By default, the concurrency is 2 times the number of processors on the computer. It is
recommended that you do not change this setting. For more information, contact SIMULIA
Technical Support.

e Property name: fiper.station.concurrency

e Command lineargument: concurrency : <number>

Shared File System Symbolic Root Directories for File Parameters

These properties allow you to adjust how the SIMULIA Execution Engine references a shared
file system for Isight file parameters.

e Property names:
fiper.file.root .RoOOtA
fiper.file.root.RootB
fiper.file.root.RootC

etc.
e Command line argument: not available

Property file example:

fiper.file.root.RootA=/net/host/home/RootA
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When this directory path isdefined inthe station.properties file, you can create an
Isight file parameter with a path similar to

{rootA rootA/path/filename.ext}

In this exampl e the instance of Root A would be replaced with the actual path for thisfile
system.

Shared or network file systems are often named differently on different computers. For example,
auser's home directory might be /home /user on the user’s Linux workstation and /net /
host /user on other Linux workstations. At the same time, it might be mounted asH: on
the user’s Windows workstation and be available as / /host /user on other Windows
computers.

The shared file system feature of SIMULIA Execution Engine alowsiit to adjust how it
references a shared file to account for these differences. Instead of using an absolute path,
whichwill beincorrect on some computers, thefileisreferenced asapath relativeto asymbolic
root directory. On each computer, the symbolic root directory is set to the location where that
computer mounts the shared file system. Each time the file is referenced—by the Design
Gateway, Runtime Gateway, or a station—the local symbolic root value is used to build the
absolute path to the file that is appropriate for that computer.

& . i A . .
/7 Note: Thenamesof all physical directories must be written using the forward slash (/)
as a path separator, even on Windows operating systems.

Symbolic roots are used through the Design Gateway Filestab and defined using the preferences
options.

The following examples could be defined on Windows:

fiper.file.root.CFDfiles=//serverl/CDFfiles
fiper.file.root.docs=D:/Documents

For details about file parameters, see Configuring a File as the Source or Destination in the
Isight User’s Guide.

Station-Specific Run-As Behavior

By default, the SIMULIA Execution Engine station Run-As behavior follows the Run-As
configuration of the SIMULIA Execution Engine to which the station is connected. This
property can be used to force the station to run with Run-As disabled even if the SIMULIA
Execution Engine has Run-As enabled. It can also be used to force the station to run with
Run-As enabled, although the station will not run unless the SIMULIA Execution Engine has
the Run-As feature enabled.
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e Property name: fiper.station.runas
e Command line argument: not available

Property file example:

fiper.station.runas=disabled
This property can have any of the following values:

* disabled. Thisoption turns off the Run-Asfeature for the station. It isvalid only if the
Run-Asfeatureis active on the SIMULIA Execution Engine that the station is using.

e enabled. Thisoption turns on the Run-As feature for the station. It isvalid only if the
Run-Asfeatureis active on the SIMULIA Execution Engine that the station is using.

e unsecured. On Linux only, this option allows you to run a station in a Run-As
environment without specifying a password.

Security Domain for Run-As Mode on Windows

The security domain controls authentication of user credentials on the station when the station
security feature (Run-As) is enabled. By default, the domain configured in the SIMULIA
Execution Engineis used.

e Property name: fiper.security.station.domain
e Command line argument: not available

This property applies only when Run-As mode is enabled for the station.

This property applies only on Windows, and isignored on Linux. On Linux, stations always
authenticate against the domain configured by the system administrator.

Substation Cache Size
This property allowsyou to specify the maximum number of substation processesto be cached.

If the number of substation processes exceeds the substation cache size limit, the unused
processes are shut down.

By default, the cache size is 2 times the concurrency limit (see Concurrency Limit).

e Property name: fiper.security.substation.cache.size
e Command line argument: not available
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Idle Substation Timeout

Thisproperty alowsyou to specify theidle timeout period (in minutes) for substation processes.
If asubstation processisidle for longer than the timeout period, the processis shut down.
By default, the timeout is 5 minutes.

e Property name: fiper.security.substation.idle.timeout
e Command line argument: not available

Shutdown Timeout Command

The station defers shutdown until all work on the station has completed. By default, the station
waits indefinitely or until aforced shutdown occurs. Editing this property will cause all work
that is active when the timeout occurs to be abandoned and marked as failed. Changing this
setting may also cause subsequent jobsto fail. It is recommended that you do not change this
Setting.

e Property name: fiper.station.maxquiescetime

e Command line argument: not available

Command Line Argument Help

You can use -help on the command line to show a dialog box that describes all of the
command line arguments available. You can also use the following equivalent arguments to
display thisdialog box: -h, 2, or />.

» Property name: not availablein station.properties file

* Command lineargument: -help

Example:

station -help

Configuration File of Command Line Arguments

Thisargument allowsyou to read aset of other command line arguments from a specified file.
Thefile must be atext file containing command line arguments as they would normally appear
on acommand line.

» Property name: not availablein station.properties file
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e Command lineargument: configfile:<filename>

or @filename

You can use either of the two forms of this argument; they are interchangeable.

Command line examples:

station configfile:myargs.txt
station @see.txt

For example, if you have afile see . txt in your home directory that contains the following
entries:

profile:ExecutionEnginel logonprompt :no
# provide user name and password to connect
user:seeadmin pw:seeadmin

You can now start astation connected to Execut ionEnginel with thefollowing command:

station @see.txt

You can also mix and match the contents of the file with the actual command line option at
the command prompt. For example:

station @see.txt logonprompt:yes

For the examplefile see . txt shown above, this argument would show the L ogon dialog
box (1ogonprompt option) even though the file provided everything necessary and also
instructed the L ogon dialog box to not appear.

The arguments file you create can contain one or more lines. Each line can contain one or
more command line arguments. Arguments with spaces must be enclosed in single or double
guotation marks. Comments lines are allowed—any line starting with # isignored. Empty
lines are also ignored.

Locale

This argument sets the local e (language environment) for the current session. It is useful only
when testing support for alanguage. You can also use the shorter version of this argument:
-1.

* Property name: not availablein station.properties file
e Command lineargument: locale:<locale _string>
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Command line examples to set the locale to German:

station locale:de DE
station -1 de DE

Persistent JMS Messaging

Persistent IM S messaging allows the SIMULIA Execution Engine to recover running jobs
from an unexpected server shutdown due to power |oss, network connectivity interruption,
etc.

* Property name: fiper.station.jms.persistent
e Command line argument: not available

Property file example:

fiper.station.jms.persistent=true

The SIMULIA Execution Engine often communicates with stations using a Javaasynchronous
messaging infrastructure known as IMS. By default, thisinfrustructure is configured to make
abest effort at delivering every message to its intended recipients. The default value of true
changes the station side of the infrastructure configuration such that it guarantees delivery of
every message to its intended recipients. It does this by changing the message consumers to
use Durable Subscriptions on the Topics to which the station is listening.

There are also corresponding configuration entriesinthe acs . properties file

e fiper.acs.jms.persistent. Thisproperty must aso beleft setto t rue tochange
the server side of the infrastructure configuration to guarantee delivery. It does this by
changing the delivery mode on the message producers to Persistent.

e« fiper.acs.jms.ttl.Thisproperty setsthetime-to-livevalue (in minutes) for persistent
messages. The default value for this entry is 0, which means that the messages are kept in
the cache until they are successfully delivered to all known recipients.

Logging Into a Station Without Prompt

You can use aset of propertiesto automatethe SIMULIA Execution Engine station connection
and login process.

Tosetupthestation.properties fileto skip the connection profile (. cpr file) and
login screen, edit the following properties to set the values as shown:

fiper.logon.prompt=no
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fiper.logon.profile=<full path to cpr file>
fiper.logon.prop.user=<user_name>
fiper.logon.prop.pw=<user password>

Example:

fiper.logon.prompt=no
fiper.logon.profile=c:/simulia/Execution Engine/5.9/see.cpr
fiper.logon.prop.user=seeadmin

fiper.logon.prop.pw=seeadmin

You can a so use the equivalent command line arguments to accomplish the same configuration;
for example:

station profile:see system.cpr logonprompt:no user:joeschmoe
pw: joeschmoe

A
7 Important: Be sureto use forward slashes (/) in the profile path.

Using the Dashboard

The Dashboard isaprogram that displaysthe current status of the SIMULIA Execution Engine.
It lists the running stations, number of running jobs, workitems on each station, and licenses
being used by the SIMULIA Execution Engine.

To run the Dashboard on a computer other than the one containing the SIMULIA Execution
Engineinstallation, you must install the SIMULIA Execution Engine.

Alternatively, you can use the WebDashboard to perform the same operations as the Dashboard,
without needing to install the SIMULIA Execution Engine. For more information, see Using
the WebDashboard.

About the Dashboard Interface

172

The Dashboard interface shows you varied status information about the SIMULIA Execution
Engine, the stations, access control, and license usage. The Dashboard allows you to perform
various management and monitoring operations on the SIMULIA Execution Engine and the
stations.

The Dashboard below shows that two active and one inactive stations are currently associated
with this SIMULIA Execution Engine.
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& Dashboard (=3
| Stations| SIMULIA Execuiian Enpine | Arcess Control | License |
2 active stations, 0 running workitems, 0 pending 10
[ Station fame  * Status 4 Descriptian DRIM Made: ols Hest Wiorkload
station1 Running Fiper WINDOWS
station2 Running Fipar WINDOWS

station3 Shutdown Fiper WINDOWS

(B o o)

The Stationstab of the Dashboard dialog box shows information in the following columns.

e Station Name. The name of the SIMULIA Execution Engine station. By default, the station
nameisthe same asthe name of the computer running the station. However, you can change
the name as described in Sation Name.

» Status. The current availability of the station, which can be any of the following stetes:
Running, Quieting, Shutdown, or Unknown. See Sation Satus Reporting in the Dashboard
and WebDashboard for definitions of these conditions.

» Description. A text description of the station, which can be used to more easily identify
specific stations. For moreinformation on how to define a station’s description, see Station
Description.

 DRM Mode. The DRM mode used by the station: either Fiper or LSF. See Using
Distributed Resource Management with the SMULIA Execution Engine.

e O/S. The operating system of the computer running the station.
* Host. The name of the computer where the station is running.

*  Workload. How much work the station is currently performing. This measurement is
shown with a colored bar.

'//" Note: You can sort the station list by clicking any of the column headings.

SIMULIA Execution Engine Installation and Configuration Guide - WebSphere and 173
Oracle/DB2



Using SIMULIA Execution Engine Interfaces

The SIMULIA Execution Engine tab of the Dashboard dialog box shows information such
as server type, release number, and configuration properties. You can also click the All server
properties check box to view additional configuration properties of the SIMULIA Execution
Engine.

The Access Control tab of the Dashboar d dialog box lets you define and manage user access
controls. See Managing Access Control for SMULIA Execution Engine Usersfor more details.

The License tab of the Dashboar d dialog box shows you how many instances of a particular
license feature are currently being used. See Viewing License Usage Information for more
details.

Starting the Dashboard

174

You can start the Dashboard interface from the command line or from the Start menuin
Windows.

1. Start the Dashboard program using one of the following options:

e Windows: Click the Start button, point to All Programs/ SIMULIA Execution
Engine x.x, and click Dashboar d.

e From acommand prompt, navigate to the SIMULIA Execution Engine installation
directory (if necessary), and execute one of the following commands:

- Windows: <SEE_install dirs>\<os dirs>\code\command\
dashboard. exe

- Linux: <SEE install dirs>/<os_dirs>/code/command/dashboard

The L ogon Dashboard dialog box appears.

2. Select the desired connection profile from the Connection profile list.
3. Specify the user ID and password in the corresponding text boxes, and click OK.

The Dashboard dialog box appears, with the Stations tab selected.

Command Line Options for the Dashboard

You can customize the operation of the Dashboard using command line arguments when you
start the Dashboard with the dashboard . exe (or dashboard) command. The command
line arguments available are described bel ow.
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The arguments can be used in any order and in any combination. If you use more than one
command line argument and two are in conflict with each other, the later argument overrides
the earlier one.

@FILENAME

@FILENAME

Thisargument allows you to read aset of Dashboard command line arguments from a specified
file. The file must be atext file containing command line arguments as they would typically
appear on acommand line.

For example, if you had afile acs . txt inyour home directory that contained the following
entries:

profile:executionenginel logonprompt :no
# provide user name and password to connect
user:fiperacs pw:fiperacs

Then you could start a Dashboard connected to Execut ionEnginel with the following
command:
dashboard @acs.txt

You can aso mix and match the contents of the file with the actual command line option at
the command prompt. For example:

dashboard @acs.txt logonprompt:yes

Using the contents of thefile created earlier, this argument would show the L ogon dialog box
(logonprompt command) even though the file provided everything necessary and also
instructed the L ogon dialog box to not appear.

Thefileyou create can contain one or more lines. Each line can contain one or more command
line argument. Arguments with spaces must be enclosed in single or double quotation marks.
Commentslinesareallowed (any line starting with #isignored). Empty linesare also ignored.

This argument is interchangeable with the configfile argument.
-help

-help
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This argument opens a dialog box that displays all the arguments discussed in this section.
You can also use the following arguments to open thisdialog box: -h, ?, or /2

Example: dashboard -help

leaseinterval

leaseinterval : <seconds>

This argument allows you to specify how many minutes elapse before the Dashboard renews
its status with the SIMULIA Execution Engine. For more information, see Lease Interval.

Example: dashboard leaseinterval:30
locale

locale:<locale string>

This argument sets the local e (language environment) for the current session. It is useful only
when testing support for alanguage. You can also use the shorter version of this argument:
-1.

Example (German): dashboard locale:de DE

Example (German): dashboard -1 de DE
logfile

logfile:<log file name>

This argument allows you to specify the location and name of the log file that the Dashboard
will generate.

Example: dashboard logfile:\temp\dashboard log.txt
loglevel

loglevel: [debug|info|warn|error|syserror]

This argument allows you to specify the log level of the Dashboard log file. In essence, you
are selecting the amount of information that you want to appear inthelog file. The debug level
shows the most information while the syserror showsthe least. For moreinformation on these
log levels, see About Log Message Detail Levels.
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Example: dashboard loglevel:debug
logonprompt

logonprompt : [yes |no]

This argument allows you to specify if the L ogon dialog box appears when the Dashboard is
started. If you use this argument to stop the L ogon dialog box from appearing (the no option),
you must specify a profile name, user name, and password using the argumentsin thislist. If
you do not specify thisinformation, the Dashboard will not start properly.

Example: dashboard profile:acs system.cpr logonprompt :no
user:fiperacs pw:fiperacs

profile

profile:<connection profile filename>

Thisargument allows you to specify the connection profile that the Dashboard will use. If you
specify only this argument, the L ogon dialog box will appear, and you will have to specify
the name and password for the connection profile.

Example: dashboard profile:acscomputer.cpr
e . . .
" Note: If you receive an error that the connection profile cannot be found, use the full
path to the profile file. For example:

dashboard profile:c:\simulia\Execution
Engine\5.9\acs_system.cpr

pw

pw: <password>

Thisargument allows you to specify the password of the user that will log on to the Dashboard.
If you specify only this argument, the L ogon dialog box will appear but the password will
already be defined.

Example: dashboard pw:fiperacs
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unix_pw

unix pw:<password>
This argument allows you to specify a Linux password when logging in using the SIMULIA
Execution Engine extended grid credentials.

unix_user

unix user:<user id>
This argument allows you to specify a Linux user name when logging in using the SIMULIA
Execution Engine extended grid credentials.

user

user:<user id>

This argument allows you to specify the user that will log on to the Dashboard. If you specify
only this argument but not the 1 ogonprompt : no option, the L ogon dialog box will appear
but the user name will already be defined.

Example: dashboard user:fiperacs
win_domain

win domain:<domain name>

This argument allows you to specify a Windows domain name when logging in using the
SIMULIA Execution Engine extended grid credentials.

win_pw

win pw:<password>

Thisargument allowsyou to specify aWindows password when logging in using the SIMULIA
Execution Engine extended grid credentials.

win_user

win_user:<user id>

178 SIMULIA Execution Engine Installation and Configuration Guide - WebSphere and
Oracle/DB2



Using SIMULIA Execution Engine Interfaces

Thisargument allows you to specify aWindows user namewhen logging inusing the SIMULIA
Execution Engine extended grid credentials.

Viewing Connection Information

You can use the Dashboard to see network connection information for the SIMULIA Execution
Engine as well as any connected stations.

1. Open the Dashboard dialog box as described in Sarting the Dashboard.

2. Click the button in the lower-right corner that shows the name of the SIMULIA Execution
Engine (and the current user name if security is enabled).

Click the (] button to refresh the information displayed on the Dashboard. The refresh
is also done automatically every few seconds.

Viewing Station Information
You can use the Dashboard to view details about any stations connected to the SIMULIA
Execution Engine.

Beforeyou begin: Youmust havethe £ iperadmin security roleto view stationinformation.

1. Open the Dashboard dialog box as described in Starting the Dashboard.
2. Click aSIMULIA Execution Engine station namein the list near the top of the Stations
tab.

The Station Details areain the bottom area of the tab is popul ated with information about
the selected SIMULIA Execution Engine station.

Controlling Station Workitems
You can use the Dashboard to stop, pause, or resume the execution of any workitemson a
station.

Beforeyou begin: You must havethe £ iperadmin security roleto perform these operations.

1. Open the Dashboard dialog box as described in Sarting the Dashboard.

2. Click aSIMULIA Execution Engine station name in the list near the top of the Stations
tab.

3. If any workitems are listed, you can stop, pause, or resume the associated job using the
corresponding buttons.
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You can also view the details of aworkitem or select and cancel one or more workitems
(for example, aworkitem taking too long to finish or one that appears unable to finish).

Shutting Down, Restarting, or Deleting a Station

You can shut down, restart, or delete a station from the Dashboard, using the right-click
(context) menu.

Beforeyou begin: You must havethe £ iperadmin security roleto perform these operations.

1. Open the Dashboard dialog box as described in Sarting the Dashboard.

2. Right-click the SIMULIA Execution Engine station name in the list near the top of the
Stations tab. The following commands are available:

Shutdown selected station(s). This option shuts down the selected stations.

Shutdown all stations. This option shuts down al of the listed stations that are not
aready in the shutdown state.

Restart selected station(s). Thisoption allowsyou to stop and restart selected stations.
For more information on using this option, including its limitations, see Restarting a
SMULIA Execution Engine Sation Remotely.

Restart all stations. Thisoption allows you to stop and restart all stationsthat can use
this option. For more information on using this option, including its limitations, see
Restarting a SMULIA Execution Engine Station Remotely.

Delete selected station(s). Thisoption alowsyou to delete inactive (shutdown) stations
that you no longer want included in the station list.

Use these commandswith care as shutting down astation that is actively running workitems
can result in lost work.

Important: Therestart options cannot be used to simply restart stopped stations
from the Dashboard. These options essentially execute aremote station reboot—i.e.,
stopping arunning station and then restarting it remotely.

Managing Access Control for SIMULIA Execution Engine Users
You can use the Dashboard to define and manage user access controls.

Before you begin: To perform these operations, you must have the £ iperadmin security
role or you must have been added to the system administrator list. For information on how to
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add additional users as system administrators, see Managing Access Control — System
Administration.

1. Open the Dashboard dialog box as described in Sarting the Dashboard.
2. Click the Access Control tab.

3. Usethe buttons on the Access Control tab to define access information. You can add,
remove, rearrange, or clear the information on a specific subtab or on al the subtabs.

These controls are applied to each specified user for al objects that are access-controlled,
as opposed to published object and job controls, which are applied to each specified user
for each controlled object individually.

The purpose of each subtab follows from the procedure for calculating the permission
assigned to agiven user on a given controlled object. You should order the access control
assignments as follows:

1. Assignments to user U in the System Administration list, if any
2. Assignmentsto user U in the System Override lit, if any

3. Assignmentsto user U in thelist for object X, if any

4. The default assignment for all usersfor object X, if any

5. Assignmentsto user U in the System Default list, if any

6. The default assignment for al usersin the System Default list

%
Note: If thereis more than one assignment to user U in any list, the one closest to
the top of the list is used; this can occur implicitly when Groups are defined.

The access control for user U on object X iswhichever assignment can be found closest
to the top of this ordering.

A ™
Important: User names are case-sensitive.

Managing Access Control — System Administration
You use the Dashboard to fix access rights for specified users.

Before you begin: To perform these operations, you must have the £ iperadmin security
role or you must have been added to the system administrator list.

1. Openthe Dashboard dialog box as described in Sarting the Dashboard.
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2. Click the AccessContral tab, thenthe System Administration subtab. This subtab isused
to fix access rights for specified users, rights that cannot be altered by assigning rights to
those users for specific objects.

For exampl e, auser assigned the ALTER permissionin either tablewould have unrestricted
access to every published object and every job. A user assigned the REFERENCE
permission would be able to use any published model but not be able to see inside them.
Finally, a user assigned the NONE permission would be locked out of the SIMULIA
Execution Engine.

4 Note: If you want to allow additional users (other than the system administrator
defined during the initial SIMULIA Execution Engine installation) access to the
Dashboard’'s Access Control tab, add the user namesto the System Administration
subtab. The next time the users open the Dashboard, they will seethe Access Control
tab. Only users added with the ALTER permission will be able to further edit this
list of users.

The System Administration subtab has one extra function. Any user with entriesin this
tab (and only users with this characteristic) is granted access to these tabs when accessing
the Dashboard.

3. If desired, you can use any of the following subtabs:

» System Override. Thissubtab worksin conjunction with the System Administration
subtab to fix access rights for specified users.

« System Default. Thissubtabisused to assign “fallback” accessrights (rightsthat users
will have on specific objects unless they are assigned rights specifically for those
objects). These rights include the global default rights which all users will have in the
absence of any user-specific rights assignments.

e SIMULIA Execution Engine Groups. Thissubtab allows SIMULIA Execution Engine
system administrators to collect a set of user namesinto a single named entity, so that
access rights may be assigned jointly to al usersin the group. For more information
on setting group optionsfor models, see Setting Default Permissionsinthelsight User’s
Guide.

Viewing License Usage Information

You can use the Dashboard to show you how many instances of a particular license feature
are currently being used.

Beforeyou begin: You must havethe £ iperadmin security roleto perform these operations.
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1. Open the Dashboard dialog box as described in Sarting the Dashboard.
2. Click the Licensetab.

You can see how many instances of a particular license feature are currently being used
by all users using the same license or license server asthe SIMULIA Execution Engine.
Therefore, the information shown may not be specific to the SIMULIA Execution Engine
you are currently using. If more than one SIMULIA Execution Engine is using the same
license server, the license information returned will be for both SIMULIA Execution
Engines.

3. Select anitem from the License feature list.

Information about that licensefeatureisdisplayed in the areabelow thelist. Thisinformation
is current immediately after the license feature is selected from the list. However, the
information may change at any time. Click Refresh to verify that you are looking at the
most up-to-date information. This option is especially useful if you leave the Dashboard
running while performing some other task, and then return to it after a period of time.

Using the WebDashboard

TheWebDashboard isan application that displaysthe current status of the SIMULIA Execution
Engine. It issimilar to the Dashboard interface, except that it runsin aweb browser and does
not require you to install any client software.

About the WebDashboard Interface

The WebDashboard interface shows alist of running stations, the number of running jobs, the
workitems on each station, and the licenses being used by the SIMULIA Execution Engine.
It also allows you to search for a particular job using specific search criteria.

When you log in to the WebDashboard, a summary screen is displayed.
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Execution Engine WebDashboard

mmmmm

0 Active Workitem(s) Execution Engine Information

[iSightdevoswinzkapin

[Gracle Database 11g Enterprise Edition Release 11.2.0.1
[oRacLE

Build Date [2015-11-20 10:42:26

Application Server Type  [[BM WebSphere 8.x

15:01:52 17:31:52 20:01:52

Time . -
8 1 Active Job(s) 30 1 Active Station(s)

<anonymous> 4sec B fier 0/10

This screen provides an overview of the SIMULIA Execution Engine status including the
following information:

Active Workitems graph. Shows two workitems-related graphs on a single pair of axes:

Thebluelineisagraph of thetotal number of workitems dispatched to all attached stations
plotted against time.

Thered lineisagraph of thetotal number of workitemsthat can be processed concurrently
by all attached stations plotted against time. This number is calculated by adding up the
concurrency settings for each of the running stations attached to the SIMULIA Execution
Engine.

Thisishistorical data starting at the time the WebDashboard was launched (or the browser
window was last refreshed), up to amaximum of five hours. It is periodically updated with
the latest information from the SIMULIA Execution Engine.

> . . . . - : -
< Note: Thisfeatureisavailable only if you have administrative privileges.

SIMULIA Execution Engine I nformation table. Shows information such as the name
of the SIMULIA Execution Engine, the type of database used, and the application server
used by the SIMULIA Execution Engine (WebSphere or WebL ogic). You can get more

specific information as described in Viewing Details for the SMULIA Execution Engine.

Active Jobstable. Showsthe status of the jobs currently being executed (if any), the name
of the jobs currently being executed, the user executing the jobs, and how long the jobs
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e

have been running. To see additional job information and control the execution of current
jobs, see Working with Running Jobs.

> . . . . S o
7 Note: Thisfeatureisavailable only if you have administrative privileges.

Active Stationstable. Showsthe stations currently connected to the SIMULIA Execution
Engine (in either the active and shutdown state), the DRM mode, and the current workload
for each station. You can access additional station information by clicking the link that
corresponds to the station name. For more information on the options that appear when
thislink is clicked, as well as how to view more station information, see Viewing Sation

I nformation.

Note: The Active Workitems graph, Active Jobstable, and Active Stations table
automatically refresh after a set period of time (which can be determined by viewing
the progress bar in the upper left corner of each section). You can also manually refresh
all sections or an individual section using the Refresh button on the left side of the
interface.

Accessing the WebDashboard in a Browser
To view the WebDashboard, you open a particular URL in aweb browser. The URL is
determined by the system administrator who installed and configured the SIMULIA Execution
Engine and the WebDashboard.

1

Contact your SIMULIA Execution Engine administrator and verify that the WebDashboard
has been installed for the appropriate SIMULIA Execution Engine.

Open the following URL in a browser:

http://hostname: 9080/webdashboard

where hostname is the name of the system running the WebDashboard.

4 Note: The port number is dependent on the installation of WebSphere and could
be different, especially if more than one WebSphere isinstalled on the system. You
can confirm the port number by checking the WC_defaulthost port setting under
Servers/ Application servers/ server1l/ Portsin the WebSphere Integrated
Solutions Console for the WebDashboard. See About New Profile Port Numbers
for more information.
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3.

When prompted, log into the WebDashboard using a username/password combination that
isvalid for the corresponding SIMULIA Execution Engine.

Viewing Station Information
The WebDashboard allows you to view station details.

186

1
2.

Open the WebDashboard as described in Accessing the WebDashboard in a Browser.
On the left side of the WebDashboard interface, click the Stations option.

The station detail s appear. Thefollowing information is shown in the corresponding columns
on the WebDashboard:

» Status. The current availability of the station (represented by an icon) isdisplayed in
thefirst column. You can also see the status in text form by placing your mouse over
any icon in this column. The station can be in any of the following states: Running,
Quieting, Shutdown, or Unknown. See Sation Status Reporting in the Dashboard and
WebDashboard for definitions of these conditions.

« DRM Mode. The DRM mode used by the station: either Fiper or LSF. See Using
Distributed Resource Management with the SMULIA Execution Engine.

e Name. The name of the SIMULIA Execution Engine station. By default, the station
name is the same as the name of the computer running the station. However, you can
change the name as described in Sation Name.

» Description. A text description of the station, which can be used to more easily identify
specific stations. For more information on how to define a station’s description, see
Sation Description.

» Operating System. The operating system of the computer running the station, including
the operating system architecture, name, and version.

* Host Name. The name of the computer where the station is running.

»  Workload. Uses a colored bar and a scale to show how much work the station is
currently performing. The workload is displayed as the current number of workitems
being processed by the station as compared to the larger of one of the following: ten
(20) or the maximum number of workitems concurrently processed by any single station
within recent history. For example: If Station A is processing 13 workitems, Station B
isprocessing 3 workitems, and Station C is shut down, the workload barswould contain
the following numbers:

A:13/13B: /13 C: 0/13

The number of workitems being processed by a station may be larger than the
concurrency limit for that station. This scenario istrue because the number of workitems
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being processed includes process workitems that might be waiting for other workitems
to complete and are, therefore, not included in the concurrency limit for that station.

S - o :
~" Note: You can sort the station list by clicking any of the column headings.

3. (optional) Filter the displayed stations based on their state using the option on the | eft side
of the screen (under the Stations option). You can either view all stations, only those that
are active (in the Running state), or only those that are inactive (in the shutdown state).

4. (optional) Click the Refresh button on the left side of the interface to verify that you are
viewing the most up-to-date information.

/ 4 Note: Theinformation is automatically refreshed after a set period of time (which
can be determined by viewing the progress bar adjacent to the Refresh button).

5. Click agtation in thelist near the top of the tab to view workitems associated with the
selected station.

The Wor kitemslist at the bottom of theinterfaceis popul ated with the station’sworkitems.

6. If any workitems are listed, you can view the details of aworkitem by clicking the
Workitem 1D column. You can also cancel aworkitem (for example, aworkitem taking
too long to finish or one that appears unable to finish) by selecting the workitem row and
clicking Stop Selected Workitem.

Restarting or Shutting Down a Station
You can restart or shut down a station from the WebDashboard.

1. Open the WebDashboard as described in Accessing the WebDashboard in a Browser.
2. Ontheleft side of the WebDashboard interface, click the Stations option.
3. Click any SIMULIA Execution Engine station name in the list at the top of the interface

to display a screen showing more station details. This screen also gives you access to the
following options:

« Remove. This option allows you to delete inactive (shutdown) stations that you no
longer want included in the station list.

» Restart. Thisoption allows you to stop and restart a station. It isavailable only if the
station is using the Fiper DRM mode. For more information on using this option,
including itslimitations, see Restarting a SSMULI A Execution Engine Station Remotely.
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This option cannot be used to simply restart stopped stations. It is essentially aremote
station reboot (stops a running station and then restarts it remotely).

« Shutdown. Thisoption shutsdown the selected station. Itisavailableonly if the station
isusing the Fiper DRM mode. Use this option with care because shutting down astation
that is actively running workitems can result in lost work.

Viewing Details for the SIMULIA Execution Engine

You can use the WebDashboard to view information about the SIMULIA Execution Engine
configuration as well as system properties for the computer hosting the SIMULIA Execution
Engine.

Before you begin: Thisinformation is available only if you have administrative privileges.

1. Ontheleft side of the WebDashboard interface, click the Execution Engine option.

The SIMULIA Execution Engine details appear, for example server type, rel ease number,
and configuration properties.

The top portion of this screen shows information that is obtained from the SIMULIA
Execution Engine configuration. The bottom portion of this screen shows the system
properties for the computer on which the SIMULIA Execution Engineis running (as of
the time the SIMULIA Execution Engine was started).

2. Click the Refresh button on the left side of the interface to verify that you are viewing the
most up-to-date information

3. Review theinformation. By default, theinformation islimited to system properties beginning
with the string “fiper”. You can also click the All server properties check box on the left
side of the interface to view even more SIMULIA Execution Engine configuration
properties.

Working with Running Jobs

188

You can use the WebDashboard to view job information, including the current status of ajob,
and to control the execution of jobs that are executing on the SIMULIA Execution Engine.

Before you begin: Thisinformation is available only if you have administrative privileges.
1. Ontheleft side of the WebDashboard interface, click the Jobs option.
The Job details appear.

2. (optional) Click the Refresh button on the left side of the interface to verify that you are
viewing the most up-to-date information.
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> . . . . . .
/7 Note: Theinformation is automatically refreshed after a set period of time (which
can be determined by viewing the progress bar adjacent to the Refresh button).

3. Click ajobinthelist near the top of the interface.

Thelist at the bottom of the interface is popul ated with workitems related to the selected
job. It does not show completed or pending workitems.

4. If any workitems are listed, you can view the details of aworkitem by clicking the
Workitem 1D column. You can aso cancel aworkitem (for example, aworkitem taking
too long to finish or one that appears unable to finish) by selecting the workitem row and
clicking Stop Selected Workitem.

5. Click any job namein the station list at the top of the interface to display a screen showing
more job details.

The job list contains the following columns:

Description A short description of the job, as specified in the
Runtime Gateway Job Name field.

Model Name The name of the model selected for thisjob.

User Thelogin ID of the user that started the job.

Started The date/time that the job was started.

Duration The amount of time that the job has been running (as

of the last refresh).

The workitem list contains the following columns:

Workitem ID A unique D that identifiesaworkitem that is currently
running as part of the selected job.

Station Name The name of the station running the workitem.

Component Type The type of component that this workitem represents.

Dispatched The date/time that the workitem started running on the
station.

Duration The amount of timethat the workitem has been running

(as of the last refresh).

6. If desired, you can control running jobs by using the following options:

e Stop. Thisoption allows you permanently halt arunning job.
» Pause/Resume. This option alows you to temporarily stop and then restart a job.
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Searching for Jobs

190

You can search through all of the jobsin your SIMULIA Execution Engine database (your
job history) using specified criteria. This feature allows you to easily locate jobs that have
been previously executed without having to search through the entire list of jobs.

Before you begin: Thisinformation is available only if you have administrative privileges.

1. Ontheleft side of the WebDashboard interface, click the Data option.

The Data options appear. These options allow you to narrow your search for jobs located
in your SIMULIA Execution Engine database.

2. Specify thejob information criteriato useto filter your search by using any of thefollowing
options (you can use the * wildcard in these searches):

Option
User Name

Group Name

Model Name
Job Name
Job ID
Bigger than
Older than

Run Date

Job Status

Completion Code

Description
Enter the name of a specific SSMULIA Execution Engine user.

Enter the name of a Fiper Group (from thelibrary’s ACL tab) that contains the users
whose jobs you wish to retrieve.

Enter the name of an Isight model.

Enter the name of an Isight job.

Enter the ID of an Isight job.

Enter a number, and select the units indicating the minimum job size to retrieve.

Enter a number, and select the units indicating the minimum job age (based on job
start date) to retrieve.

Enter date information to filter the jobs based on the job start date.

»  Specify only asingle date to use just that date for the search.
»  Specify only a From date to search for any job that started on or after that date.

*  Specify only a Through date to search for any job that started on or before that
date.

*  Specify adate range by entering both a From and Through date.

Select from one of thefollowing job statuses: I nitializing, Started, Queued, Running,
Done, Stopping, Paused, mporting, and Created.

Select from one of the following completion codes: OK, CANCELLED, FAILED,
or SYSFAILED. For more information on the codes, see About the Job Database
Interfacein the Isight User’s Guide.

e

Note: Although you can select any combination of Job Status and
Completion Code, not all combinations make sense. If aselected combination
isincompatible, the search will not return any job data.
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3. Click Query toretrieve alist of jobs that match your search criteria. The results are
displayed in a scrollable table on the right side of the interface. Thistable includes a
summary of thetotal number of jobsretrieved, aswell asthetotal space used in the database,
on disk, and overall.

4. Click any listed job to view details and job control options. For more information, see
Working with Running Jobs.

The jobs list contains the following columns:

Description A short description of the job, as specified in the
Runtime Gateway Job Name field.

Model Name The name of the model selected for thisjob.

Model Version The version of the model selected for thisjob.

User Thelogin ID of the user that started the job.

Submission Hosthame The hostname of the machine from which the user

submitted the job. For jobs submitted via the WebTop,
the name of the web server is shown.

Db Bytes The amount of memory used by thejob in the database.

Disk Bytes The amount of memory used by the job datain folders
on the disk (not including any database files).

Total Bytes Thetotal amount of memory used by thejob, including
Db Bytes and Disk Bytes.

Deleting Non-Running Jobs

You can use the WebDashboard to del ete non-running jobs—those not currently being executed
by the SIMULIA Execution Engine—from the SIMULIA Execution Engine database.

Before you begin: Thisinformation is available only if you have administrative privileges.

1. Ontheleft side of the WebDashboard interface, click the Data option.
The Data options appear.

2. Search for job information using any combination of the options on the |eft side of the
interface. For more information, see Searching for Jobs.

3. Perform one of the following actions:

» Todelete individual non-running jobs, select the job that you want to delete, and click
Delete Selected at the bottom of the interface.
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« Todeeteal listed non-running jobs, click Delete All Found at the bottom of the
interface.

4. Click OK to confirm the deletion of the specified jobs and all associated results data.

Viewing License Usage Information

You can use the WebDashboard to view how many instances of a particular license feature
are currently being used by all users using the same license or license server asthe SIMULIA
Execution Engine.

1. Ontheleft side of the WebDashboard interface, click the License option.

The License options appear.

These options allows you to view how many instance of a particular license feature are
currently being used by all users using the same license or license server asthe SIMULIA
Execution Engine. Therefore, the returned information may not be specifictothe SIMULIA
Execution Engine you are currently using. If more than one SIMULIA Execution Engine
isusing the same license server, thelicense information returned will befor both SIMULIA
Execution Engines.

. Select anitem from the Licensefeaturelist, or select other -> enter below and specify a

license feature supported by your license server in the corresponding text box.
Information about that license feature is displayed in the large area below the list.

Thisinformation is current immediately after the license feature is selected from the list.
However, the information may change at any time. Click Query to verify that you are
looking at the most up-to-date information. This option is especially useful if you leave
the WebDashboard running while performing some other task, and then return to it after
aperiod of time.

Using the Command Line Client

192

The Command Line Client is a console (character mode) program that provides simple
text-based access to most functions of the SIMULIA Execution Engine. To run the Command
Line Client on a computer other than the one containing the SIMULIA Execution Engine
installation, you must install the SIMULIA Execution Engine software.

To enable most SIMULIA Execution Engine functionality, the library must also be preloaded
with the basic system metamodel s (components) as described in Publishing to the Library.
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The command-line client can be run in single-command mode or in prompting mode. In
single-command mode asingle command (with arguments) is supplied. The requested command
isrun, any output is displayed, and the client terminates and returns control to the shell. In
prompting mode the client acts like acommand shell itself, prompting for commands and only
terminating when the quit command is executed.

For complete information about the options available when using the Command Line Client,
see Using the Command Line Client in the Isight User’s Guide

Starting the Command Line Client

You can start the Command Line Client from the command line or from the Start menu in
Windows.

1. Start the Command Line Client using one of the following options:

* Windows: Click the Start button, point to All Programs/ SIMULIA Execution
Engine x.x, and click Command Line.

e From acommand prompt, navigate to the SIMULIA Execution Engine installation
directory, and execute one of the following commands:

- Windows: <SEE_install dirs\<os_ dirs>\code\command\
fipercmd.bat

- Linux: <SEE_install dir>/<os_dir>/code/command/fipercmd

The L ogon dialog box appears.

2. Tologon to the SIMULIA Execution Engine, first do one of the following:

» Toconnect to apredefined SIMULIA Execution Engine, select thedesired profilefrom
the Connection profilelist.

» If you want to alter an existing profile, select it from the Connection profile list, and

click the & button. The Profile Editor dialog box appears, allowing you to change
the profile settings.

 If the connection profile you want to use is not present in the list, you can create one
by clicking the(E2) button. The Profile Editor dialog box appears.

For complete information on this process, see Creating the Connection Profile File.

%
Note: You can set up the Command Line Client to allow you to log in using the
console mode. In this mode, you set the connection profile and login information
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from the command prompt. For more information on this option, see Using the
Command Line Client in the Isight User’s Guide.

3. Specify auser ID and password in the corresponding text boxes.
4. Click OK.

The Command Line Client is ready when the > prompt appears.

There are numerous commands available for thisinterface. For example, to display alist
of al jobsin the SIMULIA Execution Engine, use the following command:
jobstatus

For moreinformation on the other options available when using the Command Line Client,

see Using the Command Line Client in the Isight User’s Guide.

/ 4 Note: Thetypical command-shell editing keys can be used in the Command Line
Client: up/down arrows to recall previous commands, right/left arrows to edit a
command.

5. Type quit to exit the Command Line Client.
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Using Distributed Resource
Management with the SIMULIA
Execution Engine

This section describes how the SIMULIA Execution Engine performs distributed resource
management (DRM) with Fiper DRM, the default enterprise load-bal ancing framework provided
with the SIMULIA Execution Engine; with LSF DRM, the Platform L SF third-party product;
and with Mixed-Mode DRM, a combination of the Fiper and LSF DRM options.

Default Fiper DRM included with the SIMULIA Execution Engine

You can use Fiper distributed resource management (DRM) to control the distribution and
execution of your workload in a SIMULIA Execution Engine environment. The default DRM
system, Fiper DRM, is an enterprise load-balancing framework provided with the SIMULIA
Execution Engine and does not require any additional third-party software.

The Fiper DRM system distributes workload from the SIMULIA Execution Engine to the
SIMULIA Execution Engine stations, which must be running and awaiting work items sent
from the SIMULIA Execution Engine server. Each station is assigned a number of available
dots based on the concurrency settings, with the default concurrency for each station equal to
twice the number of CPUs. Each running work item is assigned to a specific slot on a specific
station and, in most cases, will hold the assigned slot for the duration of thework item. Certain
work items that are waiting for other work or work items not using local resources on the
station (such as design drivers waiting for subflow completion or OS Command components
running agrid plug-in) may temporarily relinquish aslot so that it becomes available for other
work. If no dotsare available on any station that matches the work item’s affinity requirements
during the server’s dispatch process, the work item will be queued on the server until an
acceptable slot becomes available.

The advantages of using the built-in Fiper DRM include very low scheduling overhead, which
is particularly valuable for fast-running work items and for mixed workflows using the
mixed-mode DRM (see Mixed-Mode DRM and the SSIMULIA Execution Engine). However,
Fiper DRM does not consider relative machine speed or dynamic scheduling parameters such
asmachineload, available memory, or available disk space when selecting astation; it considers
each available slot to be equivalent. As aresult, Fiper DRM does not always provide ideal
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scheduling for workflows containing long-running, resource-intensive work items. For such
workflows, the Platform L SF DRM option (see LSF DRM and the S MULIA Execution Engine)
or the Mixed-Mode DRM option (see Mixed-Mode DRM and the S MULIA Execution Engine)
may be appropriate.

LSF DRM and the SIMULIA Execution Engine
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You can use Platform L SF distributed resource management (DRM) to control the distribution
and execution of your workload in a SIMULIA Execution Engine environment.

The SIMULIA Execution Engine can be configured to use L SF, the third-party distributed
resource management system, to optimize the utilization of compute resources for
high-performance computing tasks. Once the system is configured, you can set L SF-specific
optionsfor individual Isight components (viathe DRM Settingstab on the Propertiesdialog
box). For more information on these component settings, see Configuring the LSF DRM
Settings in the Isight Component Guide.

Enabling the LSF DRM feature can significantly enhance the scheduling capabilities of the
SIMULIA Execution Engine, particularly for workflows with time-consuming,
resource-intensive work items. When using the Fiper DRM option, the SIMULIA Execution
Engine requires that stations be running and awaiting work items sent from the SIMULIA
Execution Engine server. When using the LSF DRM option, the SIMULIA Execution Engine
uses L SF to launch SIMULIA Execution Engine station processes as needed on L SF compute
nodes. Each processisthen connected to the SIMULIA Execution Engine server, runsasingle
work item, and is terminated. Each work item dispatched with the LSF DRM corresponds to
asingle LSF job. This configuration gives L SF direct control over the station processes that
are actually doing work, both for resource management and accounting purposes, and allows
the SIMULIA Execution Engine server to utilize L SF's sophisticated scheduling capabilities
to select the optimal node for each piece of work.

Unlikethe Fiper DRM, the L SF DRM imposes some scheduling and process-launching overhead
on each SIMULIA Execution Enginework item. However, for compute-intensive, long-running
work items the improved scheduling and job management that LSF DRM provides greatly
outweighs this overhead. For workflows composed of significant numbers of small,
short-running work items, the LSF DRM can reduce SIMUL IA Execution Enginejob throughput
when used exclusively. Mixed-mode DRM, where both the Fiper and L SF distributed resource
managers are enabled on the SIMULIA Execution Engine server, can be used to manage this
scenario. For more information, see Mixed-Mode DRM and the SIMULIA Execution Engine.
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Using LSF with the LSF Grid Plug-in

Isight and the SIMULIA Execution Engine can access the L SF system through the use of the
LSF Grid plug-in. The OS Command, Simcode, and Abagus components provide this
functionality.

The LSF Grid plug-in option allows an Isight component to submit command-line codes to
an LSF cluster directly from an Isight installation or a SIMULIA Execution Engine station.
For more information on using the Grid plug-in with LSF or other distributed resource
management systems (DRMs), see OSCommand Component, Abaqus Component, and Smcode
Component sections in the Isight Component Guide.

Using the LSF Grid plug-in isadistinct but often complementary scenario compared to the
L SF DRM available with the SIMULIA Execution Engine. The plug-in represents a specific
use case: when you need to run command line-based, compute-intensive codes on an L SF
cluster. SIMULIA Execution Engine stations are typically not installed on these cluster nodes,
and the LSF Grid plug-in can be used to access the back-office L SF systems. Furthermore,
these back-office clusters may be using a DRM other than L SF, such as PBS/Pro or Torque.
In this scenario you can use the appropriate L SF Grid plug-in to access those nodes for
command-line codes only.

If LSFisinstalled on all of the nodes (both clusters and individual systems), you will most
likely want to use the LSF DRM and limit the usage of the LSF Grid plug-in.

Using LSF Clusters

Whether you have L SF installed as a back-office computer cluster devoted to high-performance
computing or you have L SF installed on every system on your network, you can take advantage
of the available computing power.

If the SIMULIA Execution Engine server isinstalled outside of the L SF cluster, you can
execute a SIMULIA Execution Engine station using the Fiper DRM option on the LSF head
node (or severa stations on several L SF nodes for redundancy) of a compute cluster asa
gateway to the cluster. Once started, you can send compute-intensive, command line work
itemsto these gateway stations using the affinity matching capability availablein Isight. These
gateway stations use the LSF Grid plug-in to submit L SF jobs to the compute cluster. This
approach is limited to command line codes, such as those used by the OS Command and
Abagus components. Therefore, a more comprehensive overall scheduling capability can be
achieved if LSF isavailable on all of the nodes and the LSF DRM option is used.

Understanding LSF Version Support and Prerequisites

You must make sure you are installing a supported version of L SF and have the necessary
prerequisites.
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For SIMULIA Execution Engine 5.9 only L SF version 7.0 update 6 (7.0.6) is supported.

In addition, the following prerequisites are necessary for installing L SF with the SIMULIA
Execution Engine:

Linux: WebSphere cannot be installed as root unless the Run-As feature is enabled.
WebSphere must be installed and started by a user who has the necessary credentialsto
submit jobs to the L SF cluster, and this user cannot be root. If Run-Asis enabled,
WebSphere can run as root.

You must install the SIMULIA Execution Engine normally and deploy on WebSphere.

Do not start the SIMULIA Execution Engine in your application server before you have
installed and configured L SF (as described in Verifying the SMULIA Execution Engine
Configuration and in Configuring LSF for the SMULIA Execution Engine). For example,
on Linux you should sourcetheprofile. 1sf filein the command shell before starting
the SIMULIA Execution Engine. The SIMULIA Execution Engine must be able to find
the LSF binary filesin the system executable path.

You must install the SIMULIA Execution Engine station software on all computers that
will runa SIMULIA Execution Engine station.

Limitations of LSF with the SIMULIA Execution Engine

The use of L SF distributed resource management (DRM) with the SSIMULIA Execution Engine
is subject to the following limitations:

By default, SIMULIA Execution Engine work items execute with a common dedicated
user ID (the D used to start the SIMULIA Execution Engine station service). The security
context of the executing code will be that of the dedicated ID, which in general is created
specifically for the execution of the SIMULIA Execution Engine workload. To run
SIMULIA Execution Engine work items under the submitter's security credentials, you
must enable the SIMULIA Execution Engine Run-As security feature as described in
Configuring Sation (Run-As) Security.

By default, a SIMULIA Execution Engine user cannot specify general L SF resource
requirementsfor work items dispatched with the LSF DRM. However, standard SIMULIA
Execution Engine affinities can be used. To specify more advanced L SF resource
requirements for components within a model using the Properties dialog box, see
Configuring the LSF DRM Settings in the Isight Component Guide.

L SF preemptive scheduling and suspension of in-progress SIMULIA Execution Engine
work itemsis not possible.
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Mixed-Mode DRM and the SIMULIA Execution Engine

Depending on the type of work items you submit to the SIMULIA Execution Engine, it may
be desirable to configure asingle SIMULIA Execution Engine server to use a combination of
the Fiper and L SF distributed resource management (DRM) options.

The LSF DRM option imposes significant overhead because of the sophisticated scheduling
procedures. For resource-intensive, long-running work items, this improved scheduling is
highly desirable to optimize the use of available computing resources. However, for
short-running work items, this overhead may lead to reduced throughput for models with
short-running components. To overcomethisissue, an administrator can configurethe SIMULIA
Execution Engine to enable both the Fiper and LSF DRM options, a scenario known as
Mixed-Mode DRM.

Mixed-Mode DRM isenabled inthe acs . properties file. If both the
fiper.system.drmand fiper.system.drm. 2 settings are defined in the
acs.properties file, both DRM options are enabled. The DRM option listed first is
considered the default type, which generally meansthis DRM optionisused if the lsight model
developer does not specify a different DRM type at the component level.

For exampl e, the following settings enable both DRM types, with the Fiper DRM option being
the default choice:

fiper.system.drm=fiper
fiper.system.drm.2=1sf

When Mixed-Mode DRM is enabled, the SIMULIA Execution Engine administrator can
configure a maximum run time for work items that will be dispatched using the Fiper DRM
option. This configuration is used to prevent model developers from overwhelming available
Fiper DRM stationswith long-running or resource-intensive executions. Normally, the stations
using the Fiper DRM option are used for executing short-running work items. If the
administrator setsthe fiper.system.drm.fipertimelimit settinginthe
acs.properties file any work item with amaximum run time greater than this specified
limit is dispatched only with the LSF DRM option. If you do not specify a DRM option or
you specify the LSF DRM option, the work item is dispatched using the LSF DRM option. If
you specify the Fiper DRM option for the work item, the dispatch will fail because the
administrator prohibited this scenario based on the configuration of the
fiper.system.drm.fipertimelimit setting. Thissetting is meaningful only if both
Fiper and LSF DRMs are enabled.

For additional information on the use of Mixed-Mode DRM and setting the DRM mode for
Isight components, see Configuring the LS DRM Settings in the |sight Component Guide.
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Verifying the SIMULIA Execution Engine Configuration

You must verify the SIMULIA Execution Engine configuration settings prior to configuring
and using L SF distributed resource management (DRM) and Mixed-Mode DRM. If you fail
to verify these settings, you may experience problems executing L SF and the SIMULIA
Execution Engine.

Check the following configuration details:

200

In your connection profile verify that you did not specify the fully qualified domain name
of the system running the SIMULIA Execution Engine. Use the non-FQDN hostname. For
more information on this setting, see Creating the Connection Profile File.

Inthe<SEE_install dirs>/config/acs.properties file check thefollowing:

» Verify that you have not set the SIMULIA Execution Engine name property
(fiper.acs.name). The SIMULIA Execution Engine name must bethenon-FQDN
hostname.

* Veifythatthe fiper.acs.isWindowsService property isset correctly. This
property informs the SIMULIA Execution Engine if the application server isrunning
asaservice.

The user running your application server must be able to submit L SF jobs successfully to
all hosts. To perform this action, the user must exist, the user name and password must be
the same on all computers, and the user’s password must be made known to L SF using the
lspasswd command.

Before starting your application server, the user account specified in the previousitem
must already be set up for the L SF cluster. On Windows systems user accountsaretypically
configured at the time LSF isinstalled.

The 1spasswd command appliesto installationsinvolving Windows only. The 1 spasswd
command must be run on aWindows system, even in amixed cluster. The 1spasswd
command isnot required if there are no Windows systems. This command isan L SF utility
program that each user must run once to store a Windows password in the L SF system.
This step isrequired to run LSF work on aWindows L SF node.
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Configuring LSF for the SIMULIA Execution Engine

This procedure is designed to help an experienced L SF administrator set up LSF for use with
the SIMULIA Execution Engine.

In the following procedure <SEE install_directory> represents the location on each system
wherethe SIMULIA Execution Engineisinstaled and <Isf_install_directory> representsthe
location on each system where LSF isinstalled.

1. Add thefollowing directory to the system PATH variable on the SIMULIA Execution
Engine system, aswell as on every system running a SIMULIA Execution Engine station:

<SEE install dir>/<os_dir>/code/bin/

2. If you are ingtalling on a Windows system:
a. Copytheelim.fiper.exe filefrom thefollowing directory:

<SEE install dir>\win bé64\code\bin\

tothe<lsf install dir>\7.0\etc\ directory on each system running a
SIMULIA Execution Engine station.

b. Createafilecalledelim fiper configinthe<lsf install dir>\7.0\
etc\ directory. Thisfile must contain the path to the SIMULIA Execution Engine
installation. For example:

elim. fiperbindir=C:\SIMULIA\ExecutionEngine\5.9\win bé64\code\bin

3. If youareinstaling on aLinux system:

4 Note: Thisentry assumesthat all the Linux systems configured to be used astransient
stations should have the SIMULIA Execution Engineinstalled at the sameroot path
on all systems. Another optionistoinstall the SIMULIA Execution Engine on one
Linux system and sharetheinstallation on all the Linux hoststhat hosts L SF transient
stations using the same mount point path as the installation path.

a. Createaone-lineshell scriptcaledelim.fiperin<lsf install dirs/etc/
that points to the SIMULIA Execution Engine installation, and give all users execute
permission on the script (mode 755). Verify that the script contains the following
information (adjust your installation path, if necessary):

#!/bin/sh
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exec
/opt/SIMULIA/ExecutionEngine/5.9/1inux aé4/code/bin/elim.fiper
&*

b. Createaonelineshell scriptin /usr/bin/transtation/ that pointsto the
SIMULIA Execution Engine installation, and give all users execute permission on this
script (mode 755). This script must contain the following information (be sureto adjust
your installation path, if necessary):

#!/bin/sh

exec

/opt/SIMULIA/ExecutionEngine/5.9/1linux a64/code/command/transtation
$*

4. Addthefollowing itemstothe Begin Resource sectioninthelsf . sharedfile
& . . __ , ,
/7" Note: Thissection may notexistinyour 1sf . sharedfile. If it doesnot, you need
to createit. If it is commented out, you need to uncomment it. After any

maodifications, it should appear as shown below:

Begin Resource

RESOURCENAME TYPE INTERVAL INCREASING DESCRIPTION
# Keywords

acs String 30 () (FIPER acs
name)

fs affl String 30 () (FIPER
affinity)

fs _aff2 String 30 () (FIPER
affinity)

fs aff3 String 30 0 (FIPER
affinity)

fs aff4 String 30 () (FIPER
affinity)

fs_affs String 30 () (FIPER
affinity)

fs affe String 30 0 (FIPER
affinity)

fs aff7 String 30 () (FIPER
affinity)

fs affs String 30 () (FIPER
affinity)

fs aff9 String 30 0 (FIPER
affinity)

fs aff10 String 30 () (FIPER
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affinity)
End Resource

5. Add thefollowing to the ResourceMap sectioninthe 1sf.cluster. * file

4 . . . . .
/" Note: Thissectionmay not existinyour 1sf .cluster. * file. If it doesnot, you
need to createit. If it is commented out, you need to uncomment it. After any
modifications, it should appear as shown below:

Begin ResourceMap
RESOURCENAME LOCATION

acs [default]
fs_affl [default]
fs_aff2 [default]
fs_aff3 [default]
fs _aff4 [default]
fs aff>s [default]
fs affe6 [default]
fs _aff7 [default]
fs_affs [default]
fs _aff9 [default]
fs_afflo [default]

End ResourceMap

6. Openthestation.properties filewith thetext editor of your choice.
7. Modify thestation.properties fileasfollows:

a. Setthe SIMULIA Execution Engine station temporary folder to alocation accessible
to and writable by all users. For example:

fiper.station.tempdir=C:/temp/SIMULIAExecutionEngine
A
Important: Do not usethe fiper.station.name property to change the
name of a SIMULIA Execution Engine station when using L SF. You must use
the default station name.

b. Set thelogin propertiesto allow the L SF station to log on to the SIMULIA Execution
Engine using some generic credentials with no user interaction. For example:

fiper.logon.profile=c:/simulia/ExecutionEngine/5.9/config/myacs.cpr
fiper.logon.prompt=no

fiper.logon.prop.user=<username>
fiper.logon.prop.pw=<mycleartextpassword>
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If you want to use a secured password instead of clear text, usethe SIMULIA Execution
Engine Command Client to generate the text of the secured password. Use thefollowing
command to encrypt the clear text password you want;

<SEE install dir>/<os _dir>/code/command/fipercmd encrypt
password: <password-cleartext>

This command will write to the console atext string of the form

Sdecodes$>>2<<@#$%7&... S@f &*

Copy the entire string, and paste it into the station.properties fileasthe
password value:
fiper.logon.prop.pw=35decode$>>2<<@#$%" 6. s@# &*

The presence of the $decode$ prefix indicates that a secured password is being
provided. (If your station.properties file containsthe
fiper.logon.prop.secured=true/false line deleteit.)

8. Saveandclosethestation.properties file

9. On the system running the SIMULIA Execution Engine, openthe acs.properties
file with the text editor of your choice.

10. Modify the acs .properties file asfollows:

* Setoneof theallowed fiper.system.drmoptionsto 1sf. For example:

fiper.system.drm=1sf

or

fiper.system.drm.2=1sf

+ Setthefiper.system.bsubpathto<lsf install dirs/bin/bsub.exe.
Be sure to use the full path with forward slashes (/), not backslashes (\). For example:

fiper.system.bsubpath=C:/LSF_7.0/bin/bsub.exe

11. Save and close the file.
12. Create a connection profile for the SIMULIA Execution Engine.
For more information, see Creating the Connection Profile File.
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Important: The server setting in the profile must exactly match the name of the
SIMULIA Execution Engine. For example, if theserver nameissystem, theserver
setting must be system, not system.domain. com.

13. Restart the L SF cluster (from the LSF master: 1sadmin reconfig, badmin
reconfig, badmin mbdrestart).

14. If you areinstalling on a Linux system, create a SHOME/ . fiper . sh file, and set up the
L SF environment in this new file by adding the following line (i.e., replacing
$LSF_ENVDIR with the path to your L SF configuration directory):

SLSF_ENVDIR/profile.lsf

."ﬁ"- . B . . . -
Important: You cannot use environment variablesin thisfile setting to locate your

LSF installation.

15. Start the SIMULIA Execution Engine and SIMULIA Execution Engine stations as you
usualy do.
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Creating the seeadmin User on
Windows

Beforeinstalling the SIMULIA Execution Engine on Windows, you must set up and configure
adefault local user account to be used with the installation. The purpose of this sectionisto
walk you through the steps of creating this user. Thislocal user requires special and specific
settingsin the Windows environment. Failure to set up this user properly will result in afailed
installation.

Creating the seeadmin User

You must set up alocal user account, with special and specific settings in the Windows
environment, prior to installing an application server and a database.

The following procedures are written for use with Windows Server 2003. The procedures used
for Windows Server 2008 are similar, although some Control Panel entries are different.

<% Important: Use this procedure only on Windows Server systems that are not domain
controllers. Server software such asthe SIMULIA Execution Engine should never be
installed on acomputer that acts as aWindows domain controller. For moreinformation
on whether your system isadomain controller, contact your local system administrator.

Before you begin: You must have Administrative privileges to add the new user to your
system.
1. Right-click the My Computer icon on your desktop, and click M anage.

The Computer M anagement dialog box appears.

2. Click Local Usersand Groups on the left side of the dialog box.

A,
<7 Important: If thisoption isdisabled and a message appears on the right side of the
dialog box stating that the computer you are using is configured as adomain
controller, do not continue with this procedure. The SIMULIA Execution Engine
should not be installed on a domain controller.

User and group information appears on the right side of the dialog box.
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9.

Double-click the User sfolder on theright side of the dialog box to display all current users
on the system.

Right-click the Usersfolder on the left side of the dialog box, and select New User....
The New User dialog box appears.

You can choose any name you want for the user (be sureto writeit down). Intheinstructions
in this manual, the default user name seeadmin isused.

If your SIMULIA Execution Engine will use a DB2 database, the user name must consist
only of letters, the underscore character (_ ), and numbers. In addition, it must not match
an SQL reserved word or start with any of the following case-sensitive prefixes: IBM,
SYS, SQL, or DBM.

Oncethe user nameisset, it cannot be changed. The SIMULIA Execution Engine database
will not run correctly if the user name is changed during or after installation.

Type the name of the new user in the User name text box; for example, seeadmin.

If desired, type a more descriptive string in the Full Name text box.

Type a description in the corresponding text box; for example, Default user for
SEE installation.

Type a password for the user account in the Passwor d text box, and retype the password
in the Confirm password text box.

The password must conform to any local security policies; otherwise, the creation of the
password will fail with ageneric message stating that the user cannot be created. For more
information, see Checking Password Palicies.

Set the password options below the Confirm password text box, as desired.

10. Click Create.
11. Click Close.

You arereturned to the Computer M anagement dialog box, and the new user isdisplayed.
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12. To set the properties for the new user, right-click the new user, and select Properties.
The Properties dialog box appears.

13. Select the M ember Of tab.
14. Click Add.

The Select Groups dialog box appears.
15. Click Advanced.
16. Click Find Now.
Double-click Administratorsfrom the list at the bottom of the dialog box.

Administrator privileges will be assigned to the new user. These privileges are for SEE
installation purposes only. Once installation is complete, you should convert the user to a
regular (non-administrative) user.

17. Click OK.

You are returned to the Properties dialog box.

18. Click OK.

You are returned to the Computer M anagement dialog box.

19. Close the Computer Management dialog box.
20. If necessary, configure the new user as described in Setting the seeadmin User Privileges.
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Setting the seeadmin User Privileges

You may need to configure the new seeadmin user account to function in the Windows
environment.

Thefollowing guidelines should be used when determining if the seeadmin user has sufficient
privileges:

* Verify that the seeadmin user isamember of the Administrators group as described in
Creating the seeadmin User. This group assignment is necessary to administer DB2,
WebSphere, and the SIMULIA Execution Engine database.

e |f the seeadmin user installs DB2, the seeadmin user will automatically be granted
all permissions needed to administer DB2. In this case you must log in asthis seeadmin
user to install DB2. Changing the security context to thisuser viathe runas utility isnot
sufficient. If DB2 wasinstalled by a different user, the seeadmin user must be added to
the local group DB2ADMNS, created by the DB2 installation, to be able to create and
administer the SIMULIA Execution Engine database.

* If the seeadmin user isgoing to be used to start a SIMULIA Execution Engine station
when the SIMULIA Execution Engine database has Run-As security enabled, the
seeadmin user must begrantedtheprivilegeReplace a process level token.
For more information, see Configuring Station (Run-As) Security.

» |If youadd auser to anew group or grant it aprivilege, the change does not take effect until
you log out and log in again as that user. Groups assignments and privileges are checked
only during the logon process.

Checking Password Policies

You should check your local password settings to make sure they conform to the
Windows-based computer policy regarding the minimum length and complexity.

1. Click Start / Control Panel / Administrative Tools/ L ocal Security Policy.
The Local Security Settings dialog box appears.

2. Navigateto Account Policies/ Password Policy.

The settings for this option appear on the right side of the dialog box.

3. Check the value of the Minimum password length setting.
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4. If the Password must meet complexity requirements option is enabled, the following
restrictions are in place:

Your password must contain charactersfrom at least three of the following four groups:

upper case letter
lower case letter
number

punctuation character

Your password must be aleast six characters long.

Your password must nhot contain three consecutive characters from the user name or
full name settings. For example, if the user name is seeadmin, the password could
not contain see, adm, etc.
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Creating an Oracle Database for the
SIMULIA Execution Engine

Beforethe SIMULIA Execution Engineis configured, you must createa SIMULIA Execution
Engine database. If you already have Oracle installed, you need to use the Database
Configuration Assistant to create the database.

Creating the Database in Oracle 11gR2

You usethe Oracle Database Configuration Assistant to create the database for your SIMULIA
Execution Engine. The steps provided here are for Oracle 11gR2 databases. Other database
products will have different administrative tools to accomplish these tasks.

1. Accessthe Database Configuration Assistant using one of the following methods:

* Windows: Click the Start button, point to All Programs/Or acle -
OraDb11g homel/Configuration and Migration Tools, and click Database
Configuration Assistant.

« Linux: Navigate to the <oracle install_directory> /bin directory, and execute the
dbca file.

The Welcome message appears.
2. Click Next.

The Oper ations screen appears.

3. Verify that Create a Database is selected.
4. Click Next.

The Database Templates screen appears.

5. Verify that General Purpose or Transaction Processing is selected.
6. Click Next.

The Database | dentification screen appears.

7. Enter the database name in the Global Database Name text box (for example, SEE).
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8. Verify that the database name appears in the SID text box.
9. Click Next.

The Management Options screen appears.
10. Verify that Configure Enterprise Manager is selected.

11. Verify that Configure Database Control for local management is selected.
12. Click Next.

The Database Credential screen appears.

13. Verify that Use the Same Administrative Password for All Accountsis selected.

14. Enter the password (for example, seeadmin) in the Password and Confirm Password
text boxes.

15. Click Next.
The Storage Options screen appears.
16. Verify that File System is selected.
17. Click Next.
The Database File L ocations screen appears.
18. Verify that Use Database File L ocations from Template is selected.
19. Click Next.
The Recovery Configuration screen appears.
20. Verify that Specify Flash Recovery Areais selected.
21. Click Next.

The Database Content screen appears.

22. Click Next.

The Initialization Parameter s screen appears.

23. Verify that the Memory tab is selected.
24. Do the following:

a. Verify that the Typical button is selected.

b. Setthe Memory Size to the maximum amount of memory to be used by Oracle. The
amount specified depends on the database system’s hardware capabilities and what
other applicationswill be run on the system. A computer dedicated as a database server
should allocate all available physical memory, less the operating system requirements,
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to Oracle. For example, a dedicated Windows server with 4 GB of memory should
allocate about 3 GB to Oracle, leaving 1 GB for the operating system.

c. Verify that Use Automatic Memory M anagement is selected.

25. Click the Sizing tab.

26. Type 300 in the Processes text box.

27. Click the Character Setstab.

28. Click Use Unicode (AL 32UTFS8).

29. In the National Character Set list, select the following:

e Windows; UTF8 - Unicode 3.0 UTF-8 Universal character set
e Linux: UTF

30. Click the Connection M ode tab.
3L Verify that Dedicated Server Mode is selected.
32. Do thefollowing:

a. Click Next.

The Security Settings screen appears.
b. Click Next.

The Automatic Maintenance Tasks screen appears.

33. Click Next.
The Database Stor age screen appears.

34. Click Next.

The Create Options screen appears.

3b5. Verify that Create Database is selected.
36. Click Finish.

A Confirmation message appears.
37. Click OK.
A message appears when the database is created.

38. Make anote of the URL given as the Database Control URL. It isthe address you will use
to access the Enterprise Manager to create tables and a user (for example, https://
hostname.yourcompany.com:1158/em).
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39. Click Exit.

For more information on using the Enterprise Manager, seelnitializing an Oracle Database.
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Generating Reports of SIMULIA
Execution Engine License Usage

You can usethe 1icusage utility to generate reports of SIMULIA Execution Enginelicense
usage history.

About License Usage Reports

You can usethe 1icusage utility to generate reports of SIMULIA Execution Enginelicense
usage history.

The report tool reads data from the Dassault Systémes license server log file or the FLEXnet
debug log file and customizes the report according to your choice. The example below shows
how to enter the options. You must enter - - before each option. For information about each
option, see License Report Utility Options.

licusage --log logfile --logtype {dsls | flexnet} [--start
start date] [--end end date] [--type {export | query|]
--accessor accessors [--list accessors] [--filter filter]
[--1ist filters] [--sort sorter] [--list sorters] [--aggregator
aggregators] [--1list aggregators] [--duration bucket size]
[--output report file] [--format output format] [--list formats]
[--custom customization script] [--helpl]

In the context of this report tool, alicense session is defined as a licensed job executing on a
SIMULIA Execution Engine product feature, which has a checkout time and a checkin time.

Running the 1icusage Utility

You can usethe 1icusage utility to generate reports of SIMULIA Execution Engine usage
history.

1. Tostart using the 1icusage utility, navigate to the following directory:

<SEE_install directory>/<operating systems>/code/command/ where
the <operating systems isoneof thefollowing:
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win_b64 for 64-bit Windows

linux_a64 for 64-bit Linux

2. Atacommand line, type 1icusage, then enter the options that you want to use.
For information about the available options, see License Report Utility Options.

License Report Utility Options

This section provides reference information on the options that you can use to control the
output from the SIMULIA Execution Engine license usage utility.

General Options
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You can use the following command line options to generate reports of SIMULIA Execution
Engine license usage history.

--log

This option specifies the path and the file name of the log files to be read.

The default location of aDSLSlog fileisc: \ProgramData\DassaultSystemes\
LicenseServer\LogFiles\ onWindowsor /var/DassaultSystemes/
LicenseServer/LogFiles/ on Linux. For FLEXnet, you must specify the debug log
file. If thelog fileislocated on aremote server, you must copy it to adirectory that isaccessible
by your local computer. This option is required. Multiple log files can be specified in two

ways:
» Usethe - -1og option multipletimes. --1log first.log --log second.log
e Giveacommarseparated list of thefilenames, --1og first.log, second.log

--logtype

This option specifies the type of license server being used with SIMULIA Execution Engine:
dsls or flexnet. Thisoptionisrequired and is case-sensitive (must be lowercase).
--start

This option specifies the starting date and time for the reporting period.

If the --start option is omitted, the reporting period begins with the oldest recorded item in the
log files. The date and time must be specified in one of the following formats:
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* dd-mmm-yyyy hh:mm:ss

For example, start 01-jan-2013 09:00: 00 indicates a starting time of 9:00AM
on January 1, 2013. Specifying atime is required, including hours, minutes, and seconds.
The hour field (hh) must be entered in 24-hour format.

¢ --xhoursor --xdays

Use thisformat to pick atime or day in the past. For example, - -start --6hours
specifies a start time of six hours ago.

--end

If the - -end option is not specified, the reporting period ends with the most recent recorded
itemin thelog files. The date and time must be specified in one of the following formats:

* dd-mmm-yyyy hh:mm:ss

For example, --end 31-jan-2013 18:00:00 indicates an ending time of 6:00 PM
on January 31, 2013. Specifying atimeisrequired, including hours, minutes, and seconds.
The hour field (hh) must be entered in 24-hour format.

¢ --xhoursor --xdays

Usethisformat to pick atimeor day in the past. For example, - -end - -3hours specifies
an ending time of three hours ago.

--type
This option specifies the type of report desired: export or query.

If this option is omitted, the default is export. An export report provides the basic licensing
session information, usually in tabular format or comma-separated values (CSV). The data
can be optionally filtered or sorted. A query report lets you look at sessionsin aggregate; you
can operate on the raw data to calculate such things as maximum usage, peak usage, and
averages. A query report divides the total time period into equal sized buckets. You choose
the size of each time bucket with the - -durat ion option. You can also use an export report
to save the raw datato a CSV file, import it into an Excel spreadsheet, and perform custom
calculations using your own tools.

--accessor

This option specifies a comma-separated list of accessors to be read from the log data
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Accessors are the fields or columns of the output report. For example: - -accessor
username, checkout, duration. Thisoption isrequired.

--list_accessors
This option specifies alist of the available report accessors.

The basic accessors are as follows:

e duration—duration of the license session, in seconds

* username—Uusername

e checkout—checkout date

e feature—Dassault Systémes license feature (trigram); for example, IGF

* quantity—number of licenses requested

* project—custom project names or numbers recorded from the
lmprojectenvironment file parameter

* session—theinternal session object that representsthelicensing job; thisisuseful only
when using the peak aggregator or designing your own custom aggregators

--filter

This option filters the report data.

The required format for this option is as follows:
--filter accessor:value

The report output is filtered to include only data records for which accessor=value. You can
include multiple accessor:valuepairs in a comma-separated list; for example,

--filter username:tsmith, hostname:zulu

This example would produce a report showing license checkouts only from the user t smith
on the computer zulu. To create other filters, use the - - custom option with a Python
program.

--list_filters
This option provides alist of the availablefilters.

The one built-in filter takes the form - - £11ter accessor:value. If you create any custom
filters using the - custom option, they will appear in thislist.

Export Options
You can use the following command line options to sort the output of the 1icusage utility.
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--sort

This option sorts the data chronologically, from ol dest to newest. The required format for this
optionis --sort date.

--list_sorters
This option lists the available sorters.

Theonebuilt-in sorter isdate. If you create any custom sorters using the - - cust om option,
they will appear in thislist.

Query Options
You can use thefollowing command line optionsfor query reportsfromthe 1 icusage utility.

--aggregator

This option specifies a comma-separated list of aggregator functions to be applied to the
accessor values in each time bucket. For example, - -aggregator max, average. This
optionisrequired if - -type query isused.

--list_aggregators

This option obtains alist of the available aggregator functions. The basic aggregators are as
follows:

*  max—maximum value of an accessor in each time bucket

e min—minimum value of an accessor in each time bucket

» sum—sum of al accessor values in each time bucket

* average—average value of accessor in each time bucket

e len—number of itemsin each time bucket

*  peak—maximum number of licensesin use; must operate on the session accessor

Not all aggregators will work with all assessors. For example, you can successfully calculate
the maximum duration of sessions, but attempting to find the average value of usernamesis
meaningless.

--duration

This option specifies the size of each time bucket for query reports, in minutes, hours, days,
weeks, or months.

If this option is omitted, the default is 24 hours. Examples. - -duration lhour,
--duration 2days
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Output Options

You can use the following command line optionsto format the output of the 1 i cusage utility.

--output

This option specifies the path and file name of the file to which the report will be written. If
thisoptionisomitted or - -output isused, the default isto writeto standard output (showing
the report in your command prompt or shell window).

--format

This option specifies the output format to use.

--list_formats

This option obtains alist of the available output formats. The basic formats are as follows:

e table—aplain table with columns for each accessor and/or aggregator selected
* csv—comma-separated values

Advanced Options

You can usethefollowing command line option to provide custom definitionsinthe Licusage
utility

--custom

This option specifies a Python program file containing your custom definitions.

Examples
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This section contains examples of how to use the 1icusage utility to view license usage
information.

The following example generates a simple export type of report showing checkout date,
username, product feature, and quantity.

licusage --log today.log --logtype dsls --type export --accessor
checkout,username, feature, quantity

Checkout Date Username Feature Quantity

2012-Sep-07 12:03:40 bbaggins IGF 10
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Checkout Date Username Feature Quantity
2012-Sep-07 12:03:52 gandalf IGF 20
2012-Sep-07 12:03:53 fbaggins IGF 20
2012-Sep-07 12:03:56 gollum IGD 1

The following example generates a query report that cal culates the average number of license
tokens used in each 1-hour time bucket.

licusage --log today.log --logtype dsls --type query --accessor
quantity --aggregator average --duration lhour

Bucket Average
2012-Dec-06 12:37:53 25
2012-Sep-06 13:37:53 19
2012-Sep-06 14:37:53 8
2012-Sep-06 15:37:53 18
2012-Sep-06 16:37:53 13
2012-Sep-06 17:37:53 34

The example below adds to the query report to calculate the total number of checkouts, the
average checkout quantity, and the maximum checkout quantity for all sessionsin today . 1log
grouped into 1-hour buckets.

licusage --log today.log --logtype dsls --type query --accessor
gquantity,quantity,quantity --aggregator count, average,max
--duration lhour

Bucket Number of Items Average Maximum
2012-Sep-19 12:37:53 108 25 80
2012-Sep-19 13:37:53 98 19 80
2012-Sep-19 14:37:53 46 8 66
2012-Sep-19 15:37:53 114 18 50
2012-Sep-19 16:37:53 129 13 50
2012-Sep-19 17:37:53 74 34 66
2012-Sep-19 07:37:53 49 49 66
2012-Sep-19 08:37:53 11 52 66
2012-Sep-19 09:37:53 2 50 50
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The example below adds one or more columns to the query report to show the maximum
duration of the sessions in each bucket.

licusage --log today.log dsls --type query --accessor
quantity,quantity,quantity,duration --aggregator
count,average,max,max --duration lhour

Bucket Number of Items Average Maximum Maximum
2012-Sep-19 108 25 80 1497
12:37:53
2012-Sep-19 98 19 80 1220
13:37:53
2012-Sep-19 46 46 66 e
14:37:53
2012-Sep-19 114 114 50 482
15:37:53
2012-Sep-19 129 129 50 449
16:37:53
2012-Sep-19 74 74 66 3552
17:37:53
2012-Sep-19 49 49 66 3272
07:37:53
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Basic Troubleshooting

This section describes the log files that the SIMULIA Execution Engine providesto assist you
with resolving errors that occur during installation and usage. It also includes basic
troubleshooting information.

User Login Names Containing Punctuation

SIMULIA Execution Engine interfaces do not run correctly if they are started using a user
login name (user | D) that contains punctuation marks—most notably !, #, ?, and : (exclamation
point, pound sign, question mark, and colon). Because JAVA uses URLs internally to locate
JAR files, these characters cause the URL to be misinterpreted. The problem is most severe
on Windows-based systems, where the default temporary directory isinside adirectory named
after the user name.

To avoid this problem, you must force the SIMULIA Execution Engine installation and all
temporary files into directories that do not contain these characters. First, verify that the
SIMULIA Execution Engineisnot installed in adirectory that contains any of these characters.
Second, manually set your temporary directory to a directory that does not contain these
characters. On Windows, set the TEMP environment variable. On Linux, set the TMPDIR
environment variable. For more information on setting environment variables on your system,
contact your local system administrator.

If the appropriate environment variable cannot be set, use the variable FIPER TEMP.

Finally, if you cannot set either the system environment varisblesor the FIPER TEMP variable,
create afilecalled fiper.bat (Windows) or . fiper. sh (Linux) in your home directory.
Usethisfile to set the environment variable FIPER TEMP to a*“safe” directory name. The
contents of the new file should be similar to the following examples:
* Windows(fiper.bat)

set FIPER TEMP=C:\TEMP\bang-user

e Linux (.fiper.sh)

FIPER TEMP=/var/tmp/bang-user
export FIPER TEMP
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Log Files for the SIMULIA Execution Engine

Log files may be useful when attempting to determine certain issues with the SIMULIA
Execution Engine system.

Thefollowinglog filesare generated either by the SIMULIA Execution Engine or WebSphere:

station.log. This SIMULIA Execution Engine-generated file matches the information
displayed on the SIMULIA Execution Engine station interface, including connection
information and execution details. It islocated in the temporary directory specified in the
station.properties fileinthetop level of the SSIMULIA Execution Engine
installation directly. A subdirectory based onthe SIMULIA Execution Engine station name
is created in this temporary directory. This subdirectory contains the log file.

The default location for thistemporary directory is as follows:

*  WindowsServer 2003: C: \Documents and Settings\<user name>\local
settings\temp\<station namex>

*  Windows Server 2008: C: \Users\<user_ name>\AppData\Local\Temp

e Linux: /tmp/<station names>

SystemOut.log. This WebSphere-generated file contains port information for accessing
the Administrative console. It may also help when debugging WebSphere errors. Itis
typicaly referred to asthe SIMULIA Execution Engine log file.

The default location for thislog file is as follows:

<websphere install dir>\AppServer\profiles\<profileNames>\
logs\serverl\

This directory also contains numerous other log files that may assist you in diagnosing
problems with your SIMULIA Execution Engine.

Configuring the Windows Firewall

224

To ensure that your SIMULIA Execution Engine will function correctly and be able to
communicate with other computers in your network, you need to configure the Windows
Firewall for specific port exceptions. You only need to perform this action on the computer
running the SIMULIA Execution Engine. You do not need to alter the Windows Firewall
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settings on systems running a SIMULIA Execution Engine station or Isight, unless these
computers are also acting as a license server.

You may need to alter the Windows Firewall settings as described in Configuring theWindows
Firewall for WebSphere.

Configuring the Windows Firewall for WebSphere

You need to open several ports to ensure that your WebSphere-based SIMULIA Execution
Engine will function correctly behind the Windows Firewall.

A
Important: Theseinstructions assume that you are using WebSphere's default port

settings. To ensure that your port settings match those in this procedure, contact your
local WebSphere administrator.

1. Click Start, point to Control Panel / Network Connections, and click Local Area
Connection.

The Properties dialog box appears.

2. Click the Advanced tab.
3. Inthe Windows Firewall area, click Settings.

The Windows Firewall dialog box appears.
4. Click the Exceptions tab.

This tab alows you to define programs and ports that are not impacted by the Windows
Firewall. You need to specify certain ports for the SSMULIA Execution Engine.

5. Click Add Port.
The Add a Port dialog box appears.
6. Typethefollowing information in the corresponding text boxes:

* Name: WAS_bootstrap address
+ Port number: 2809

7. Click OK.

You are returned to the Exceptions tab, and the new port exception is added to the list.
You may have to scroll down to see it because the exceptions are listed al phabetically.

8. Repeat step 5 through step 7 for the following ports:
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* Name WAS orb listener address
 Port number: 9100

* Name WAS sib endpoint address
 Port number: 7276

* Name: WAS webtop

» Port number: 9080 (no SIMULIA Execution Engine security) or 9443 (SIMULIA
Execution Engine security enabled)

* Name:WAS_csiv2_ssl serverauth listener_ address

e Port number: 9403

> . o . :
/7 Note: Thisfinal port number exception is necessary only if SSMULIA Execution
Engine security has been enabled.

9. Click OK to close the Windows Firewall dialog box.
10. Click OK to close the Properties dialog box.

Resolving Publishing Errors on Windows
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You can set the environment variable TEMP to avoid errors when using the SIMULIA
Execution Enginepublishall program.

When running programs on Windows, your user nameis part of the default temporary directory
path C:\Program Files\user name\Local Settings\Temp.

If the path to the temporary directory contains any of the following characters:
SQ@H#& %7?!

the Java ClassL oader cannot read filesin that directory and the SIMULIA Execution Engine
publishall program will produce the following error:

cannot open super metamodel
com.engineous.component .Plugin

If your user name contains any of the restricted characters listed above, you can avoid this
problem by setting the environment variable TEMP to point to adirectory that does not contain
any specia characters (such asC: \ temp). For more information on setting this environment
variable, contact your local system administrator.
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Fixing Network Connection Problems

Because of afirewall issue or an | P configuration issue, you may be unableto connect SIMULIA
Execution Engine stations and |sight gateways that are installed on separate computersto the
SIMULIA Execution Engine WebSphere-based computer.

The following error message may appear:

com.engineous.sdk.pse.ServerNotAvailableException: ACS server
“HOST” is not available or is not responding. Contact the ACS
administrator.

To determine the cause of the error, you will need to review the full error traceback for ablock
of text similar to the following:

=== Exception Traceback ===
javax.naming.ServiceUnavailableException: A communication
failure occurred while attempting to obtain an initial context

with the provider URL: “IIOP://computername:2809”. Make sure
that any bootstrap address information in the URL is correct
and that the target name server is running. A bootstrap
address with no port specification defaults to port 2809.
Possible causes other than an incorrect bootstrap address or
unavailable name server include the network environment and
workstation network configuration. [Root exception is
org.omg.CORBA.TRANSIENT: java.net.UnknownHostException:
companyname .com: host=computername.companyname.com,port=9100
vmcid: 0x4942f000 minor code: 3586 completed: NoJ

The key isthe last section beginning with“ [Root exception”

If the text refersto an UnknownHostException (asin the example above), the problem
isthe 1P Domain Name configuration. See | P Configuration Workaround for moreinformation.

If the text refersto a ConnectException (asin the example text shown below) and you
cannot connect astation to the SIMULIA Execution Engineonthe SIMULIA Execution Engine
computer, the Windows firewall is enabled and must be disabled.

java.net.ConnectException: Connection timed out:
connect :host=computername.companyname.com,port=2809

SIMULIA Execution Engine Installation and Configuration Guide - WebSphere and 227
Oracle/DB2



Basic Troubleshooting

IP Configuration Workaround
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The cause of the UnknownHostException isaproblem with the IP Domain Name
Configuration.

If you run ipconfig from aWindows command prompt, the results will be similar to the
following:

C:\home>ipconfig
Windows IP Configuration
Ethernet adapter Local Area Connection:

Connection-specific DNS Suffix . : engineous.com
IP Address. . . . . . . . . . . . : XXX.XX.XXX.XX
Subnet Mask . . . . . . . . . . . ! XXX.XXX.XXX.X
Default Gateway . . . . . . . . . : XXX.XX.XXX.X

The important part isthe Connection-specific DNS Suffix, which indicates that
thefull name of the computer computernameisactually computername . engineous . com.

The cause of the UnknownHostExcept ion isthat the DNS Suffix isincorrect. When
WebSphereisinstalled, it assumes its host nameis the fully qualified name, and thereis no
way to overridethis setting in the installer. However, there isaworkaround: you can configure
the host name for the connections to WebSphere from the WebSphere console.

Log on to the WebSphere console.

Click Serverson the left side of the console.

Click Application Servers.

Click the Server1 link on theright side of the console.

Click the Portslink in the Communications section on the right side of the console.

ok~ w bR

A list of TCP/IP ports appears. In the Host column, the fully qualified host name appears
asthe entry. An asterisk (*) appears as the entry in some cases.

6. Click the Port Name of each row with the full host name in the Host column.

A port configuration edit page appears.

7. Edit the fully qualified name to the simple name in the Host text box.

8. Click OK.

9. Repeat this procedurefor all entriesthat have the fully qualified namein the Host column.
10. Verify that al host names that are not “*” are the simple name.

11. Click Save near the top of the console; then, click Save.

12. Log out of the WebSphere console.
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13. Stop and restart WebSphere. For moreinformation about stopping and restarting WebSphere,
see Restarting the SMULI A Execution Engine in WebSphere.

Linux-based SIMULIA Execution Engine Stops Functioning
Correctly

If you installed the SIMULIA Execution Engine on a Linux system, verified that it was fully
functional, stopped using it for atime, and then were unable to run any jobs on it (your jobs
stop running before thefirst work item is executed), the problem may be caused by the automatic
removal of your SIMULIA Execution Engine temporary directory.

Thistemporary directory is set during the installation of the SIMULIA Execution Engine, as
described in Installing the SMULIA Execution Engine Server.

The default setting for thisdirectory is / tmp. However, some temporary directories on Linux
are automatically “cleaned” from timeto time. If thistemporary directory (or its contents) are
deleted, your SIMULIA Execution Engine will stop functioning correctly.

Sincethe settingsfor your file system are unique to your environment, it is highly recommended
that you consult your local system administrator to determine a stable part of your file system
for thistemporary directory.

You can ater this temporary directory setting after your installation by changing the
fiper.system. temp settingintheacs.propertiesfile Thisfileislocated at thetop
level of your SIMULIA Execution Engine installation directory. Once you alter this setting,
you must restart your SIMULIA Execution Engine so that the newly defined directory is used
by the system.

For more information on the settingsinthe acs . properties file, see Understanding the
acs.properties File Settings.

Changing Your SIMULIA Execution Engine Passwords

Passwordsfor various accounts are stored inside the SIMULIA Execution Engineor SIMULIA
Execution Engine station configurations in the locations described below.

Some or al of the passwords must be updated if the password for one of the SIMULIA
Execution Engine utility user accountsis changed.
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WebSphere L DAP security has the password for the “Bind Distinguished Name”. If this
password changes (based on your network’s L DA P settings), you must change the password
on the Security page of the WebSphere consol e before changing the password on the
account, and then restart WebSphere after the account’s password is updated. If you change
the password on the account before changing the password in WebSphere, you will not be
able to log on to the WebSphere console. For more information, contact your local
WebSphere administrator.

Symptom: If the LDAP password in WebSphere is wrong and WebSphere security is
enabled, you will not be able to access the WebSphere console. Instead, you will receive
amessage stating that your password isincorrect. You may be able to log into an Isight
interface (such as the Design Gateway) and connect to the SIMULIA Execution Engine,
but the user you specified will be listed as UNAUTHENTICATED and none of the
SIMULIA Execution Engine features will work correctly.

The password of the SIMULIA Execution Engine Database owner is kept in aWebSphere
J2C Authentication Alias usually named SEEDB2Auth or SEEOracleAuth (or
fiperDB2Auth or fiperOracleAuth). This password must be for the user ID that
ispassed to the createtables script when creating the database. If the password for
this user is changed, the SIMULIA Execution Engine will lose access to the database.
Changing the password for this user will not affect access to the WebSphere console.

To update this password, follow these steps:

1. Accessthe WebSphere console as described in Starting WWebSphere and Determining
Server Port Numbers.

2. Click Security on the left side of the console.
Click Secure administration, applications, and infrastructure.

4. Expand the Java Authentication and Authorization Service option in the
Authentication area on the right side of the console.

w

5. Click the J2C authentication data link.

6. Click thelink inthe Alias column that correspondsto the Authentication Aliasthat you
must update.

7. Alter the password in the corresponding text box.

8. Click OK.

9. Click the Save link to save your configuration changes.

10. Click Resources on the left side of the console.

11. Expand the JDBC option.

12. Click the Data sources link.

13. Click the check box in the Select column that corresponds to the two SIMULIA
Execution Engine data sources (Fiper NonXA Data Source and Fiper XA Data
Source).
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14. Click Test connection.

Two messages appear, telling you that the test connection was successful.

Symptom: If this password iswrong, the SIMULIA Execution Engine loses connection to
the database. You can log on to the SIMULIA Execution Engine, but almost al operations
will fail.

e Thepassword for the SIMULIA Execution Engineadministrative user (usually fiperacs
or seeadmin) is stored in WebSphere in two places:

1. J2C authentication alias SEEDB2Auth or SEEOracleAuth (of £iperDB2Auth
or fiperOracleAuth). Refer to the previous entry for details on how to alter this
password information.

2. SIMULIA Execution Engine Application Run-As Role User. To fix this setting, alter
the password information as described in Configuring J2EE RunAs Security.

> . . . -
~" Note: You will haveto restart the SIMULIA Execution Engine Application for
this change to take effect, and you may have to restart WebSphere.

Symptom: If the password for the SIMULIA Execution Engine administrative user is
wrong in either the WebSphere J2C Authentication Alias or the WebSphere J2EE

RunAs security, jobs fail to complete. The WebSphere SystemOut . 1og file shows
errorsindicating that the user iISUNAUTHENT I CATED even though all usersarelogged
in. There may also be errorsindicating that user ‘seeadmin’ is not known.

» The password for an account used to log a station running as aservicein to the SIMULIA
Execution Engine is stored in the station service configuration.

On Linux, this password is stored inthe FiperStation file, which islocated in the /
etc/init.d directory. Thisfileisacopy of the station.service file, whichis
located in the <SEE_install_directory>/<operating systems/code/command
directory.

On Windows, the password is stored in the Wwrapper . conf file, which islocated in the
<SEE_install directorys\<operating systems>\code\command directory.

To fix the password on all operating systems:

1. Change the password of the account.

2. Uninstall the station as a service on the system.

3. Reingtall the station as a service, supplying the new password.
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Symptom; If this password is wrong, the station service will not start. You can view error
messagesinthe station. log file (located in the station temporary directory, which
was specified during the station installation and islisted inthe station.properties
file a the top level of the SIMULIA Execution Engine installation directory).

e

Note: If astation running as a service on Windows is set up to run as a user other
than the default LOCAL SYSTEM, you must update the Service configuration after
changing the password. To change the password, access the Services control pane,
open the Properties dialog box for the station service, click the L og On tab, and
update the logon information. For more information on accessing these settings, see
Installing a SMULIA Execution Engine Station as a Service or contact your local
system administrator. This procedure must be performed in addition to uninstalling
and re-installing the service as described above, since the logon user for a service
is set after the serviceis created.

DB2 Package Problem

232

If the WebSphere log shows a“ could not find package” message, you can use the procedure
described in this section to fix this problem.

1. Click the Start button, point to All Programs/1BM DB2/ Command Line Tools, and
click Command Window.

The DB2 CL P command window appears.

2. Execute the following commands:

a
b.
C.

Q@ "o o

db2 terminate

db2 connect to fiper

db2 bind <sgllib install dirs>\bnd\@db2ubind.lst grant
public

db2 bind <sgllib install_dirs>\bnd\@db2cli.lst grant public
db2 terminate

db2stop force

db2start

Each of these commands issues a message upon successful compl etion.

3. Closethe DB2 CLP command window.
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Copying the WebSphere JAR Files

The WebSphere client JAR files are not distributed with the SIMULIA Execution Engine.

If your SIMULIA Execution Engine server isdeployed and running on aWebShere application
server, Isight and the SIMULIA Execution Engine stations cannot connect to the server until

you copy aset of Websphere JAR filesinto each Isight and SIMUL I A Execution Engine station
software installation.

1. After you haveinstalled Isight and the SIMULIA Execution Engine stations, navigate to
the following directory:

Windows: ¢: \Program Files\IBM\WebSphere\AppServer\runtimes\

Linux: /opt/IBM/WebSphere/AppServer/runtimes/

2. Copy thefollowing files:

com.

com

com.
com.
com.

com.

com

com.

com.

ibm.jaxrs.thinclient 8.5.0.jar

.ibm.
ibm.
ibm.
ibm.
ibm.
.ibm.
ibm.

ibm.

jaxws.thinclient 8.5.0.jar

wS.
wS.
wS.

wS.

ws

wS.

ebj.thinclient 8.5.0.jar
jpa.thinclient 8.5.0.jar
messagingClient.jar

orb 8.5.0.jar

.sib.client.thin.jms 8.5.0.jar

webservices.thinclient 8.5.0.jar

xml.thinclient 8.5.0.jar

endorsed/endorsed_apis-8.5.0.jar

3. Do thefollowing on each computer that Isight or SSIMULIA Execution Engine stations

installed:

a. Navigate to the following directory:
<Isight install directory>/<cperating systems/reffiles/ejbclient/websphere/1ib
b. Paste the copied filesinto the above directory.
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Backup and Restore Procedures

You can back up your SIMULIA Execution Engine data and restore the SIMULIA Execution
Engine to the point of a backup.

Backing up SIMULIA Execution Engine Data

234

To reliably back up your SIMULIA Execution Engine, you must back up two specific data
repositories: the SIMULIA Execution Engine database and the SIMULIA Execution Engine
File Manager directory.

To ensure aconsistent backup, both the SIMULIA Execution Engine database and the SSIMULIA
Execution Engine File Manager directory should be backed up simultaneously while the

SIMULIA Execution Engineiseither shutdown or idle (running no jobs). Thesetwo repositories
contain all the persisted data of the SIMULIA Execution Engine. Restoring them from abackup
returns all the SIMULIA Execution Engine historical datato the stateit had at the time of the
backup. Itis possible to perform a*“hot backup” of these repositories. However, thereisarisk
that currently running jobs may not bein aconsistent or useful stateif the dataarelater restored.

The backup of these repositories does not back up the configuration of the SIMULIA Execution
Engine, including:

» theconfiguration settingsinthe acs . properties file,

» the SIMULIA Execution Engine code itself,

» theapplication server or other middleware,

 the server deployment configuration, and

» theserver configuration settings for performance, security, monitoring, etc.

Normal full-system backups of the SSIMULIA Execution Engine file system should be used
to back up the full state of the computer aswell as al installed software.

The actua physical process of copying and archiving the repositories is outside the scope of
SIMULIA Execution Engineitself. Normal backup and archiving procedures should be used
as appropriate for the repository. For the SIMULIA Execution Engine database, you should
use the database vendor toolsfor database backup and archiving. For the SIMULIA Execution
Engine File Manager directory, you should use normal operating system file backup and restore
tools.
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The location of the repositories depends on the configuration of the SIMULIA Execution
Engine.

» Database location. The database |ocation is determined by the configuration of the data
sourcesin the SIMULIA Execution Engine application deployment. All SIMULIA
Execution Engine database operations are performed on the database named in those
datasource configurations. In general, the configuration specifies the computer on which
the database resides, and information that identifies the SIMULIA Execution Engine
database on that compulter.

e SIMULIA Execution Engine File Manager location. The SIMULIA Execution Engine
File Manager directory is adirectory in the file system of the computer running the
SIMULIA Execution Engine application server. The computer running the application
server is usually not the same as the computer on which the database resides. The name
and location of this directory is set during the SIMULIA Execution Engine installation.
You can find the location by examining the acs . properties file at thetop level of
the SIMULIA Execution Engine installation directory. The following property setting
shows the directory name and location:

fiper.system.filemgr.rootFilePath=

Under the specified directory will be anumber of subdirectories that are created and
maintained by the SSMULIA Execution Engine. Thismain directory and all subdirectories
and files within it must be backed up.

Restoring the SIMULIA Execution Engine

You can restore the SIMULIA Execution Engine to the point of a backup.

1. Verify that the SSMULIA Execution Engineis shutdown. It is not sufficient for it to be
idle.

2. Restorethe SIMULIA Execution Engine database and the SIMULIA Execution Engine
File Manager repositories from the backup media. In both cases, the restored data must
replace the existing data—the data must not be merged or combined in any way. For the
SIMULIA Execution Engine File Manager, it is not sufficient to copy from the backup
mediato the SIMULIA Execution Engine file system. The existing directory must be
deleted (or emptied) before copying from the backup media. Likewise for the SIMULIA
Execution Engine database, the backup database image must completely replace the existing
database. It is not sufficient to just restore the tables—all existing tables in the database
must be dropped before restoring from the backup image. Most database backup tools
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provide options for this task. For more information, contact your local database
administrator.

. If the backup was made with a prior rel ease of the SIMULIA Execution Engine, any manual

data migration steps that were needed when the newer releases were installed must be
performed now. This action bringsthe restored datainto the correct format for the currently
installed release of the SIMULIA Execution Engine.

Such manua migration steps are not common.

. Restart the SIMULIA Execution Engine.

If any jobs were running at the time of the backup, they will be marked as Cancelled
when the SIMULIA Execution Engine starts (the SIMULIA Execution Engine log will
show the list of jobs that were so affected). If the backup was from a prior release of the
SIMULIA Execution Engine, some automatic data migration may be performed when the
SIMULIA Execution Engine starts. Any migration that is done is noted in the SIMULIA
Execution Engine logs, but no manual actions are necessary for this process to occur.

. If the backup was from a prior release, the SIMULIA Execution Engine Library, which is

stored in the database, will have back-level versions of all the components. You need to
execute the publishall command to re-publish all the SIMULIA Execution Engine
components from the current release into the library. This step must be performed before
any new job is submitted. If there are any custom components required, those must also
be re-published to fully populate the SIMULIA Execution Engine Library.

For more information, see Publishing to the Library.

Otherwise, the SIMULIA Execution Engine is now ready for use.
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simulation and high-performance computing to explore real-world behavior of
products, nature, and life. As an integral part of Dassault Systémes’ 3DEXPERIENCE
platform, SIMULIA applications accelerate the process of making highly informed,
mission-critical design and engineering decisions before committing to
costly and time-consuming physical prototypes. www.3ds.com/simulia

Our 3DEXPERIENCE® Platform powers our brand
applications, serving 12 industries, and provides a rich
portfolio of industry solution experiences.

Dassault Systemes, the 3DEXPERIENCE Company, provides business and people
with virtual universes to imagine sustainable innovations. Its world-leading solutions
transform the way products are designed, produced, and supported. Dassault Systemes’
collaborative solutions foster social innovation, expanding possibilities for the virtual world
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